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INTRODUCTION

In the CT4#31 meeting, CT4 discussed some contributions on the grouping of identities in the Sh Interface.  Those contributions were rejected due to the following problems:

· Lack of justification for having the IMPU associated with an individual transparent data instance and another instance of transparent data for the group concurrently.

· Lack of justification for allowing the AS to choose between those to instances of transparent data for a specific IMPU.

This paper presents justifications to cover both concerns and other two taken from off-line discussions.
DISCUSSION

Justification for having an association of the IMPU with the two types of transparent data

The justification for having the two types of transparent data is mainly based in backwards compatibility issues.  This reasoning is based in the fact that transparent data is under control of the Application Server, and decisions of what and where to store in the HSS are made under that assumption.

In Release 5 and 6, there was a one to one relationship between Public Identities and transparent data instances.  Release 5 and 6 Application Servers work with the assumption that changes made to the transparent data of each Public Identity are independent.  If the relationship is modified in Release 7, and the same instance of transparent data is associated with a group of Public Identities, instead of just one, a Release 6 Application Server will not work properly.  

For example, if a Release 6 application server stores with the identity a string with a description of the use of that identity (“tel URI identity to receive work related session invitations”, “SIP URI identity for my family”), this application server will have problems when trying to keep doing that with a Release 7 HSS.  Some more details on this:

Assumptions:

· There is only one instance of data for both grouped and individual transparent data.

· The user has two public identities (atwork@example.com and athome@example.com).

· The two public identities of the user share the same service profile and implicit registration set, and are in the same alias group.

· The AS stores a description of the use of the identity as the only information in the transparent data.

Traffic case A Release 5:

1. User updates the description associated with atwork@example.com to “This is the identity I use at work” through the AS and the Sh Interface.

2. User updates the description associated with athome@example.com to “This is the identity I use at home” through the AS and the Sh Interface.

3. User sees the description associated with atwork@example.com.  Each update is independent, so the text is correct (“This is the identity I use at work”).
Traffic case B the HSS is upgraded to Release 6:
1. User updates the description associated with atwork@example.com to “This is the identity I use at work” through the AS and the Sh Interface.

2. User updates the description associated with athome@example.com to “This is the identity I use at home” through the AS and the Sh Interface.

3. User sees the description associated with atwork@example.com.  The updates are the same, but there is only one instance of the transparent data, so the text is not correct (“This is the identity I use at home”).

Would it be possible to add this new association without involvement of the Application Server?  In order to avoid backwards compatibility problems, it will be necessary to have the Release-5 behaviour as default.  The intelligence needed to tell if the change may be applied to the group or must be applied only to the individual identity is in the Application Server, so it is not possible to take this decision in the HSS without an indication from the Application Server.

Justification for allowing the AS to choose between those to instances of transparent data for a specific IMPU
If we maintain the assumption that transparent data is under control of the Application Server, and we accept that the two types of transparent data are needed, it follows that the AS will be responsible for indicating to which type it requests access in each case.

Why this does not increase space requirements in the HSS
This will be the case only if the HSS reserves space per IMPU and Service Indication before the AS requests creation of the transparent data through the Sh Interface.  If instances of data are created only under request from the AS, then the space requirements are those of the services in the AS.

In fact, creating a new association allows for more flexibility and may be more efficient.  If we assume that a service needs both individual and grouped transparent data and that the AS is able to determine when to use each of them, then:

· If we have only the individual transparent data, there will be multiple instances of the data associated with the group (one in each of the individual identities), or you need an additional procedure to know where the data associated with the group is stored.

· If we have only the grouped transparent data, data for each of the individual identities needs to go in the same instance of transparent data.  This may result in a very large object that will need to be transported back and forth even when only a small portion of it needs to be updated.

· If we have both, then the AS will be able to select which to use and we avoid both problems.

Use of the Identity-Set AVP to select grouped or individual transparent data instances
This proposal would mean to modify the ABNF of the Sh-Update command adding the Identity-Set AVP:

Message Format

< Profile-Update-Request > ::=
< Diameter Header: 307, REQ, PXY, 16777217 >

< Session-Id >

{ Vendor-Specific-Application-Id }

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

[ Destination-Host ]

{ Destination-Realm }

*[ Supported-Features ]

{ User-Identity }

{ Data-Reference }

*[ Identity-Set ]

{ User-Data }

*[ AVP ]

*[ Proxy-Info ]

*[ Route-Record ]

Identity-Set AVP will be an optional AVP in this command that will be ignored by a Release 5 or 6 HSS.  If an Application Server requests to update the repository data for a group using this command, and the HSS is Release 5 or 6, then the individual instance will be updated and DIAMETER_SUCCESS returned.  This is clearly a problem.

Using a new value in the Data-Reference AVP doesn’t have this problem, since a Release 5 or 6 HSS will return an error when the unsupported request arrives.

PROPOSAL

The proposal is to agree that the association of the IMPU with the two types of transparent data is needed, and that the AS should be able to indicate which type it uses in each request.
