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	Reason for change:
(

	This is an Essential change.

For the procedure S-CSCF registration/deregistration notification, for the case of TIMEOUT_DEREGISTRATION, USER_DEREGISTRATION, DEREGISTRATION_TOO_MUCH_DATA or ADMINISTRATIVE_DEREGISTRATION, or AUTHENTICATION_FAILURE or AUTHENTICATION_TIMEOUT, if the Public User IDs registration state is Unregistered, then because of shared Public User Identities, a check is needed to see if an association still exists with another Private User Identity(ies). If it still does, the S-CSCF name and the Unregistered state should be retained for these Private User Identity's(ies) Public User Identity(ies); otherwise its registration state should be set to Not Registered and the S-CSCF name cleared.
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Figure 5.0d: The relation of two shared Public User Identities (Public-ID-3 and 4) and Private User Identities

For shared Public User Identities, they become shared by individual registrations by Private User IDs at perhaps different times. Similarly a Public User Identity may become deregistered against one Private User ID but still retain an Unregistered state with another Private User ID.

Let's assume S-CSCF keeps the profile info for both PRID1 and PRID2 that has a shared PUID and both PRIDs are not registered.  Let's also assume HSS keeps the PUID as unregistered with the PRID2 only according to the current 29.229.  Now, PRID1 powers up, the S-CSCF sends a MAR to HSS for authentication for the PRID1 & PUID.  The authentication timed out, the S-CSCF sends a SAR with AUTH_TIMEOUT for PRID1 & PUID.

What should HSS do?  According to current Rel-6 29.228, the HSS should mark the PUID as Not registered; but in fact, the S-CSCF still keeps PRID2 & PUID info. What the HSS really should do is: keep the PUID as unregistered (since S-CSCF still keeps PRID2 & PUID info), and mark PRID1 & PUID as not registered.

If the HSS doesn't keep same graph of information as the S-CSCF does, when there is data change, the HSS will not be able to notify the S-CSCF.  In the above example, if the shared PUID's service info is changed, the HSS will not notify the S-CSCF, since the HSS marked the PUID as not registered.

According to the existing Rel-6 29.228, it implies that HSS needs to keep the info that a PUID is registered with which PRID.  By the same token, the HSS also needs to keep the information that a PUID is unregistered with which PRID.  Note, when the HSS sends a service profile to the S-CSCF for an unregistered user, the HSS arbitrarily picks an associated PRID and puts it in the response message (therefore, S-CSCF also saves the PRID for an unregistered PUID).

The scenario for S-CSCF Registration/Deregistration Notification may be infrequent but if it happens for any reason, the Public User Identity state should be changed as per CR below.  For example, if the S-CSCF would like to clean up the stored service profiles.  The S-CSCF could initiate a S-CSCF Deregistration Notification deregistration for a Public User Identity each time.

As background:

The S-CSCF has two interfaces, the "vertical" [Cx} and the "horizontal" [SIP]. The S-CSCF has to coordinate [translate] the action across these interfaces. 

1. For each UE, there is a state machine with the fallowing states: Initial, Active, and Terminated.

When the UE registers the first PUID, the UE transits to Active state. As long as there is at least one PUID registered, the UE stays in the Active state. When the last PUID is deregistered, the UE transits to the Terminated state.

2. For each PUID there is also a state machine [independent from the one above]. The states of the PUID are: Initial, Active, and Terminated. The registration of the PUID triggers the transition to Active state.  There are five events that will cause the PUID to transit to Terminated state. Some of these are originated by the UE, while some of them may be originated by the HSS. The five events are:

1.
expiration,

2.
deactivated,

3.
probation,

4.
unregistered, and 

5.
rejected.

When any change in the state of any PUID changes, the S-CSCF will send a NOTIFY request listing all PUIDs, and for each one specify the next state and the event that caused the change to next state.

The respective events are described below:

1.
expiration which occurs when the contact was not refreshed by a REGISTER request.  

2.
deactivated occurs when the administrator has removed the contact as a  valid binding, but still wishes the client to attempt to re-register the contact.  

3.
rejected event occurs when an active contact is removed by the administrator, but re-registrations will not help to re-establish it.  

4.
probation event occurs when an active contact is removed by the  administrator, and the administrator wants the client to re-register, but to do so at a later time.  

5.
unregistered event occurs when the UE sends REGISTER request with the expiration time of that contact to zero.

With respect to implicitly registered PUIDs, we know that the events: registration, expiration, and deregistration apply to all PUIDs simultaneously. 

The question being discussed is: "Do the remaining events - deactivated, rejected, and probation [e.g. triggered by the HSS] - apply to all of them as well, or should the PUIDs be handled individually?" This question was never addressed by 3GGP. One has two choices:

1. Bring the issue to the 3GPP [SA2] a tedious process, or

2, To avoid the issue. In this case the S-CSCF may force the UE to reregister [send NOTIFY with "shorten" event ], and the UE would subsequently find out the implicitly registered set [with "the removed PUID by HSS" missing]. 
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	In the procedure S-CSCF registration/deregistration notification, for TIMEOUT_DEREGISTRATION, USER_DEREGISTRATION, DEREGISTRATION_TOO_MUCH_DATA or ADMINISTRATIVE_DEREGISTRATION, or AUTHENTICATION_FAILURE or AUTHENTICATION_TIMEOUT, if the Public User IDs registration state is Unregistered, a check is added to see if an association still exists with another Private User Identity(ies). If it still does, the S-CSCF name and the Unregistered state should be retained for these Public User Identities associated with the remaining shared Public User Identity(ies); otherwise its registration state should be set to Not Registered and the S-CSCF name cleared.
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6.1.2
S-CSCF registration/deregistration notification

This procedure is used between the S-CSCF and the HSS. The procedure is invoked by the S-CSCF, corresponds to the combination of the operations Cx-Put and Cx-Pull (see 3GPP TS 23.228 [1]) and is used:

-
To assign an S-CSCF to a Public User Identity, or to clear the name of the S-CSCF assigned to one or more Public User Identities.

-
To download from HSS the relevant user information that the S-CSCF needs to serve the user.

This procedure is mapped to the commands Server-Assignment-Request/Answer in the Diameter application specified in 3GPP TS 29.229 [5]. Tables 6.1.2.1 and 6.1.2.2 describe the involved information elements.

Table 6.1.2.1: S-CSCF registration/deregistration notification request

	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	Public User Identity

(See 7.2)
	Public-Identity
	C
	Public User Identity or list of Public User Identities.

One and only one Public User Identity shall be present if the Server-Assignment-Type is any value other than TIMEOUT_DEREGISTRATION, USER_DEREGISTRATION or ADMINISTRATIVE_DEREGISTRATION.

If Server-Assignment-Type indicates deregistration of some type and Private User Identity is not present in the request, at least one Public User Identity shall be present.

	S-CSCF Name

(See 7.4)
	Server-Name
	M
	Name of the S-CSCF.

	Private User Identity

(See 7.3)
	User-Name
	C
	Private User Identity.

It shall be present if it is available when the S-CSCF issues the request.

It may be absent during the initiation of a session to an unregistered user. In such situation, Server-Assignment-Type shall contain the value UNREGISTERED_USER.

In case of de-registration, Server-Assignment-Type equal to TIMEOUT_DEREGISTRATION, USER_DEREGISTRATION or ADMINISTRATIVE_DEREGISTRATION, if no Public User Identity AVPs are present then Private User Identity shall be present. 

	Server Assignment Type

(See 7.8)
	Server-Assignment-Type
	M
	Type of update the S-CSCF requests in the HSS (e.g: de-registration). See 3GPP TS 29.229 [5] for all the possible values.

	User Data Already Available

(See 7.16)
	User-Data-Already-Available
	M
	This indicates if the user profile is already available in the S-CSCF.

In the case where Server-Assignment-Type is not equal to NO_ASSIGNMENT, REGISTRATION, RE_REGISTRATION or UNREGISTERED_USER, the HSS shall not use User Data Already Available when processing the request.

	Routing Information (See 7.13)
	Destination-Host 
	C
	If the S-CSCF knows the HSS name, the Destination-Host AVP shall be present in the command. 

This information is available if the request belongs to an already existing registration, e.g. in case of the re-registration, where the HSS name is stored in the S-CSCF. The HSS name is obtained from the Origin-Host AVP, which is received from the HSS, e.g. included in the MAA command.

This information may not be available if the command is sent as a consequence of a session termination for an unregistered user. In this case the Destination-Host AVP is not present and the command is routed to the next Diameter node, e.g. SLF, based on the Diameter routing table in the S-CSCF. 


Table 6.1.2.2: S-CSCF registration/deregistration notification response

	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	Private User Identity

(See 7.3)
	User-Name
	C
	Private User Identity. 

It shall be present if it is available when the HSS sends the response.

It may be absent in the following error case: when the Server-Assignment-Type of the request is UNREGISTERED_USER and the received Public User Identity is not known by the HSS.

	Registration result

(See 7.6)
	Result-Code / Experimental-Result
	M
	Result of registration.

Result-Code AVP shall be used for errors defined in the Diameter Base Protocol.

Experimental-Result AVP shall be used for Cx/Dx errors. This is a grouped AVP which contains the 3GPP Vendor ID in the Vendor-Id AVP, and the error code in the Experimental-Result-Code AVP.

	User Profile

(See 7.7)
	User-Data
	C
	Relevant user profile.

It shall be present when Server-Assignment-Type in the request is equal to NO_ASSIGNMENT, REGISTRATION, RE_REGISTRATION or UNREGISTERED_USER according to the rules defined in section 6.6.

If the S-CSCF receives more data than it is prepared to accept, it shall perform the de-registration of the user with User-Authorization-Type set to DEREGISTRATION_TOO_MUCH_DATA and send back a SIP 3xx or 480 (Temporarily Unavailable) response, which shall trigger the selection of a new S-CSCF by the I-CSCF, as specified in 3GPP TS 24.229 [8].

	Charging Information (See 7.12)
	Charging-Information
	C
	Addresses of the charging functions.

It shall be present when the User-Data AVP is sent to the S-CSCF.

When this parameter is included, the Primary Charging Collection Function address shall be included.  All other elements shall be included if they are available.


6.1.2.1
Detailed behaviour

On registering/deregistering a Public User Identity the S-CSCF shall inform the HSS. The same procedure is used by the S-CSCF to get the user information which contains the user profile and the charging information. The relevant user profile downloaded is described in more detailed in sections 6.5.1 and 6.6. The HSS holds information about the state of registration of all the identities of the user. The S-CSCF uses this procedure to update such states. For Shared Public User Identities, the S-CSCF shall initiate this procedure towards the HSS for each Private User Identity undergoing a Registration or Deregistration related to the Shared Public User Identity. For implicitly registered identities, the rules defined in Section 6.5.1 shall apply. The HSS shall, in the following order (in case of an error in any of the steps the HSS shall stop processing and return the corresponding error code, see 3GPP TS 29.229 [5]):

1.
Check that the user is known. If not Experimental-Result-Code shall be set to DIAMETER_ERROR_USER_UNKNOWN. If there is neither a Public User Identity nor a Private User Identity included, the Experimental-Result-Code shall be set to DIAMETER_MISSING_USER_ID.

2.
The HSS may check whether the Private and Public User Identities received in the request belong to the same user. If not Experimental-Result-Code shall be set to DIAMETER_ERROR_IDENTITIES_DONT_MATCH.

3.
Check the Server Assignment Type value received in the request:

-
If it indicates REGISTRATION or RE_REGISTRATION, the HSS shall download the relevant user information. . If the Public User Identity’s authentication pending flag which is specific for the Private User Identity is set, the HSS shall clear it. The Result-Code shall be set to DIAMETER_SUCCESS and the HSS shall set the registration state of the Public User Identity as registered (if not already registered). 


Only one Public User Identity shall be present in the request. If more than one identity is present the Result-Code shall be set to DIAMETER_AVP_OCCURS_TOO_MANY_TIMES and no user information shall be returned. If there is no Public User Identity present, the Experimental-Result-Code shall be set to DIAMETER_MISSING_USER_ID.

-
If it indicates UNREGISTERED_USER, the HSS shall store the S-CSCF name, set the registration state of the Public User Identity as unregistered, i.e. registered as a consequence of a terminating call and download the relevant user information. If there are multiple Private User Identities associated to the Public User Identity in the HSS, the HSS shall arbitrarily select one of the Private User Identities and put it into the response message. The Result-Code shall be set to DIAMETER_SUCCESS.


Only one Public User Identity shall be present in the request. If more than one identity is present the Result-Code shall be set to DIAMETER_AVP_OCCURS_TOO_MANY_TIMES and the modifications specified in the previous paragraph shall not be performed. If there is no Public User Identity present, the Experimental-Result-Code shall be set to DIAMETER_MISSING_USER_ID.

-
If it indicates TIMEOUT_DEREGISTRATION, USER_DEREGISTRATION, DEREGISTRATION_TOO_MUCH_DATA or ADMINISTRATIVE_DEREGISTRATION, the HSS shall check the registration state for all the Public User Identities in the request.  If the request did not contain Public User Identities the HSS shall check the registration state of the Public User Identities associated with the Private User Identity identified in the request. For each Public User Identity;-

-
if the registration state of the Public User Identity is Registered, the HSS shall check if the Public User Identity is currently registered with one or more Private User Identities. 

-
If the Public User Identity is currently registered with only one Private User Identity, the HSS shall set the registration state of the Public User Identity to Not Registered and clear the S-CSCF name associated with the Public User Identity.

-
If the Public User Identity is currently registered with more than one Private User Identity, the HSS shall keep the registration state of the Public User Identity as Registered and retain the S-CSCF name associated with the Public User Identity.

-
if the registration state of the Public User Identity is Unregistered, the HSS shall check if the Public User Identity is currently unregistered with one or more Private User Identities.
-
If the Public User Identity has an Unregistered state with only one Private User Identity, the HSS shall set the registration state of Public User Identity to Not Registered and clear the S-CSCF associated with the Public User Identity.

-
 If the Public User Identity has an Unregistered state with more than one Private User Identity, the HSS shall retain Public User Identity's registration state and retain the S-CSCF name.

The Result-Code shall be set to DIAMETER_SUCCESS

-
If it indicates TIMEOUT_DEREGISTRATION_STORE_SERVER_NAME or USER_DEREGISTRATION_STORE_SERVER_NAME the HSS decides whether to keep the S-CSCF name associated to the Private User Identity stored or not for all the Public User Identities that the S-CSCF indicated in the request. If no Public User Identity is present in the request, the Private User Identity shall be present. 

-
If the HSS decides to keep the S-CSCF name stored the HSS shall keep the S-CSCF name stored for all the Public User Identities associated to the Private User Identity. The Result-Code shall be set to DIAMETER_SUCCESS. 

The HSS shall check if each Public User Identity in the request is currently registered with one or more Private User Identities. If the request did not contain Public User Identities the HSS shall check if each Public User Identity associated with the Private User Identity in the request is currently registered with one or more Private User Identities. For each Public User Identity;-

-
If only one Private User Identity associated with the Public User Identity is currently registered with the Public User Identity, the HSS shall set the registration state of the Public User Identity to Unregistered.

-
If more than one Private User Identity that shares that Public User Identity is currently registered with the Public User Identity the HSS shall keep the registration state of the Public User Identity as Registered.

-
If the HSS decides not to keep the S-CSCF name the Experimental-Result-Code shall be set to DIAMETER_SUCCESS_SERVER_NAME_NOT_STORED. 

The HSS shall check if each Public User Identity in the request is currently registered with one or more Private User Identities. If the request did not contain Public User Identities the HSS shall check if each Public User Identity associated with the Private User Identity in the request is currently registered with one or more Private User Identities. For each Public User Identity;-

-
If only one Private User Identity associated with the Public User Identity is currently registered with the Public User Identity, the HSS shall set the registration state of the Public User Identity to Not Registered and clear the S-CSCF name associated with Public User Identity.

-
If more than one Private User Identity that shares that Public User Identity is currently registered with the Public User Identity the HSS shall keep the registration state of the Public User Identity as Registered.

-
If it indicates NO_ASSIGNMENT, the HSS checks whether the user is assigned for the S-CSCF requesting the data and download the relevant user information. The Result-Code shall be set to DIAMETER_SUCCESS. If the requesting S-CSCF is not the same as the assigned S-CSCF, the Result-Code shall be set to DIAMETER_UNABLE_TO COMPLY.


Only one Public User Identity shall be present in the request. If more than one Public User Identity is present the Result-Code shall be set to DIAMETER_AVP_OCCURS_TOO_MANY_TIMES and no user information shall be returned. If there is no Public User Identity present, the Experimental-Result-Code shall be set to DIAMETER_MISSING_USER_ID.

-
If it indicates AUTHENTICATION_FAILURE or AUTHENTICATION_TIMEOUT, the HSS shall check the registration state for the Public User Identity in the request. For the Public User Identity;-

-
if the registration state of the Public User Identity is Registered, the HSS shall check if the Public User Identity is currently registered with one or more Private User Identities. 

-
If the Public User Identity is currently registered with only one Private User Identity, the HSS shall set the registration state of the Public User Identity to Not Registered and clear the S-CSCF name associated with the Public User Identity. 

-
If the Public User Identity is currently registered with more than one Private User Identity, the HSS shall keep the registration state of the Public User Identity as Registered and retain the S-CSCF name associated with the Public User Identity.

-
if the registration state of the Public User Identity is Unregistered, the HSS shall check if the Public User Identity is currently unregistered with one or more Private User Identities.

-
If the Public User Identity has an Unregistered state with only one Private User Identity, the HSS shall set the registration state of Public User Identity to Not Registered and clear the S-CSCF associated with the Public User Identity.

-
 If the Public User Identity has an Unregistered state with more than one Private User Identity, the HSS shall retain Public User Identity's registration state and retain the S-CSCF name.

-
If the Public User Identity’s authentication pending flag which is specific for the Private User Identity is set, the HSS shall clear it. The Result-Code shall be set to DIAMETER_SUCCESS.


Only one Public User Identity shall be present in the request. If more than one identity is present the Result-Code shall be set to DIAMETER_AVP_OCCURS_TOO_MANY_TIMES and the modifications specified in the previous paragraph shall not be performed. If there is no Public User Identity present, the Experimental-Result-Code shall be set to DIAMETER_MISSING_USER_ID.

If the HSS cannot fulfil the received request, e.g. due to database error, it shall set the Result-Code to DIAMETER_UNABLE_TO_COMPLY. The HSS shall not modify any user state nor download any user Public User Identity information to the S-CSCF.

See chapter 8.1.2 and 8.1.3 for the description of the handling of the error situations: reception of an S-CSCF name different from the one stored in the HSS and reception of a Server-Assignment-Type value not compatible with the registration state of the user.
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