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===============================  The 1st Modification begin ==================================
6.3.2.3
Subscriber Roaming Management
According to the requirements described in clause 6.1, Wx reference point shall enable:

· Roaming check between 3GPP AAA Server and HSS.
The roaming check procedure is used between the 3GPP AAA Server and the HSS. The procedure is invoked by the 3GPP AAA Server:
-
If the visted network that a user selects to access is changed, and if 3GPP AAA Server has an unused authentication vector available for that subscriber, 3GPP AAA Server initiates the roaming check procedure to HSS.
The Wx interface performs the roaming check procedure initiated by the 3GPP AAA Server based on the command code set (RTR/RTA), see [12].

Table 6.3.2.5: Roaming Check request

	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	Permanent User Identity
	User-Name
	M
	This information element contains the permanent identity of the user, i.e. the IMSI.

	Re-Auth Request Type
	Re-Auth–Request-Type
	M
	Defines whether the user is to be re-authenticated only, re-authorized only or both. AUTHORIZE_ONLY is required in this case.

	Visited Network Identifier
	Visited-Network-Identifier
	M
	Identifier that allows the home network to identify the Visited Network. The 3GPP AAA Server shall include this information element in the roaming case i.e. when 3GPP AAA Server receives this information element from signalling across the Wd.

Editor's note: See 3GPP TS 29.229 [6] for a description of this parameter


Table 6.3.2.6: Roaming Check response 

	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	Result
	Result-Code / Experimental-Result
	M
	Result of the operation.

Result-Code AVP shall be used for errors defined in the Diameter Base Protocol.

Experimental-Result AVP shall be used for Wx errors. This is a grouped AVP which contains the 3GPP Vendor ID in the Vendor-Id AVP, and the error code in the Experimental-Result-Code AVP.


6.3.2.3.1
Detailed behavour
The HSS shall, in the following order (if there is an error in any of the steps, the HSS shall stop processing and return the corresponding error code):

1.
Check that the user exists in the HSS. If not Experimental-Result-Code shall be set to DIAMETER_ERROR_USER_UNKNOWN.

3.
Based on the received Visited-Network-Identifier, check that the user is allowed to roam in the visited network. If the user is not allowed to roam in the visited network, Experimental-Result-Code shall be set to DIAMETER_ERROR_ROAMING_NOT_ALLOWED.
================================  The 1st Modification end ==================================

===============================  The 2nd Modification begin =================================

6.4.5
Roaming check in Wx
The Re-Auth-Request (RAR) command, indicated by the Command-Code field set to 258 and the 'R' bit set in the Command Flags field, is sent by the 3GPP AAA Server to the HSS in order to check a user is allowed to roam in a visited network.

<RAR>  ::= < Diameter Header: 258, REQ, PXY >

            < Session-Id >

           { Origin-Host }

           { Origin-Realm }

           { Destination-Realm }

           { Destination-Host }

           { Auth-Application-Id }

           { Re-Auth-Request-Type }

           [ User-Name ]
           [ Destination-Host ]

           [ Origin-State-Id ]
           [ Visited-Network-Identifier]
           * [ Proxy-Info ]

           * [ Route-Record ]
           * [ AVP ]
<RAA>  ::= < Diameter Header: 258, PXY >

            < Session-Id >

           { Result-Code }

           { Origin-Host }

           { Origin-Realm }

           [ User-Name ]

           [ Origin-State-Id ]

           [ Error-Message ]

           [ Error-Reporting-Host ]
           [ Experimental-Result ]
           * [ Failed-AVP ]

           * [ Redirect-Host ]

           * [ Proxy-Info ]

           * [ AVP ]
================================  The 2nd Modification end ==================================
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