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Introduction
The opportunity to include a non-standardised Short Message Service Centre in the B-party’s HPLMN already exists outside of 3GPP specifications for operators; in effect setting‑up a relay that allows the B‑party's HPLMN to control the delivery of all short messages even when the subscriber is roaming outside of their HPLMN. 

The potential benefits to the operator include: 

· More control over SMS Spam.

· Added flexibility for MT-SMS charging (particularly pre‑pay)

· Addition of new value added capabilities such as "SMS Forwarding" 

· Provision of an interception point for Spoof and Fake SMS.

Analysis of T‑SMSC functionality
Current non-standardised implementations of a T‑SMSC make alternative use of existing 3GPP MAP signalling, and in some cases change only the content of particular Information Elements. 

In order to preserve the stability of its existing specifications, 3GPP TSG-CT WG4 needs to consider the impact of the inclusion of a T‑SMSC node in 3GPP’s specification set. 3GPP TSG-CT WG4 should also consider the impact of any altered signalling upon those services that make use of signalling originally designed for SMS. Examples include, but are not limited to:

1) Handling of SMS Delivery Reports

Where a T-SMSC is deployed, the B‑party's HLR includes the GT of the T-SMSC in the MAP_SEND_ROUTING_INFO_FOR_SM_ack message, rather than the GT of the visited MSC/VLR. Delivery reports may therefore indicate that the SM was received at the T-SMSC, rather than at the Mobile Station, if the T‑SMSC does not deliver the SM straight away but stores it for delivery later on. CT4 should therefore determine whether this situation is consistent with any existing service requirements. 

2) Number Portability

Informative Annex B4 of 3GPP TS 23.066 (Rel‑6) contains four signalling scenarios (B.4.1 to B.4.4) for delivery of SMs to ported and non-ported MSISDNs via direct and indirect routeing. In each example HLRB in the Subscription Network sends a MAP_SEND_ROUTING_INFO_FOR_SM_ack message to SMS-GMSCA in the Interrogating Network, containing the VMSCB address. SMS-GMSCA then forwards the SM to VMSCB using the MAP_FORWARD_SM message. Where a T-SMSC is deployed in the Visited Network this VMSCB address will be that of the T-SMSC instead. Vodafone believes that this does not negatively impact the MNP specifications (at least, no more than SMS is currently impacted by MNP), but it may be prudent for CT4 as a whole to provide further study. 

3) Multimedia Messaging Service

Annex H (normative) of 3GPP TS 23.140 (Rel‑6) gives details of how  MMs can be delivered using the MAP_SRI_For_SM procedure to obtain the destination subscriber's IMSI (and subsequently build an FQDN to query for a Mail eXchange/SMTP relay). It is Vodafone's opinion that since the sole purpose of MMS re‑using the MAP_SRI_For_SM procedure is to get the MNC and MCC of the destination subscriber's network (taking into account MNP where applicable), there would be no impacts on MMS with introducing a T‑SMSC.

4)
Authentication of MAP_Forward_SM messages

Today, some T-SMSC implementations use (or "steal") the MSIN field in the IMSI in order to provide a special service key to correlate MAP_SRI_For_SM and subsequent MAP_Forward_SM messages for a certain period of time as a mechanism to prevent SMS fraud. A more descriptive definition can be found in Annex A of this document. Vodafone believe it is necessary to examine if there are any problems with such (mis)use of the MSIN field as well as the more general concept of correlating MAP_SRI_For_SM messages with MAP_Forward_SM messages.
5)
Possible numbering and addressing discrepancies

For SMs addressed using MSISDNs, the MSISDN of the B‑party can be in national or international format. For MSISDNs in national format, they can only originate from a subscriber on a network within the same country. Therefore one could assume that the number representing the national format of the MSISDN in both the A‑party's network (SMSC) and B‑party's network (T‑SMSC) both point to the same subscriber. For MSISDNs in international format, one can definitely assume that the number representing the MSISDN in international format does indeed point to the same subscriber. So for MSISDNs, Vodafone sees no problems. However, with the use of short codes to identify the recipient, there may be problems where that short code is not first translated to a full MSISDN (or some other kind of E.164 friendly "routeing number") before delivery to the destination network.

6)
T‑SMSC as transparent proxy or Store & Forward entity?

It needs to be studied whether the T‑SMSC shall immediately forward on SMs transparently (for example, just as the MSC does already) or whether the T‑SMSC should accept the SM from the SMSC and store it for delivery later. Advantages and disadvantages of each functionality should be considered. The T‑SMSC may want to have the capability of operating in both modes e.g. change from transparent proxy to store and forward mode when the network is congested, or perhaps operate in transparent mode for "traditional" delivery and store and forward mode for delivery over IMS.
7)
Consideration of analysis from previous 3GPP/ETSI SMG meetings

It was raised on the 3GPP TSG‑CT mailing list that ETSI SMG‑4 (in collaboration with SMG‑3) have had discussions about an architecture similar to the proposal here. The document of most relevance is SMG4‑149‑96 (http://portal.etsi.org/docbox/zArchive/SMG/SMG4/96/SMG4-149-96.pdf). The meeting concluded that at that time there was no identified use case in having an SC‑SC interface but did conclude that having a "home SC" which could intercept international SMS had some merit. However, nine years on, the Short Message Service, as well as GSM, has really taken off and become much more prevalent. Unfortunately, with success and popularity come those who seek to take advantage of the current SMS architecture weakness and commit fraud, invade subscriber's privacy and send "spam" (unsolicited messages). Therefore Vodafone believe that, nine years on, there is a now a strong use case for a T‑SMSC in the subscriber's home network to curb such abuse and harden the overall SMS architecture.
8)
Supplementary Services capable of being applicable to SMS

With the addition of a T‑SMSC in a network, it may now be possible to apply some existing supplementary services to Teleservice 21 ("Short Message MT/PP") e.g. CFU, CFNrc. Further study is needed to decide if this is possible and whether communication with an HLR/HSS will be needed for such SS data.
Conclusion

It is therefore proposed that 3GPP TSG-CT WG4 produce a Technical Report in Release 7, which considers the above issues as a minimum. The TR should also determine the most appropriate way for 3GPP to include specification of a T‑SMSC in its specifications.

Annex A
Description of MAP_Forward_SM authentication
When the HLR receives a MAP_SRI_For_SM message from a MAP entity (e.g. an SMSC), the HLR, when giving a positive response, inserts a special number in the MSIN field in the IMSI in the MAP_SRI_For_SM ack. This special number means nothing outside of the HLR's network (i.e. the subscriber's home network) but for all intents and purposes is a valid value for an MSIN. When the T‑SMSC receives a MAP_Forward_SM it examines the value in the MSIN field to see if the MAP entity that sent the message is the same as, or at least, has come from the same network as a recent MAP_SRI_For_SM was sent to. If it has, the message is allowed to be delivered, otherwise, it is not delivered (and consequently no charging records are created).

