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*** 1st Change ***

4.2.3
Npcf_BDTPolicyControl_Update service operation
4.2.3.1
General

The Npcf_BDTPolicyControl_Update service operation is used by an NF service consumer to update a BDT policy to the PCF.
The following procedure using the Npcf_BDTPolicyControl_Update service operation is supported:

-
indication about selected transfer policy.

4.2.3.2
Indication about selected transfer policy
This procedure is used by the NEF to inform the PCF about selected transfer policy, as defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.503 [4].
Figure 4.2.3.2-1 illustrates an example of indication about selected transfer policy.
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Figure 4.2.3.2-1: Indication about selected transfer policy
Upon reception of a Background Data Transfer request from the AF indicating transfer policy selection, the NEF shall invoke the Npcf_BDTPolicyControl_Update service operation by sending an HTTP PATCH request to the PCF, as shown in figure 4.2.3.2-1, step 1. The NEF shall set the request URI to "{apiRoot}/npcf-bdtpolicycontrol/v1/bdtpolicies/{bdtPolicyId}".

The NEF shall include a "BdtPolicyPatch" data type in a payload body of the HTTP PATCH request. The "BdtPolicyPatch" data type shall contain:



-
a transfer policy ID of the selected transfer policy encoded as "selTranPol" attribute within the object designated by the bdtPolData.
Upon the reception of the HTTP PATCH request from the NEF indicating a selected transfer policy, the PCF:

-
may invoke the Nudr_DataRepository_Update service operation, as described in 3GPP TS 29.504 [11] and 3GPP TS 29.519 [12], to update the UDR with the modified information from the NEF;

NOTE:
In case only one PCF is deployed in the network, transfer policies can be locally stored in the PCF and the interaction with the UDR is not required.

-
shall send:

a)
a "204 No Content" response; or

b)
a "200 OK" response,

to the HTTP PATCH request to the NEF.
Editor's note:
Conditions when the PCF shall send a "200 OK" response instead of a "204 No Content" response are FFS.

If the HTTP PATCH request from the NEF indicating a selected transfer policy is rejected, the PCF shall indicate in the HTTP response the cause for the rejection.
Editor's note:
Description of failure cases is FFS.

Editor's note:
This text needs to be enhanced/aligned with encoding details such as resources and attribute names once they are defined/agreed.

*** 2nd Change ***

5.3.3.3.2
PATCH
This method shall support the URI query parameters specified in table 5.3.3.3.2-1.

Table 5.3.3.3.2-1: URI query parameters supported by the PATCH method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 5.3.3.3.2-2 and the response data structures and response codes specified in table 5.3.3.3.2-3.

Table 5.3.3.3.2-2: Data structures supported by the PATCH Request Body on this resource

	Data type
	P
	Cardinality
	Description

	BdtPolicyDataPatch
	M
	1
	Contains information for the modification of an existing Individual BDT policy resource.


Table 5.3.3.3.2-3: Data structures supported by the PATCH Response Body on this resource

	Data type
	P
	Cardinality
	Response Codes
	Description

	BdtPolicy
	M
	1
	200 OK
	Successful case.
The Individual BDT Policy resource is modified and a representation of that resource is returned.

	n/a
	
	
	204 No content
	Successful case.
The Individual BDT Policy resource is modified.


*** 3rd Change ***

5.6.1
General

This subclause specifies the application data model supported by the API.

Table 5.6.1-1 specifies the data types defined for the Npcf_BDTPolicyControl service based interface protocol.

Table 5.6.1-1: Npcf_BDTPolicyControl specific Data Types

	Data type
	Section defined
	Description
	Applicability

	BdtPolicy
	5.6.2.2
	Represents an Individual BDT policy resource.
	

	PdtPolicyPatch
	5.6.2.2
	Describes the PATCH body to select a transfer policy.
	

	BdtPolicyData
	5.6.2.4
	Describes an Individual BDT policy resource.
	

	BdtReqData
	5.6.2.3
	Contains information for creation a new Individual BDT policy resource.
	

	BdtPolicyDataPatch
	5.6.2.x
	Desribes the PATCH operation for BdtPolicyData
	

	TransferPolicy
	5.6.2.5
	Describes a transfer policy.
	

	
	
	
	

	
	
	
	


Table 5.6.1-2 specifies data types re-used by the Npcf_BDTPolicyControl service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Npcf_BDTPolicyControl service based interface. 

Table 5.6.1-2: Npcf_BDTPolicyControl re-used Data Types

	Data type
	Reference
	Comments
	Applicability

	BdtReferenceId
	3GPP TS 29.122 [14]
	Identifies transfer policy of background data transfer for provided ASP.
	

	BitRate
	3GPP TS 29.571 [13]
	Specifies bitrate in kbits per second.
	

	NetworkAreaInfo
	3GPP TS 29.571 [13]
	Represents a network area information (e.g. list of TAIs/RAIs) in which the NF service consumer requests the number of UEs.
	

	SupportedFeatures
	3GPP TS 29.571 [13]
	Used to negotiate the applicability of the optional features defined in table 5.8-1.
	

	TimeWindow
	3GPP TS 29.122 [14]
	Specifies a time interval.
	

	UsageThreshold
	3GPP TS 29.122 [14]
	Represents a data volume expected to be transferred per UE.
	


Editor's note:
 Names of BitRate and NetworkAreaInfo data types needs to be aligned with names used in 3GPP TS 29.571 [13] once they are defined in 3GPP TS 29.571 [13].

*** 4th Change ***

5.6.2.4
Type BdtPolicyData

Table 5.6.2.4-1: Definition of type BdtPolicyData

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	bdtRefId
	BdtReferenceId
	M
	1
	This IE indicates transfer policies of background data transfer for provided ASP.
	

	supportedFeatures
	SupportedFeatures
	O
	0..1
	This IE represents a list of Supported features used as described in subclause 5.8.

It may be supplied by the PCF in the response to the POST request that requests a creation of an Individual BDT Policy resource.
	

	transfPolicies
	map(TransferPolicy)
	M
	1..N
	This IE contains transfer policies.
It shall be supplied by the PCF in the response to the POST request that requests a creation of an Individual BDT Policy resource. The identifier of each transfer policy shall be the corresponding transPolicyId as integer number in decimal representation within a string.

	

	selTranPol
	integer
	C
	0..1
	Identity of the selected transfer policy. Shall not be present in initial message exchange, Can be provided by NF service consumer in a subsequent message exchange.
	


*** 5th Change ***

5.6.2.5
Type TransferPolicy

Table 5.6.2.5-1: Definition of type TransferPolicy

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	maxBitRateDl
	BitRate
	O
	0..1
	This IE indicates a maximum aggregated bitrate in the downlink direction authorized by the PCF.
	

	maxBitRateUl
	BitRate
	O
	0..1
	This IE indicates a maximum aggregated bitrate in the uplink direction authorized by the PCF.
	

	ratingGroup
	integer
	M
	1
	This IE indicates a rating group for the recommended time window.
	

	recTimeInt
	TimeWindow
	M
	1
	This IE indicates a recommended time window of a transfer policy.
	

	transPolicyId
	integer
	M
	1
	This IE contains an identity of a transfer policy.
	

	
	
	
	
	
	

	
	
	
	
	
	


*** 6th Change ***

5.6.2.x
Type BdtPolicyPatch
Table 5.6.2.x-1: Definition of type BdtPolicyDataPatch
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	bdtPolData
	BdtPolicyDataPatch
	M
	1
	Description of the PATCH operation on policy data
	


5.6.2.x
Type BdtPolicyDataPatch
Table 5.6.2.x-1: Definition of type BdtPolicyDataPatch
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	selTranPol
	integer
	M
	1
	Identity of the selected transfer policy
	


*** 7th Change ***




	
	
	

	
	
	

	
	
	

	
	
	


*** End of Changes ***
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