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*** 1st Change ***

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

AF
Application Function

AMBR
Aggregate Maximum Bit Rate

AMF
Access and Mobility Management Function

API
Application Programming Interface

DNAI
DN Access Identifier

DNN
Data Network Name


HTTP
Hypertext Transfer Protocol

JSON
JavaScript Object Notation
NEF
Network Exposure Function

NF
Network Function

SMF
Session Management Function

SUPI
Subscription Permanent Identifier

PCF
Policy Control Function

PRA
Presence Reporting Area

UPF
User Plane Function

*** 2nd Change ***

4.2.3
Nsmf_EventExposure_Subscribe Service Operation

4.2.3.1
General

This service operation is used by an NF service consumer to subscribe for event notifications on a specified PDU Session, or for all PDU Sessions of one UE, group of UE(s) or any UE, or to modify an existing subscription. The following are the types of events for which a subscription can be made:

-
Access independent event triggers defined in table 6.1.3.5-1 of 3GPP TS 23.503 [6];

a)
PLMN Change;

b)
Resource modification request;

c)
Session AMBR change;

d)
Default QoS change;


e)
Location change (serving area);

f)
Location change (serving CN node);

g)
Change of UE presence in Presence Reporting Area;

h)
Out of credit;

i)
Enforced PCC rule request;


j)
Access Network Charging Correlation Information;

k)
Usage report;

l)
Start of application traffic detection;

m)
Stop of application traffic detection;

n)
Access Network Information report;

o)
Credit management session failure;

p)
Removal of PCC rule; and

q)
QoS targets of the QoS Flow cannot be fulfilled or can be fulfilled again;

Editor's note:
It is FFS if a subscription of "Removal of PCC rule", "QoS targets of the QoS Flow cannot be fulfilled or can be fulfilled again ", "Start of application traffic detection", "Stop of application traffic detection", Usage report" can relate to individual PCC rules and if so, how to identify those PCC rules.
-
DNAI change as described in 3GPP TS 23.501 [2], subclause 5.6.7;

-
UPF change. When "UPF change" event is subscribed, the UPF change event report exposed through the Nsmf_EventExposure_Notify service operation (see subclause 4.2.2) can contain the following reports:

a)
Addition of PDU Session anchor; and

b)
Removal of PDU Session anchor;
-
PDU Session release;
-
Change of Access Type as described in TS 23.503 [20] subclause 6.1.3.5; and
-
UE IP address change as described in TS 23.503 [20] subclause 6.1.3.5.

The following procedures using the Nsmf_EventExposure_Subscribe service operation are supported:

-
creating a new subscription;

-
modifying an existing subscription.

*** 3rd Change ***

4.2.3.2
Creating a new subscription
Figure 4.2.3.2-1 illustrates the creation of a subscription.
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Figure 4.2.3.2-1: Creation of a subscription
To subscribe to event notifications, the NF service consumer shall send an HTTP POST request with: "{apiRoot}/nsmf-eventexposure/v1/subscriptions/" as Resource URI and Nsmf_EventExposure data structure as request body that shall include:

-
if the subscription applies to events related to a single PDU session, the PDU Session ID of that PDU session as "pduSeId" attribute;
-
if the subscription applies to events not related to a single PDU session, identification of UEs to which the subscription applies via:

a)
identification of a single UE by:

SUPI as "supi" attribute; or



b)
identification for a group of UE(s) via a "groupId" attribute; or

c)
any UE indication via the "anyUE" attribute;

-
an URI where to receive the requested notifications as "notifURI" attribute;
-
an Notification Correlation Identifier assigned by the NF service consumer for the requested notifications as "notifId" attribute; and

-
a description of the subscribed events as "eventSubs" attribute that for each event shall include:
a)
an event identifier as "event" attribute; and

b)
for event PRA_CH (Change of UE presence in Presence Reporting Area), the Presence Reporting Area Identifier as "praId" attribute;
and that may include:

a)
event notification method (periodic, one time, on event detection) as "notifMethod" attribute;

b)
Maximum Number of Reports as "maxReportNbr" attribute;

c)
Monitoring Duration as "monDur" attribute; and

d)
Repetition Period for periodic reporting as "repPeriod" attribute.

Upon the reception of an HTTP POST request with: "{apiRoot}/nsmf-eventexposure/v1/subscriptions/" as Resource URI and Nsmf_EventExposure data structure as request body, the SMF shall:

-
create a new subscription;

-
assign a Subscription correlation ID;

-
store the subscription; and
-
send a HTTP "201 Created" response with Nsmf_EventExposure data structure as request body that shall include the assigned Subscription correlation ID in the "subId" attribute.

*** 4th Change ***

4.2.3.3
Modifying an existing subscription
Figure 4.2.3.3-1 illustrates the modification of an existing subscription.
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Figure 4.2.3.3-1: Modification of an existing subscription
To modify an existing subscription to event notifications, the NF service consumer shall send an HTTP PUT request with: "{apiRoot}/nsmf-eventexposure/v1/subscriptions/{subId}" as Resource URI, where "{subId}" is the Subscription correlation ID of the existing subscription, and Nsmf_EventExposure data structure as request body as described in subclause 4.2.3.2.
Upon the reception of an HTTP PUT request with: "{apiRoot}/nsmf-eventexposure/v1/subscriptions/{subId}" as Resource URI and Nsmf_EventExposure data structure as request body, the SMF shall:

-
store the subscription; and
-
send a HTTP "200 OK" response with Nsmf_EventExposure data structure as response body.
*** 5th Change ***

4.2.4.2
Unsubscription from event notifications
Figure 4.2.4.2-1 illustrates the unsubscription from event notifications.
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Figure 4.2.4.2-1: Unsubscription from event notifications
To unsubscribe from event notifications, the NF service consumer shall send an HTTP DELETE request with: "{apiRoot}/nsmf-eventexposure/v1/subscriptions/{subId}" as Resource URI, where "{subId}" is the Subscription correlation ID of the existing subscription that is to be deleted. 

Upon the reception of the HTTP DELETE request with: "{apiRoot}/nsmf-eventexposure/v1/subscriptions/{subId}" as Resource URI, the SMF shall:

-
remove the corresponding subscription; and
-
send an HTTP "204 No Content" response.

*** 6th Change ***

5.3.1
Resource Structure
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Figure 5.3.1-1: Resource URI structure of the Nsmf_EventExposure API

Table 5.3.1-1 provides an overview of the resources and applicable HTTP methods.

Table 5.3.1-1: Resources and methods overview

	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	SMF Notification Subscriptions
	Nsmf-event-exposure/
v1/
subscriptions/
	POST
	Create a new Individual SMF Notification Subscription resource.

	Individual SMF Notification Subscription 
	Nsmf-event-exposure/
v1/
subscriptions/
{subId}
	GET
	Read an Individual SMF Notification Subscription resource.

	
	
	PUT
	Modify an existing Individual SMF Notification Subscription resource.

	
	
	DELETE
	Delete an Individual SMF Notification Subscription resource and cancel the related subscription.


*** 7th Change ***

5.3.3.2
Resource definition

Resource URI: {apiRoot}/nsmf-event-exposure/v1/subscriptions/{subId}
This resource shall support the resource URI variables defined in table 5.3.3.2-1.

Table 5.3.3.2-1: Resource URI variables for this resource
	Name
	Definition

	apiRoot
	See subclause 5.1

	subId
	String identifying a subscription to the SMF event exposure service formatted as defined for the SubId type in Table 5.6.2.2-1.



*** 8th Change ***

5.3.3.3.3
DELETE
This method shall support the URI query parameters specified in table 5.3.3.3.3-1.

Table 5.3.3.3.3-1: URI query parameters supported by the DELETE method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 5.3.3.3.3-2 and the response data structures and response codes specified in table 5.3.3.3.3-3.

Table 5.3.3.3.3-2: Data structures supported by the DELETE Request Body on this resource

	Data type
	P
	Cardinality
	Description

	n/a
	
	
	


Table 5.3.3.3.3-3: Data structures supported by the DELETE Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	n/a
	
	
	204 No Content
	Successful case: The Individual SMF Notification Subscription resource matching the SubId was deleted.


Editors´Note: Error responses need to be added, preferably by reference to some common documentation.

*** 9th Change ***

5.6.1
General

This subclause specifies the application data model supported by the API.

Table 5.6.1-1 specifies the data types defined for the Nsmf_EventExposure service based interface protocol.

Table 5.6.1-1: Nsmf_EventExposure specific Data Types

	Data type
	Section defined
	Description
	Applicability

	DnaiChangeType
	5.6.3.5
	Describes the type of an observed DNAI change.
	

	EventNotification
	5.6.2.5
	Describes notifications about a single event that occurred.
	

	
	
	
	

	EventSubscription
	5.6.2.4
	Represents the subscription to a single event
	

	NotificationMethod
	5.6.3.4
	Represents the notification methods that can be subscribed
	

	Nsmf_EventExposure
	5.6.2.2
	Represents an Individual SMF Notification Subscription resource
	

	Nsmf_EventExposureNotification
	5.6.2.3
	Describes Notifications about events that occurred.
	

	SmfEvent
	5.6.3.3
	Represents the types of events that can be subscribed
	

	SubId
	5.6.3.2
	Identifies an Individual SMF Notification Subscription.
	


Table 5.6.1-2 specifies data types re-used by the Nsmf_EventExposure service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Nsmf_EventExposure service based interface. 

Table 5.6.1-2: Nsmf_EventExposure re-used Data Types

	Data type
	Reference
	Comments
	Applicability

	Dnai
	3GPP TS 29.571 [11]
	
	

	Dnn
	3GPP TS 29.571 [11]
	
	

	DurationSec
	3GPP TS 29.571 [11]
	
	

	
	
	
	

	GroupId
	3GPP TS 29.571 [11]
	
	

	Ipv4Addr
	3GPP TS 29.571 [11]
	
	

	Ipv6Prefix
	3GPP TS 29.571 [11]
	
	

	PduSessionId
	3GPP TS 29.571 [11]
	
	

	Supi
	3GPP TS 29.571 [11]
	
	

	SupportedFeatures
	3GPP TS 29.571 [11]
	Used to negotiate the applicability of the optional features defined in table 5.8-1.
	

	Uinteger
	3GPP TS 29.571 [11]
	
	

	Uri
	3GPP TS 29.571 [11]
	
	


*** 10th Change ***

5.6.2.2
Type Nsmf_EventExposure
Table 5.6.2.2-1: Definition of type Nsmf_EventExposure
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	supi
	Supi
	C
	0..1
	Subscription Permanent Identifier (NOTE)
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	dnn
	Dnn
	C
	0..1
	DNN (NOTE)
	

	groupId
	GroupId
	C
	0..1
	Identifies a group of UEs. (NOTE)
	

	anyUE
	boolean
	C
	0..1
	Default is "FALSE". (NOTE)
	

	pduSeId
	PduSessionId
	C
	0..1
	PDU session ID (NOTE)
	

	subId
	SubId
	C
	0..1
	Subscription ID.
This parameter shall be supplied by the SMF in HTTP responses that include an object of Nsmf_EventExposure type.
	

	notifUri
	Uri
	M
	1
	Identifies the recipient of Notifications sent by the SMF.
	

	notifId
	string
	M
	1
	Notification Correlation ID assigned by the NF service consumer
	

	eventSubs
	array(EventSubscription)
	M
	1..N
	Subscribed events
	

	supportedFeatures
	SupportedFeatures
	C
	0..1
	List of Supported features used as described in subclause 5.8.

This parameter shall be supplied by NF service consumer and SMF in the POST request that request the creation of an SMF Notification Subscriptions resource and the related reply, respectively.
	

	NOTE:
Either pduSeId, or supi, or groupId, or anyUE set to "TRUE" shall be included. pduSeId and supi may also be provided in combination.


*** 11th Change ***

5.6.2.4
Type EventSubscription
Table 5.6.2.4-1: Definition of type EventSubscription
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	event
	SmfEvent
	M
	1
	Subscribed events
	

	notifMethod
	NotificationMethod
	O
	0..1
	If "notifMethod" is not supplied, the default value "ON_EVENT_DETECTION" applies.
	

	
	
	
	
	
	

	maxReportNbr
	Uinteger
	O
	0..1
	If omitted, there is no limit.
	

	monDur
	DurationSec
	O
	0..1
	If omitted, there is no limit.
	

	repPeriod
	DurationSec
	C
	0..1
	Is supplied for notification Method "periodic".
	

	praId
	FFS
	C
	0..1
	for event PRA_CH (Change of UE presence in Presence Reporting Area), the Presence Reporting Area shall be supplied.
	


Editor's Note:
The type for attribute praID should be defined in 3GPP TS 29.571 [11]. Once the type is defined, the attribute needs to be added to the OpenAPI file.
*** 12th Change ***

5.6.3.2
Simple data types

The simple data types defined in table 5.6.3.2-1 shall be supported.

Table 5.6.3.2-1: Simple data types

	Type Name
	Type Definition
	Description
	Applicability

	SubId
	string
	Identifies an Individual SMF Notification Subscription. To enable that the value is used as part of a URI, the string shall only contain characters allowed according to the "lower-with-hyphen" naming convention defined in 3GPP TS 29.501 [2]. In an OpenAPI [10] schema, the format shall be designated as "SubId".
	


*** End of Changes ***
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