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*** 1st Change ***

4.2.1
Introduction
Table 4.2.1-1: Operations of the Npcf_AMPolicyControl Service

	Service operation name
	Description
	Initiated by

	Npcf_AMPolicyControl_Create
	Creates an AM Policy Association and provides corresponding policies to the NF consumer.
	NF consumer (AMF)

	Npcf_AMPolicyControl_Update
	Updates of an AM Policy Association and provides corresponding policies to the NF consumer.
	NF consumer (AMF

	Npcf_AMPolicyControl_UpdateNotify
	Provides updated policies to the NF consumer.
	PCF

	Npcf_AMPolicyControl_Delete
	Provides means for the NF consumer to delete the AM Policy Association
	NF consumer (AMF)


*** 2nd Change ***

4.2.2
Npcf_AMPolicyControl_Create Service Operation

4.2.2.1
General

When a UE registers and a UE context is being established, the AMF can obtain Service Area Restrictions, RFSP index, and GPSI from the UDM during the update location procedure and shall decide based on local policies whether to request policies from the PCF.

To request policies from the PCF, the NF Service Consumer (e.g. AMF) shall request the creation of an AM Policy Association by providing relevant parameters about the UE context by sending an Npcf_AMPolicyControl_Create request that shall include:


-
Notification URI,

and that shall include when available:

-
SUPI;
NOTE 1:
The SUPI is always available except for some emergency sessions where the PEI is available.

-
GPSI;

-
Access type;

-
Permanent Equipment Identifier (PEI);

-
User Location Information;

-
UE Time Zone;

-
Serving PLMN Identifier;

-
RAT type;

-
Service Area Restrictions (see subclause 4.2.2.3.1) as obtained from the UDM; 
-
RFSP index (see subclause 4.2.2.3.2) as obtained from the UDM;
-
a list of PSIs denoting fragments of UE Policy stored in the UE, as obtained from the UE;

-
(V-)PCF ID (if the consumer is AMF, when receiving the PCF ID from old AMF during inter-AMF mobility);

-
 H-PCF ID (if the consumer is V-PCF, when receiving the H-PCF ID from AMF); and
-
Internal Group Identifier.

Upon the reception of the Npcf_AMPolicyControl_Create request, the PCF shall assign a policy association ID, shall determine the applicable policy (taking into consideration and possibly modifying a possibly received Service Area Restrictions and/or RFSP index) and shall send a Npcf_AMPolicyControl_Create reply with that applicable policy including:

-
the assigned policy association ID;

NOTE 2:
The assigned policy association ID is thus associated with the SUPI (or PEI in case of emergency PDU Session without SUPI).

-
optionally UE policy (see subclause 4.2.2.2), i.e.:

a)
UE Access Network discovery and selection policies; and/or

b)
UE Route Selection Policies (URSP); and/or,

-
optionally AMF Access and Mobility Policy (see subclause 4.2.2.3), i.e.:

a)
Service Area Restrictions; and/or

b)
RAT Frequency Selection Priority (RFSP) Index; and

-
optionally one or several of the following Policy Control Request Trigger(s) (see subclause 4.2.3.2):

a)
Location change (tracking area); and
b)
Change of UE presence in PRA.

Editor's note:
It is ffs is additional parameters to further qualify event triggers, e.g. a tracking area or PRA description, are required.

Editor's note:
This text needs to be enhanced with encoding details such as HTTP methods, resources and attribute names once they are defined.
*** 3rd Change ***








*** End of Changes ***
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