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Proposed changes:
*** 1st Change ***
4
Reference architecture
The policy framework functionality in 5G is comprised by the functions of the Policy Control Function (PCF), the policy and charging enforcement functionality supported by SMF and UPF, the access and mobility policy enforcement functionality supported by the AMF, the Network Data Analytics Function (NWDAF), the Network Exposure Function (NEF), the Charing Funtion (CHF), the Unified Data Repository (UDR) and the Application Function (AF). 3GPP TS 23.503 [4] specifies the 5G policy framework stage 2 functionality.
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Figure 4.1-1a: Overall non-roaming 5G Policy framework architecture (service based representation)
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Figure 4.1-1b: Overall non-roaming 5G Policy framework architecture (reference point representation)
Editor's note:
Implications from multiple Slices and its relation to PCF are FFS in stage 2.
Editor's note:
5GC interfaces corresponding to the Gy/Gz interfaces towards charging system are FFS.

NOTE 1:
The N4 interface is not part of the Policy Framework architecture but shown in the figures for completeness. 

NOTE 2:
The interactions between the PCF and the AF need to provide the Rx functionalities as defined in 3GPP TS 23.203 [13] to allow the 5GC to interwork with the AFs related to the existing services e.g. IMS based services and Mission critical services.
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Figure 4.1-2a: Overall roaming policy framework architecture - local breakout scenario (service based representation)
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Figure 4.1-2b: Overall roaming policy framework architecture - local breakout scenario (reference point representation)
NOTE 3:
In the local breakout scenario, the PCF in the VPLMN may interact with the AF in order to generate PCC rules for services delivered via the VPLMN. The PCF in the VPLMN uses locally configured policies according to the roaming agreement with the HPLMN operator as input for PCC rule generation. The PCF in VPLMN has no access to subscriber policy information from the HPLMN to retrieve input for PCC Rule generation. The interactions between the PCF in the VPLMN and the PCF in the HPLMN through the Npcf service based interface enables the PCF in the HPLMN to provision access and mobility policy rules and UE policies to the PCF in the VPLMN, as described in 3GPP TS 23.503 [4] subclause 5.2.5.
Editor's note:
Position of the NWDAF, the CHF and the NEF in 5G roaming policy framework architecture for local breakout scenario is still FFS in Stage 2.
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Figure 4.1-3a: Overall roaming policy framework architecture - home routed scenario (service based representation)
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Figure 4.1-3b: Overall roaming policy framework architecture - home routed scenario (reference point representation)

*** 2nd Change ***
5.3
Spending Limit Procedures

5.3.1
General
The PCF may interact with the CHF to make PCC decisions based on spending limits. In Home Routed roaming and Non-roaming case, the (H-)PCF will interact with the CHF in HPLMN.
Editor’s note:
Protocol details for service operation mentioned in the following procedures are FFS.
Editor’s note:
Nchf service operation name could be updated according to SA2 definition.
5.3.2
Initial Spending Limit Report Request
This clause describes the signalling flow for the PCF to request the status of the policy counters available at the CHF, and to subscribe to updates of these policy counters by the CHF. If the PCF provides the list of policy counter identifier(s), the CHF returns the policy counter status per policy counter identifier provided by the PCF, and stores the PCF’s subscription to spending limit reports for these policy counters. If the PCF does not provide the list of policy counter identifier(s), the CHF returns the policy counter status for all policy counter identifier(s), which are available for this subscriber, and stores the PCF’s subscription to spending limit reports for all policy counters.
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Figure 5.3.2-1 Initial Spending Limit Report Request procedure
1.
The PCF retrieves subscription information that indicates that policy decisions depend on policy counter(s) held at the CHF and optionally the list of policy counter identifier(s).
2.
The PCF sends Nchf_SpendingLimitControl_Create service operation to the CHF if such reporting is not established for the subscriber. The request operation includes. SUPI, optionally, GPSI and the list of policy counter identifier(s). The PCF also supplies a Notification URI to indicate where to send notifications, and provides a Notification Correlation ID allowing it to correlate notifications with this subscription.
3.
The CHF responds to the Nchf_SpendingLimitControl_Create service operation and provides the policy counter status, and optionally pending policy counter statuses and their activation times, per required policy counter identifier, and stores the PCF's subscription to spending limit reports for these policy counters. When no policy counter identifier(s) was received from the PCF, it provides the policy counter status, optionally pending policy counter statuses and their activation times, for all policy counters, which are available for this subscriber , and stores the PCF's subscription to spending limit reports for all policy counters.
5.3.3
Intermediate Spending Limit Report Request
This clause describes the signalling flow for the PCF to request the status of additional policy counters available at the CHF or to remove the request for the status of policy counters available at CHF. If the PCF provides the list of policy counter identifier(s), the CHF returns the policy counter status per policy counter identifier provided by the PCF.
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Figure 5.3.3-1 Intermediate Spending Limit Report Request procedure
1.
The PCF decides to modify the list of subscribed policy counters, e.g. PCF determines that policy decisions depend on additional policy counter identifier(s) held at the CHF or that notifications of policy counter status changes for some policy counters are no longer required.

2.
The PCF invokes Nchf_SpendingLimitControl_Update service operation to the CHF. The request operation includes SUPI, and may include GPSI and the list of policy counter identifier(s).
3.
The CHF responds to the Nchf_SpendingLimitControl_Update service operation and provides the policy counter status, and optionally pending policy counter statuses and their activation times, per required policy counter identifier, and stores or removes the PCF's subscription to spending limit reporting by comparing the updated list with the existing PCF subscriptions. When no policy counter identifier(s) was received from the PCF, it provides the policy counter status, optionally pending policy counter statuses and their activation times, for all policy counter(s), which are available for this subscriber , and stores the PCF's subscription to spending limit reports for all policy counters.
5.3.4
Final Spending Limit Report Request
This clause describes the signalling flow for the PCF to unsubscribe to any future updates of policy counters for a given subscriber by the CHF. It cancels the request for reporting the change of the status of the policy counters available at the CHF.
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3 .  N chf _SpendingLimitControl_Delete response   

2 .  N chf _SpendingLimitControl_Delete    

PCF  

CHF  

1 . Decision to unsubscribe  from notifications of changes  in the policy counter status  


Figure 5.3.4-1 Final Spending Limit Report Request procedure
1.
The PCF decides that policy decisions for a given user no longer depend on policy counter(s) to which the PCF has existing subscriptions for status change notification.

2.
The PCF sends Nchf_SpendingLimitControl_Delete service operation to the CHF to cancel the notification request from the CHF on policy counter status. The request operation includes SUPI, and optionally GPSI.
3.
The CHF removes the PCF's subscription to spending limit reporting and responds to the Nchf_SpendingLimitControl_Delete service operation to the PCF.
5.3.5
Spending Limit Report
This clause describes the signalling flow for the CHF to notify the changes of the status of a subscribed policy counter(s) available at the CHF for that subscriber. Alternatively, the signalling flow can be re-used by the CHF to provide one or more pending statuses for a subscribed policy counter together with the time that have to be applied.
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Figure 5.3.5-1 Spending Limit Report procedure
1.
The CHF detects that status of a policy counter identifier(s) has changed and the PCF requested notification of changes in the status of a policy counter(s). Alternatively, if the CHF detects a policy counter status will change at a future point in time, the CHF shall be able to instruct the PCF to apply one or more pending statuses for a requested policy counter.

2.
When the status of a specific policy counter changes, or the CHF detects that a policy counter status will change at a future point in time and decides to instruct the PCF to apply one or more pending statuses for a requested policy counter, the CHF shall determine the PDU sessions impacted by the change (i.e. those PDU sessions that have subscribed to status change notifications for the changed policy counter) and send Nchf_SpendingLimitControl_Notify service operation to the PCF associated with each affected PDU session. The request operation includes SUPI and the updated policy counter status, optionally including pending policy counter statuses and their activation times for any of the subscribed policy counters.
3.
The PCF acknowledges the Nchf_SpendingLimitControl_Notify service operation. The PCF uses the status of the received policy counter(s) as input to its policy decision to apply operator defined actions, e.g. downgrade the QoS, and it shall ignore an unknown policy counter status report for all unknown policy counter identifiers in the Nchf_SpendingLimitControl_Notify service operation from the CHF.
*** End of Changes ***
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3. Nchf_SpendingLimitControl_Update response
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3. Nchf_SpendingLimitControl_Delete response 
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