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Proposed changes:
*** 1st Change ***
4.4.3
Publishing and managing published service APIs

4.4.3.1
General

This procedure is used by an API publishing function via CAPIF-4 reference point to publish and manage published service APIs at the CAPIF core function.

4.4.3.2
Publish service APIs

To publish service APIs at the CAPIF core function, the API publishing function shall send an HTTP POST message to the CAPIF core function. The body of the HTTP POST message shall include API publishing function Identifier, API Information, CLTRI and CTRI.

Editor's Note:
Content for the body needs to be defined with detailed procedures.

Upon receiving the above described HTTP POST message, the CAPIF core function shall:

1.
verify the identity of the API publishing function and check if the API publishing function is authorized to publish service APIs;

2.
if the API publishing function is authorized to publish service APIs, the CAPIF core function shall:

a.
verify the API Information present in the HTTP POST message and add the service APIs in the API registry;
b.
create a new resource representation in the form of URI as defined in a.b.c according to the received CLTRI received in the body of the HTTP POST message and the API publishing function Identifier.

Editor's Note:
API registry is for further study.

4.4.3.3
Un-publish service APIs

To un-publish service APIs at the CAPIF core function, the API publishing function shall send an HTTP DELETE message to the CAPIF core function. The body of the HTTP POST shall include API publishing function Identifier, CLTRI and CTRI.

Upon receiving the above described HTTP DELETE message, the CAPIF core function shall 

1.
verify the identity of the API publishing function and check if the API publishing function is authorized to un-publish service APIs;

2.
if the API publishing function is authorized to un-publish service APIs, the CAPIF core function shall:

a.
delete the resource representation pointed by the CLTRI; and

b.
delete the relevant service APIs from the API registry.

4.4.3.4
Retrieve published service APIs

To retrieve information about the published service APIs from the CAPIF core function, the API publishing function shall send an HTTP GET message with the relevant CLTRI and API publishing function Identifier to the CAPIF core function.

Upon receiving the above described HTTP GET message, the CAPIF core function shall 

1.
verify the identity of the API publishing function and check if the API publishing function is authorized to retrieve information about the published service APIs;

2.
if the API publishing function is authorized to retrieve information about the published service APIs, the CAPIF core function shall:

a.
respond with the API Information associated with the CLTRI mentioned in the HTTP GET message.

4.4.3.5
Update service APIs

To update information of published service APIs, the API publishing function shall send an HTTP PUT message with the relevant CLTRI and API publishing function Identifier to the CAPIF core function. The body of the HTTP PUT message shall include API publishing function Identifier, updated API Information, CLTRI and CTRI. 

Upon receiving the above described HTTP PUT message, the CAPIF core function shall 

1.
verify the identity of the API publishing function and check if the API publishing function is authorized to update information of published service APIs;

2.
if the API publishing function is authorized to update information of published service APIs, the CAPIF core function shall:

a.
verify the API Information present in the HTTP PUT message and replace the service APIs in the API registry;
b.
replace the existing resource representation accordingly.
*** End of Changes ***
