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Proposed changes:
*** 1st Change ***
4.4.7.2.1
General
This procedure is used by an SCS/AS to deliver a payload to a group of UEs via the T8 interface. The SCEF use the Group Message Delivery via MBMS to efficiently distribute the same content to the members of a group that are located in a particular geographical area when MBMS is used.
Error handling for the procedures in this subclause shall be handled based on subclause 5.2.6.

Editor’s Note:
Whether to define a independ API reusing xMB API or put the xMB and MB2 use cases into one northbound API is FFS, the following procedures related to xMB used as a southbound interface may be modified later based on Stage 2 feedback.
*** 2nd Change ***
4.4.10
Procedures for PFD Management
The PFDs associated with application identifier(s) may be created, updated or removed by the third party SCS/AS as defined in 3GPP TS 23.682 [2]. 
In order to create PFDs resources for one or more external Application Identifier(s), the SCS/AS shall send an HTTP POST message to the request URL including one or more set of PFDs for external Application Identifier(s). The body of the HTTP POST message shall include SCS/AS Identifier, external Application Identifier(s) and PFDs associated with its PFD Identifier(s), an Allowed Delay may be included for the external Application Identifier(s) as well.

After receiving the HTTP POST message, if the SCS/AS is authorized, the SCEF shall create resource(s) for each external Application identifier, and shall provision the PFDs to the PFDF as defined in 3GPP TS 29.250 [26]. When receiving the response from the PFDF, the SCEF shall send an HTTP response to the SCS/AS with a corresponding status code and include a list of external Application Identifier(s) and result(s) in the body of the HTTP response.

In order to update the PFDs for an existing external Application Identifier, the SCS/AS may send an HTTP PUT message to request to provide the full set of PFDs of the existing resource for an existing external application identifier. After receiving the HTTP PUT message, the SCEF shall make the change and send the change to the PFDF (i.e. update/remove PFDs) as defined in 3GPP TS 29.250 [26]. After receiving the response from the PFDF, the SCEF shall send an HTTP response to the SCS/AS with a corresponding status code, and result in the body of the HTTP response.
The SCS/AS may also send a HTTP DELETE message to request to remove an individual resource identified by the external Application Identifier. After receiving such request, the SCEF shall delete the resource and interact with the PFDF as defined in 3GPP TS 29.250 [26]. After receiving the response from the PFDF, the SCEF shall send an HTTP response to the SCS/AS with a corresponding status code.
Editor's note:
Error handling needs to be defined when the SCEF receives the error information from the PFDF.
Editor's note:
The use of PATCH for individual application level resource handling is beneficial for changing only a small portion of a big PFD data and can also utilize the partial update option provided in the Nu interface, the usage of HTTP PATCH to optimize this procedure is FFS.
*** 3rd Change ***

5.2.1.2.9
Type: EventReport
This type represents an event report. It shall comply with the provisions defined in table 5.2.1.2.9-1.

Table 5.2.1.2.9-1: EventReport

	Type name
	Data type
	Cardinality
	Description

	event
	Event
	1
	Indicates the event reported by the SCEF.

	accumulatedUsage
	AccumulatedUsage
	0..1
	Contains the applicable information corresponding to the event.

	flows
	Flow
	0..N
	Contains the identifier(s) of affected IP flows. If absent, it applies to all flows.


Editor’s Note:
It’s FFS whether the “flows” will be exposed to the 3rd party and if yes, the structure of the property is FFS.
*** 4th Change ***

5.2.1.3.2
Simple data types
The reused datatypes defined in OpenAPI 3.0.0 [27] listed in table 5.2.1.3.2-1 and the simple data types defined in table 5.2.1.3.2-2 apply to several T8 APIs.
Table 5.2.1.3.2-1: Reused OpenAPI data types
	Type name
	Description

	boolean
	As defined in OpenAPI 3.0.0 [27], i.e. either value "true" or value "false" as defined in IETF RFC 7159 [5].

	integer
	As defined in OpenAPI 3.0.0 [27].

	number
	As defined in OpenAPI 3.0.0 [27].

	string
	As defined in OpenAPI 3.0.0 [27].

	NOTE:
Data type names defined in OpenAPI 3.0.0 [27] do not follow the convention to start with capital letters otherwise used in this specification.


Table 5.2.1.3.2-2: Simple data types applicable to several APIs
	Type name
	Description

	Bandwidth
	integer indicating a bandwidth in bits per second.

	BdtReferenceId
	string identifying a BDT Reference ID as defined in subclause 5.3.3 of 3GPP TS 29.154 [9].

	dateTime
	string with format "date-time" as defined in OpenAPI [27].

	DurationSec
	integer identifying a period of time in units of seconds.

	DurationMin
	integer identifying a period of time in units of minutes.

	ExternalId
	string containing a local identifier followed by "@" and a domain identifier. Both the local identifier and the domain identifier shall be encoded as strings that do not contain any "@" characters. See Clause 4.6.2 of 3GPP TS 23.682 [2] for more information.

	ExternalGroupId
	string containing a local identifier followed by "@" and a domain identifier. Both the local identifier and the domain identifier shall be encoded as strings that do not contain any "@" characters. See Clauses 4.6.2 and 4.6.3 of 3GPP TS 23.682 [2] for more information.

	GeographicArea
	string formatted FFS identifying the geographical information of the user(s) as defined in 3GPP TS 23.032 [3]. 

	Ipv4Addr
	string identifying a IPv4 address formatted in the "dotted decimal" notation as defined in IETF RFC 1166 [28].

	Ipv6Addr
	string identifying a IPv6 address formatted according to clause 4 in IETF RFC 5952 [29]. The mixed IPv4 IPv6 notation according to clause 5 of IETF RFC 5952 [29] shall not be used.

	Link
	string formatted according to IETF RFC 3986 [7] identifying a referenced resource.

	Msisdn
	string formatted according to subclause 3.3 of 3GPP TS 23.003 [14] that describes an MSISDN.

	PlmnId
	string identifying the serving PLMN formatted is FFS.

	Port
	Unsigned integer with valid values between 0 and 65535.

	ScsAsId
	string that identifies an SCS/AS.

	TltrId
	integer identifying an T8 long term transaction, chosen by the SCS/AS.

	TtrId
	integer identifying an T8 short term transaction.

	Uri
	string formatted according to IETF RFC 3986 [7].

	ResourceId
	string chosen by the SCEF to serve as identifier in a resource URI.

	Volume
	Unsigned integer identifying a volume in units of bytes.


*** 5th Change ***

5.3.2.1.2
Type: MonitoringEventSubscription

This type represents a subscription to monitoring an event. The same structure is used in the subscription request and subscription response.

Table 5.3.2.1.2-1: Definition of type MonitoringEventSubscription

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 3)

	id
	string
	0..1
	SCEF-chosen identifier of this monitoring event subscription. Shall be absent in POST requests to create a resource, and shall be present otherwise.
	

	scsAsId
	ScsAsId
	1
	Identifies the SCS/AS
	

	tltrId
	TltrId
	0..1
	SCS/AS-chosen correlator. May be provided by the SCS/AS in the request to create a resource. Shall be provided in the body of all subsequent request and response if it was present in the body of the resource creation request.
	

	self
	Link
	0..1
	Link to this resource. This parameter shall be supplied by the SCEF in HTTP responses.
	

	externalId
	ExternalId
	0..1
	Identifies a user as defined in Clause 4.6.2 of 3GPP TS 23.682 [2].

(NOTE 1)
	(NOTE 5)

	msisdn
	Msisdn
	0..1
	Identifies the MS internal PSTN/ISDN number allocated for a UE.
(NOTE 1)
	(NOTE 5)

	externalGroupId
	ExternalGroupId
	0..1
	Identifies a user group as defined in Clause 4.6.2 of 3GPP TS 23.682 [2].

(NOTE 1)
	

	notificationDestination
	Link
	0..1
	An URI of a notification destination that T8 message shall be delivered to.
	

	requestTestNotification
	boolean
	0..1
	Set to true by the SCS/AS to request the SCEF to send a test notification as defined in subclause 5.2.5.2. Set to false or omitted otherwise.
	Notification_test_event

	websockNotifConfig
	WebsockNotifConfig
	0..1
	Configuration parameters to set up notification delivery over Websocket protocol as defined in subclause 5.2.5.4.
	Notification_websocket

	monitoringType
	MonitoringType
	1
	Enumeration of monitoring type. Refer to clause 5.3.2.4.3.
	

	maximumNumberOfReports
	integer
	0..1
	Identifies the maximum number of event reports to be generated by the HSS, MME/SGSN as specified in subclause 5.6.0 of 3GPP TS 23.682 [2].

(NOTE 2)
	

	monitorExpireTime
	dateTime
	0..1
	Identifies the absolute time at which the related monitoring event request is considered to expire, as specified in subclause 5.6.0 of 3GPP TS 23.682 [2].
(NOTE 2)
	

	groupReporGuardTime
	DurationSec
	0..1
	Identifies the time for which the SCEF can aggregate the monitoring event reports detected by the UEs in a group and report them together to the SCEF/SCS/AS, as specified in subclause 5.6.0 of 3GPP TS 23.682 [2].
	

	maximumDetectionTime
	DurationSec
	0..1
	If "monitoring-Type" is “LOSS_OF_CONNECTIVITY”, this parameter may be included to identify the maximum period of time after which the UE is considered to be unreachable.
	Loss_of_connectivity_notification

	reachabilityType
	ReachabilityType
	0..1
	If "monitoring-Type" is “UE_REACHABILITY”, this parameter shall be included to identify whether the request is for “Reachability for SMS” or “Reachability for Data”, or both.
	Ue-reachability_notification

	maximumLatency
	DurationSec
	0..1
	If "monitoring-Type" is "UE_REACHABILITY", this parameter may be included to identify the maximum delay acceptable for downlink data transfers.
	Ue-reachability_notification

	maximumResponseTime
	DurationSec
	0..1
	If "monitoring-Type" is "UE_REACHABILITY", this parameter may be included to identify the length of time for which the UE stays reachable to allow the SCS/AS to reliably deliver the required downlink data.
	Ue-reachability_notification

	suggestedNumberOfDlPackets
	integer
	0..1
	If "monitoringType" is "UE_REACHABILITY", this parameter may be included to identify the number of packets that the serving gateway shall buffer in case that the UE is not reachable.
	Ue-reachability-notification

	idleStatusIndication
	boolean
	0..1
	If "monitoringType" is set to "UE_REACHABILITY" or "AVAILABILITY_AFTER_DDN_FAILURE", this parameter may be included to indicate the notification of when a UE, for which PSM is enabled, transitions into idle mode.
-
"true": indicate enabling of notification
-
"false": indicate no need to notify
Default: "false".
	Ue-reachability_notification,

Availability_after_DDN_failure_notification



	locationType
	LocationType
	0..1
	If "monitoringType" is "LOCATION_REPORTING" or "NUMBER_OF_UES_IN_AN_AREA", this parameter shall be included to identify whether the request is for Current Location or Last known Location. 
(NOTE 4)
	Location_notification, Number_of_UEs_in_an_area_notification

	accuracy
	Accuracy
	0..1
	If "monitoring-Type" is "LOCATION_REPORTING", this parameter may be included to identify the desired level of accuracy of the requested location information, as described in subclause 4.9.2 of 3GPP TS 23.682 [2].
	Location_notification

	minimumReportInterval
	DurationSec
	0..1
	If "monitoring-Type" is "LOCATION_REPORTING", this parameter may be included to identify a minimum time interval between Location Reporting notifications.
	Location_notification

	associationType
	AssociationType
	0..1
	If "monitoring-Type" is "CHANGE_OF_IMSI_IMEI_ASSOCIATION", this parameter shall be included to identify whether the change of IMSI-IMEI or IMSI-IMEISV association shall be detected.
	Change_of_IMSI_IMEI_association_notification

	pLMNIndication
	boolean
	0..1
	If "monitoring-Type" is "ROAMING_STATUS", this parameter may be included to indicate the notification of UE's Serving PLMN ID.

· "true": The value shall be used to indicate enabling of notification;
· "false": The value shall be used to indicate disabling of notification.
Default: "false".
	Roaming_status_notification

	geographicArea
	GeographicArea
	0..1
	If "monitoring-Type" is "NUMBER_OF_UES_IN_AN_AREA", this parameter shall be included to indicate the area within which the SCS/AS requests the number of UEs.
	Number_of_UEs_in_an_area_notification

	NOTE 1:
One of the properties “externalId”, “msisdn” or “externalGroupId” shall be included.

NOTE 2: 
Inclusion of either "maximumNumberOfReports" (with a value higher than one) or "monitorExpireTime" makes the Monitoring Request a Continuous Monitoring Request, where the SCEF sends Notifications until either the maximum number of reports or the monitoring duration indicated by the property “monitorExpireTime” is exceeded. Absence of either "maximumNumberOfReports" (with a value higher than one) or "monitorExpireTime" makes the Monitoring Request a One-time Monitoring Request.
NOTE 3:
Properties marked with a feature as defined in subclause 5.3.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

NOTE 4:
In this release, for feature "Number_of_UEs_in_an_area_notification", locationType shall be set to "LAST_KNOWN_LOCATION".

NOTE 5:
The property does not apply for the feature “Number_of_UEs_in_an_area_notification”.


*** 6th Change ***

5.3.3.1
General
All resource URIs of this API should have the following root:

{apiRoot}/3gpp_t8_monitoring_event/v1/

"apiRoot" is set as described in subclause 5.2.4. "apiName" shall be set to "3gpp_t8_monitoring_event" and "apiVersion" shall be set to "v1" for the current version defined in the present document. All resource URIs in the subclauses below are defined relative to the above root URI.
The following resources and HTTP methods are supported for this API:

Table 5.3.3.1-1: Resources and methods overview

	Resource name
	Resource URI
	HTTP method
	Meaning

	Monitoring Event Subscriptions
	3gpp_t8_monitoring_event/v1/{scsAsId}/subscriptions/
	GET
	Read all subscriptions for a given SCS/AS

	
	
	POST
	Create a new subscription to monitoring an event

	Individual Monitoring Event Subscription
	3gpp_t8_monitoring_event/v1/{scsAsId}/subscriptions/{subscriptionId} 
	PUT
	Modify an existing subscription of monitoring event

	
	
	GET
	Read a subscription of monitoring event

	
	
	DELETE
	Delete a subscription of monitoring event

	Monitoring Event Notification
	{notificationDestination}
	POST
	Report a detected event for a subscription from the SCEF to the SCS/AS


*** 7th Change ***

5.3.3.2.3.4
POST
The POST method creates a new subscription resource to monitor an event for a given SCS/AS. The SCS/AS shall initiate the HTTP POST request message and the SCEF shall respond to the message. The SCS/AS may provide the TLTRI in the message body. The SCEF shall construct the URI of the created resource.
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.3.3.2.3.4-1 and table 5.3.3.2.3.4-2.
Table 5.3.3.2.3.4-1: URI query parameters supported by the POST method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	


Table 5.3.3.2.3.4-2: Data structures supported by the POST request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	MonitoringEventSubscription
	1
	Parameters to register a subscription to notifications about monitoring event with the SCEF.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	MonitoringEventSubscription
	1
	201 Created
	The subscription was created successfully. 

The URI of the created resource shall be returned in the "Location" HTTP header.

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


*** 8th Change ***

5.3.3.3
Resource: Individual Monitoring Event Subscription

5.3.3.3.1
Introduction
This resource allows an SCS/AS to subscribe to notifications about monitoring event at the SCEF.  
*** 9th Change ***

5.3.3.3.3.2
PUT
The PUT method modifies an existing subscription resource to update a subscription. The SCS/AS shall initiate the HTTP PUT request message and the SCEF shall respond to the message. 
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.3.3.3.3.2-1 and table 5.3.3.3.3.2-2.
Table 5.3.3.3.3.2-1: URI query parameters supported by the PUT method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	


Table 5.3.3.3.3.2-2: Data structures supported by the PUT request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	MonitoringEventSubscription
	1
	Parameters to register a subscription to notifications about monitoring event with the SCEF.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	MonitoringEventSubscription
	1
	200 OK
	The subscription was updated successfully. 

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


*** 10th Change ***

5.5.2.1.2
Type: ChargeableParty

This type represents the configuration of a chargeable party. The same structure is used in the configuration request and configuration response.

Table 5.5.2.1.2-1: Definition of type ChargeableParty

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 1)

	id
	ResourceId
	0..1
	SCEF-chosen identifier of this chargeable party transaction. Shall be absent in POST requests to create a resource, and shall be present otherwise.
	

	scsAsId
	ScsAsId
	1
	Identifies the SCS/AS
	

	tltrId
	TltrId
	0..1
	SCS/AS-chosen correlator. May be provided by the SCS/AS in the request to create a resource. Shall be provided in the body of all subsequent request and response if it was present in the body of the resource creation request.
	

	self
	Link
	0..1
	Link to this resource. This parameter shall be supplied by the SCEF in HTTP responses that include an object of ChargeableParty type.
	

	notificaionDestination
	Link
	0..1
	Contains the URL to receive the notification of bearer level event(s) from the SCEF.
	

	ipv4Addr 

(NOTE 2)
	Ipv4Addr
	0..1
	Identifies the IPv4 address.
	

	ipv6Addr 

(NOTE 2)
	Ipv6Addr
	0..1
	Identifies the IPv6 address.
	

	mediaComponents
	MediaComponent
	1..N
	Describes the application flows.
	

	sponsorInformation
	SponsorInformation
	1
	Describes the sponsor information such as who is sponsoring the traffic.
	

	sponsoringEnabled
	boolean
	1
	Indicates sponsoring status.
	

	referenceId
	BDTReferenceId
	0..1
	The reference ID for a previously selected policy of background data transfer.
	

	usageThreshold
	UsageThreshold
	0..1
	Time period and/or traffic volume.
	

	NOTE 1:
Properties marked with a feature as defined in subclause 5.5.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

NOTE 2:
Either ipv4 or ipv6 address shall be provided.


*** 11th Change ***

5.5.3.1
General
All resource URIs of this API should have the following root:

{apiRoot}/3gpp_t8_chargeable_party/v1/

"apiRoot" is set as described in subclause 5.2.4. All resource URIs in the subclauses below are defined relative to the above root URI.
The following resources and HTTP methods are supported for this API:

Table 5.5.3.1-1: Resources and methods overview

	Resource name
	Resource URI
	HTTP method
	Meaning

	Chargeable Party Transactions
	3gpp_t8_chargeable_party/v1/{scsAsId}/transactions
	GET
	Read all chargeable party transaction resources for a given SCS/AS 

	
	
	POST
	Create a new chargeable party transaction resource

	Individual Chargeable Party Transaction
	3gpp_t8_chargeable_party/v1/{scsAsId}/transactions/{transactionId}
	GET
	Read a chargeable party transaction resource

	
	
	PATCH
	Activate or Deactivate sponsoring by a chargeable party.

	
	
	DELETE
	Delete an existing chargeable party transaction resource

	Event Notification
	{notificationUrl}
	POST
	Notify the bearer level event(s) from the SCEF to the SCS/AS


*** 12th Change ***

5.5.3.4.1
Introduction
This resource allows the SCEF to notify the SCS/AS of the bearer level event(s).

*** 13th Change ***

5.11.3.3.3.5
DELETE

The DELETE method deletes the PFDs for a given SCS/AS and an transaction Id generated by the SCEF. It is initiated by the SCS/AS and answered by the SCEF. 
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.11.3.3.3.5-1.
Table 5.11.3.3.3.5-1: Data structures supported by the DELETE request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	none
	
	

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	none
	
	204 No Content
	The PFDs for an existing transaction Id were removed successfully.

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


*** 14th Change ***

5.14.2.1.2
Type: AsSessionWithQoSSubscription

This type represents an AS session request with specific QoS for the service provided by the SCS/AS to the SCEF via T8 interface. The structure is used for subscription request and subscription response.

Table 5.14.2.1.2-1: Definition of type AsSessionWithQoSSubscription

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 1)

	id
	string
	0..1
	SCEF-chosen identifier of this AS session with QoS transaction. Shall be absent in POST requests to create a resource, and shall be present otherwise.
	

	scsAsId
	ScsAsId
	1
	Identifies the SCS/AS
	

	tltrId
	TltrId
	0..1
	SCS/AS-chosen correlator. May be provided by the SCS/AS in the request to create a resource. Shall be provided in the body of all subsequent request and response if it was present in the body of the resource creation request.
	

	notificationDestination
	Link
	0..1
	Contains the URL to receive the notification bearer level event(s) from the SCEF.
	

	mediaComponents
	MediaComponent
	1..N
	Describe the data flow which requires QoS.
	

	qosReference
	string
	0..1
	Identifies a pre-defined QoS information
	

	ueIpv4Addr

(NOTE 2)
	Ipv4Addr
	0..1
	The IPv4 address of UE.
	

	ueIpv6Addr
(NOTE 2)
	Ipv6Addr
	0..1
	The IPv6 address of UE.
	

	usageThreshold
	UsageThreshold
	0..1
	Time period and/or traffic volume in which the QoS is to be applied.
	

	sponsorInfo
	SponsorInformation
	0..1
	Indicates a sponsor information
	

	NOTE 1:
Properties marked with a feature as defined in subclause 5.14.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

NOTE 2:
The property “ueIpv4Addr” or “ueIpv6Addr” shall be included.


Editor’s Note: Handling of mediaComponents and the qosReference is still FFS, such as the preference treatment when both of them are included in the AsSessionWithQoSSubscription, whether the using of MediaComponent data type to describe the data flow which requires QoS.
*** 15th Change ***

5.14.3.1
General
All resource URIs of this API should have the following root:

{apiRoot}/3gpp_t8_as_session_with_qos/v1/

"apiRoot" is set as described in subclause 5.2.4. "apiName" shall be set to "3gpp_t8_as_session_with_qos" and "apiVersion" shall be set to "v1" for the version defined in the present document. All resource URIs in the subclauses below are defined relative to the above root URI.
The following resources and HTTP methods are supported for this API:

Table 5.14.3.1-1: Resources and methods overview

	Resource name
	Resource URI
	HTTP method
	Meaning

	AS Session with Required QoS subscriptions
	3gpp_t8_as_session_with_qos/v1/{scsAsId}/subscriptions/
	GET
	Get all subscription resources of an AS session with QoS for a given SCS/AS.

	
	
	POST
	Create a new AS session.

	Individual AS Session with Required QoS subscription
	3gpp_t8_as_session_with_qos/v1/{scsAsId}/subscriptions/{subscriptionId}
	GET
	Read a subscription resource of an AS session with required QoS.

	
	
	PUT
	Modify a subscription resource of an AS session with required QoS.

	
	
	PATCH
	Modify a subscription resource of an AS session with required QoS.

	
	
	DELETE
	Delete a subscription resource of an AS session with required QoS.

	Event Notification
	{notificationUri}
	POST
	Notify the bearer level event(s) from the SCEF to the SCS/AS


*** 16th Change ***

5.14.3.4
Event Notification

5.14.3.4.1
Introduction
This resource allows the SCEF to notify the SCS/AS of the bearer level event(s).

5.14.3.4.2
Resource definition

Resource URI: {notificationUrl}
This resource shall support the resource URI variables defined in table 5.14.3.4.2-1.

Table 5.14.3.4.2-1: Resource URI variables for resource "Event Notification"
	Name
	Definition

	notificationUri
	Reference provided by the SCS/AS when the SCS/AS requests to sponsor the traffic from the beginning or to become the chargeable party at a later point.


5.14.3.4.3
Resource methods

5.14.3.4.3.1
Notification via POST
The POST method allows to notify SCS/AS of the bearer level event(s) by the SCEF and the SCS/AS shall respond to the message. 
This method shall support request and response data structures, and response codes, as specified in the table 5.14.3.4.3.1-1.
Table 5.14.3.4.3.1-1.: Data structures supported by the POST request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	NotificationData
	1
	Representation of the bearer level notification.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	none
	1
	200 OK
	This case represents a successful notification of bearer level event(s).

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.
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