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1. Monitoring Duration
In 3GPP TS  23.682, subclause 5.6.0, it states:

Monitoring Duration is an optional parameter that indicates the absolute time at which the related monitoring event request is considered to expire. For Monitoring Requests for a group, this parameter applies to every group member UE.

However, how to handle the case when the Monitoring Duration is expired? 
In stage 2, it only indicates that when timeout, the HSS shall send the aggregated event reports to the SCEF and the destination if the subscription is for group of UEs.

When the Monitoring Duration is reached, there are three options as follows:
· Option 1: the HSS shall inform the MME/SGSN to delete the monitoring event and initiate the network-imitated Monitoring event deletion procedure and also send the aggregated event reports to the SCEF and the destination 3rd party; Or

· Option 2: the SCS/AS shall send the HTTP DELETE request to delete the existing monitoring event subscription and then the SCEF/HSS/MME(s)/SGSN(s) will remove the context, in addition, the HSS shall send the accumulated reports to the SCEF and the destination 3rd party; Or

· Option 3: the SCEF requests the HSS and/or MME(s)/SGSN(s) to delete the related monitoring event configuration. 
All of the options seem work, however, in Option 1, it will be very complex for the HSS to handle the timeout logic as a Subscription Data Storage; in Option 2, as the 3rd party SCS/AS and the CN entities (SCEF/HSS/MME/SGSN) may belong to different domain, the SCEF than the SCS/AS is the better choice to trigger the deletion of the associated configuration, otherwise, the resource in the core network needs to be maintained and paused until the 3rd party initates the HTTP DELETE message. In addition, Option 3 is similar as the handling of maximum number of reports is exceeded defined in stage 2, which defined in subclause 5.6.3:
When the maximum number of reports is reached for a Continuous Monitoring Request for an individual UE, the SCEF requests the HSS (for monitoring events configured via HSS) or MME(s)/SGSN(s) (for monitoring events configured directly with the MME/SGSN) to delete the related monitoring event configuration…
Proposal 1: It's proposed to use Option 3 to handle the timeout issue.
2. Maximun Number of Reports
In 3GPP TS 29.122, an unsolved issue is still open as follows:
Editor's note:
Handling if maximumNumberOfReports is exceeded is ffs.
Proposal 2: It's proposed to solve and remove the Editor's Note according to the above highlight statement.
3. Parameter Verification
In Network Parameter Configuration, upon receipt of the Suggested Network Configuration parameters (e.g. Maximum Latency, Maximum Response Time and Suggested Number of Downlink Packets) to the network suggested by the SCS/AS to request the network to consider, then as defined in 3GPP TS 23.682 subclause 5.18:
The SCEF checks whether the parameters are within the range defined by operator policies. If one or more of the parameters are not within range, then, based on operator policies, the SCEF may either reject the request by skipping steps 3-10 and providing a cause value that indicates which parameters are out of range, discard the value(s) that are out of range and proceed with the flow, or select different value(s) that are in range and proceed with flow. If the SCEF decides on using values, for the parameters provided in step 1, different to the ones provided by the SCS/AS, then the SCS/AS is informed of it in step 11.

As mentioned above, the 3rd party SCS/AS and the CN entities (SCEF/HSS/MME/SGSN) may belong to different domain. If the parameters (i.e. Maximum Number of Reports and Monitoring Duration) are extremely large or unacceptable, such as the Monitoring Duration is set for 100 years, or the Maximum number of Reports is set to be 10,000 times, it's impractical for the CN to maintain the network resource for the monitoring event subscription.
Proposal 3: It's proposed to use the same description of the Network Parameter Configuration procedure that the SCEF shall check the parameters (i.e. Maximum Number of Reports and Monitoring Duration) based on the operator policies, and if the parameters are not within the defined range, the SCEF may either reject the monitoring request and providing a cause , or select different values that are in the range and inform the 3rd Party SCS/AS.

4. Conclusion
The pCR C3-180080 is submitted to request the above proposed changes.
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