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*** 1st Change ***

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".

[3]
3GPP TS 23.502: "Procedures for the 5G System; Stage 2".

[4]
3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".

[5]
3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".

[6]
3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System; Stage 2".

[7]
3GPP TS 29.513: "5G System; Policy and Charging Control signalling flows and QoS parameter mapping; Stage 3".

[x]
3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces Stage 3".

*** 2nd Change ***

5.6
Data Model

5.6.1
General

This subclause specifies the application data model supported by the API.


Table 5.6.1-1 specifies the data types defined for the Nsmf_EventExposureservice based interface protocol.

Table 5.6.1-1: Nsmf_EventExposurespecific Data Types

	Data type
	Section defined
	Description
	Applicability

	EventNotification
	5.6.2.5
	Describes notifications about a single event that occurred.
	

	EventSubId
	5.6.3.2
	Identifies an Individual SMF Notification Subscription.
	

	EventSubscription
	5.6.2.4
	Represents the subscription to a single event
	

	NotificationMethod
	5.6.3.4
	represents the notification methods that can be subscribed
	

	Nsmf_EventExposure
	5.6.2.2
	Represents an Individual SMF Notification Subscription resource
	

	Nsmf_EventExposureNotification
	5.6.2.3
	Describes Notifications about events that occurred.
	

	SmfEvent
	5.6.3.3
	represents the types of events that can be subscribed
	


Table 5.6.1-2 specifies data types re-used by the N<NF> service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the N<NF> service based interface. 

Table 5.6.1-2: Nsmf_EventExposurere-used Data Types

	Data type
	Reference
	Comments
	Applicability

	Dnai
	3GPP TS 29.571 [x]
	
	

	Dnn
	3GPP TS 29.571 [x]
	
	

	DurationSec
	3GPP TS 29.571 [x]
	
	

	Gpsi,
	3GPP TS 29.571 [x]
	
	

	GroupId
	3GPP TS 29.571 [x]
	
	

	Ipv4Address,
	3GPP TS 29.571 [x]
	
	

	Ipv6AddressPrefix
	3GPP TS 29.571 [x]
	
	

	PduSessionId,
	3GPP TS 29.571 [x]
	
	

	Supi
	3GPP TS 29.571 [x]
	
	

	Uri
	3GPP TS 29.571 [x]
	
	


5.6.2
Structured data types


5.6.2.1
Introduction

This subclause defines the structures to be used in resource representations. 


5.6.2.2
Type Nsmf_EventExposure





Table 5.6.2.2-1: Definition of type Nsmf_EventExposure
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	supi
	SUPI
	C
	0..1
	Subscription Permanent Identifier (NOTE)
	

	gpsi
	Gpsi
	C
	0..1
	Generic Public Subscription Identifier
	

	ipv4Address
	Ipv4Address
	C
	0..1
	The IPv4 Address of the served UE. (NOTE)
	

	ipv6AddressPrefix
	Ipv6AddressPrefix 
	C
	0..1
	The Ipv6 Address Prefix of the served UE. (NOTE)
	

	dnn
	Dnn
	C
	0..1
	DNN (NOTE)
	

	groupId
	GroupId
	C
	0..1
	Identifies a group of UEs. (NOTE)
	

	anyUE
	Boolean
	C
	0..1
	Default is "FALSE". (NOTE)
	

	pduSessionId
	PduSessionId
	C
	0,,1
	PDU session Id (NOTE)
	

	eventSubId
	EventSubId
	C
	0..1
	Event correlation ID.
This parameter shall be supplied by the SMF in HTTP responses that include an object of Nsmf_EventExposure type.
	

	notificationURI
	Uri
	M
	1
	Identifies the recipient of Notifications sent by the SMF.
	

	eventSubscriptions
	EventSubscription
	M
	1..N
	Subscribed events
	

	NOTE:
Either information about a single UE (i.e. SUPI, or DNN and IP Address Information (i.e. ipv4Address and/or ipv6AddressPrefix), both in combination with pduSessionId), or groupId, or anyUE set to "TRUE" shall be included.


5.6.2.3
Type  Nsmf_EventExposureNotification
Table 5.6.2.3-1: Definition of type Nsmf_EventExposureNotification
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	supi
	SUPI (FFS)
	M
	1
	Subscription Permanent Identifier
	

	pduSessionId
	PduSessionId
	M
	1
	PDU session Id
	

	eventSubId
	EventSubId
	M
	1
	Event correlation ID
	

	eventNotifications
	EventNotification
	M
	1..N
	Notifications about Individual Events
	



5.6.2.4
Type EventSubscription
Table 5.6.2.4-1: Definition of type EventSubscription
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	event
	SmfEvent
	M
	1
	Subscribed events
	

	notificationMethod
	NotificationMethod
	O
	0..1
	If "notificationMethod" is not supplied, the default value "ON_EVENT_DETECTION" applies.
	

	immediateNotification
	Boolean
	O
	0..1
	Default is "FALSE".
	

	maxReportNbr
	UInteger
	O
	0..1
	If omitted, there is no limit.
	

	monitoringDuration
	DurationSec
	O
	0..1
	If omitted, there is no limit.
	

	repetitionPeriod
	DurationSec
	O
	0..1
	Is supplied for notification Method "periodic".
	


5.6.2.5
Type EventNotification
Table 5.6.2.5-1: Definition of type EventNotification
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	event
	SmfEvent
	M
	1
	Event that is notified
	

	dnai
	Dnai
	O
	0..1
	DN Access Identifier
	

	FFS
	
	C
	0..1
	Depending on the event type, additional information can be required
	


5.6.3
Simple data types and enumerations


5.6.3.1
Introduction

This subclause defines simple data types and enumerations that can be referenced from data structures defined in the previous subclauses.

5.6.3.2
Simple data types

The simple data types defined in table 5.6.3.2-1 shall be supported.

Table 5.6.3.2-1: Simple data types

	Type Name
	Type Definition
	Description
	Applicability

	EventSubId
	string
	Identifies an Individual SMF Notification Subscription. To enable that the value is used as part of a URI, the string shall only contain characters allowed according to the "lower-with-hyphen" naming convention defined in 3GPP TS 29.501 [2]. In an OpenAPI [x] schema, the format shall be designated as "Ipv6Prefix".
	


5.6.3.3
Enumeration: SmfEvent
The enumeration SmfEvent represents the types of events that can be subscribed. It shall comply with the provisions defined in table 5.6.3.3-1.

Table 5.6.3.3-1: Enumeration SmfEvent
	Enumeration value
	Description
	Applicability

	SMF_CHANGE
	
	

	UPF_CHANGE
	
	

	APPLICATION_TRAFFIC_START
	
	

	APPLICATION_TRAFFIC_STOP
	
	

	PDU_SESSION_USAGE_REPORTING
	
	

	PDU_SESSION_RELEASE
	
	

	OUT_OF_CREDIT
	
	


5.6.3.4
Enumeration: NotificationMethod
The enumeration NotificationMethod represents the notification methods that can be subscribed. It shall comply with the provisions defined in table 5.6.3.4-1.

Table 5.6.3.4-1: Enumeration NotificationMethod
	Enumeration value
	Description
	Applicability

	PERIODIC
	
	

	ONE_TIME
	
	

	ON_EVENT_DETECTION
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