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5.4.4.4
Encoding Proposal 2: Restful HTTP
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Figure 5.4.4.4-1: Proposed Resource URI structure of the Npcf_PolicyAuthorization API
Table 5.4.4.4-1: Proposed resources and methods overview for the Npcf_ PolicyAuthorization service

	Resource name
	Resource URI
	HTTP method
	Request body
	Successful response body
	Meaning

	Application sessions
	//{apiRoot}/npcf-policy-authorization/v1/application-sessions
	POST
	FFS
	FFS
	Npcf_PolicyAuthorization_Create. Creates a new individual Application session context resource.

	Individual Application session context
	//{apiRoot}/npcf-policy- authorization/v1/application-sessions/{appSessionContextId}
	PUT
(FFS)
	FFS
	FFS
	Npcf_PolicyAuthorization_Update. Creates a new or updates an existing individual Application session context resource.

	
	
	PATCH
(FFS)
	FFS
	FFS
	Npcf_PolicyAuthorization_Update. Updates an existing individual Application session context resource.

	
	
	DELETE
	FFS
	FFS
	Npcf_PolicyAuthorization_Delete. Deletes an existing individual Application session context resource.

	
	
	GET
	FFS
	FFS
	Reads an existing individual Application session context resource.

	Event Subscriptions
	//{apiRoot}/npcf-policy-authorization/v1/event-subscriptions
	POST
	FFS
	FFS
	Npcf_PolicyAuthorization_Subscribe.

Creates a new event subscription resource for a given Application session context identifier.

	Individual Event Subscription
	//{apiRoot}/npcf-policy-authorization/v1/event-subscriptions/{subscriptionId}
	PUT
	FFS
	FFS
	Npcf_PolicyAuthorization_Subscribe. Modifies an existing event subscription resource.

	
	
	DELETE
	FFS
	FFS
	Npcf_PolicyAuthorization_Unsubscribe.

Deletes an event subscription.

	
	
	GET
	FFS
	FFS
	Reads an event subscription resource.


Editor's s note: It is FFS whether PUT and/or PATCH should be used for the encoding of the Npcf_PolicyAuthorization_Update service operation.
Table 5.4.4.4-2: Proposed methods overview for the Npcf_PolicyAuthorization_Notify service operation

	Resource name
	URI
	HTTP method
	Request body
	Successful response body
	Meaning

	Individual Event Subscription
	{Notification URI}
	POST
	FFS
	FFS
	Npcf_PolicyAuthorization_Notify.

Notifies an occurrence of a subscribed event.
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