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*** 2nd Change ***

5.2.5.1
General

The SCEF and SCS/AS shall support the delivery of Notifications using a separate HTTP connection towards an address as assigned the SCS/AS described in subclause 5.2.4.2. Optionally, the SCEF and SCS/AS may support notifications delivery via Websocket connection, as described in 5.2.5.3.
Editor´s Note
:Other notification methods that enable a traversal of firewalls at the client side, for instance Websocket (see IETF RFC 6455), are ffs. A framing format for the notifications within the Websocket protocol would then need to be defined. It is desired to exchange similar message as the HTTP messages for the Notification Delivery using a separate HTTP connection in subclause 5.2.4.2.
*** 3rd Change (new subclause)***
5.2.5.3
Notification Delivery using a WebSocket connection
If WebSocket (RFC 6455 [h]) is supported by the SCS/AS, the SCS/AS may initiate a secondary HTTP connection to the SCEF and attempt to upgrade that connection to WebSocket. If the upgrade is successful,  the SCEF should use the Websocket connection to send the notification information to the SCS/AS. 
The SCS/AS should send periodic Websocket “PING” frames to keep the connection alive.
Same JSON body shall be used whether the notification delivery is done according to 5.2.5.2 or according to this subclause.
*** End of Changes ***
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