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	The update considers the impacts in the procedures and enconding proposals of the Nsfm_EventExposure service due to the the events that are marked as "always reported by the SMF".
It is also added that the Subscribe service operation is invoked by the PCF when it needs to modify an existing subscription previously created in the SMF and the Unsubscribe service opeartion is invoked by the PCF to remove a subscription previously created.
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Proposed changes:
* * * 1st Change * * * *

5.3.3
Procedures for Nsmf_EventExposure service
5.3.3.1
PCF subscription to events

This procedure is performed when the PCF decides to subscribe to events not marked as events "always reported by the SMF" for a PDU session.

Editor's note:
Other triggers to initiate the procedure are FFS.
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Figure 5.3.3.1-1: Subscription to events by the PCF

1.
The PCF makes policy decision to subscribe to events for the PDU session based on e.g. the operator policy or an AF request or when the UE subscription data is modified.

Editor's note:
The interaction between the PCF and the UDR, and the interaction between the PCF and the AF is FFS.

2.
The PCF may subscribe to events from the SMF by invoking Nsmf_EventExposure_Subscribe service operation indicating the PDU Session ID, UE ID (SUPI or IP address and DNN), , and the subscribed event (including the event filters and the requested notification method (periodic, one time, on event detection) and optionally an immediate one time notification flag and reporting options (e.g. Maximum Number of Reports or Monitoring Duration). The PCF also supplies a Notification URI to indicate where to send notifications.
3.
The SMF provides a response to the Nsmf_EventExposure_Subscribe service operation. If the request is accepted the SMF returns the Subscription ID indicating the requested subscription is created.

The Subscribe service operation is invoked by the PCF when it needs to modify an existing subscription previously created by itself in the SMF. 

5.3.3.2
SMF Notification about subscribed events

This procedure is performed when the SMF notifies the PCF that some PDU session related event(s) occurred. These events can either be marked in the SMF as "always reported by the SMF" or are events for which the PCF has subscribed to event notifications.
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Figure 5.3.3.2-1: SMF Notification about the PCF subscribed event
1.
An event that is marked as "always reported by the SMF" or an event to which the PCF has subscribed to occurs.

2.
For events to which the PCF has subscribed to, the SMF sends the Nsmf_EventExposure_Notify service operation to the Notification URI provided by the PCF to indicate that an event previously subscribed by the PCF has occured. For events that are marked as "always reported by the SMF", the SMF sends the Nsmf_EventExposure_Notify service operation to the default Notification URI (see subsclause 5.10.3.2). The SMF provides the PDU Session ID, the Subscription ID (for the explicitly subscribed event triggers), and the Event Trigger describing the event.
3.
The PCF sends the response to the Nsmf_EventExposure_Notify operation.

4.
The PCF makes policy decision and if applicable, the PCF may send an event notification to the AF.

5.3.3.3
PCF unsubscription to events

This procedure is performed when the PCF decides to unsubscribe to all previously subscribed events for a PDU session.

Editor's note:
Other triggers to initiate the procedure are FFS.
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Figure 5.3.3.3-1: Unsubscription to events by the PCF

1.
The PCF makes policy decision to unsubscribe to all previously subscribed events for the PDU session based on e.g. operator policy or upon AF requests or when the UE subscription data is modified.

Editor's note:
The interaction between the PCF and the UDR, and the interaction between the PCF and the AF is FFS.

2.
The PCF may unsubscribe to events from the SMF by sending Nsmf_EventExposure_UnSubscribe service operation indicating the Subscription ID to cancel.

3.
The SMF provides the response to the Nsmf_EventExposure_UnSubscribe service operation.

* * * 3rd Change * * * *

5.4.5
Nsmf_EventExposure

5.4.5.1
General

This service provides events related to PDU sessions towards consumer NF. The service operations exposed by this service allow other NFs to subscribe, unsubscribe and get notified of events happening on the PDU session. The following are the key functionalities of this NF service.

-
Allowing consumer NFs to subscribe and unsubscribe for events on a PDU session; and

-
Notifying events on the PDU session to the NFs that require reporting.

The following are the types of events that can be exposed by the SMF:

-
UPF change (Addition and/or removal of PDU session anchor);

-
SMF change;

-
Application traffic detection (start and stop);

-
PDU session statistics (for example usage reporting);

-
PDU session release; and

-
Out of credit.

Editor's note:
Stage 2 indicates that it is FFS how this service may be used for online charging.
5.4.5.2
Operations

Table 5.4.5.2-1: Stage 2 requirements for Operations of the Nsmf_EventExposure service

	Service Operation name
	Description
	Initiated by
	Input, required
	Input, optional
	Output, required
	Output, optional

	Nsmf_EventExposure_Notify
	Report UE PDU session related event(s) to the NF which is subscribed (either implicitly or explicitly) to the event report service.
	SMF
	UE ID, PDU Session ID, Event Trigger, 
	Event specific parameter list, DNAI, Subscription ID
	none
	none

	Nsmf_EventExposure_Subscribe
	This service operation is used by an NF to subscribe for event notifications on a specified PDU session or to modify an existing subscription for event notifications on a specified PDU session.
	NF service consumer (PCF, NEF, AMF, or AF)
	Notification URI (NOTE), PDU Session ID, Identification of UE(s) (a single UE ID (SUPI or IP address and DNN) or identification for a group of UE(s), or "any UE"), Event filter, event notification method (periodic, one time, on event detection)
	immediate one time notification flag,

reporting options (e.g. Maximum Number of Reports or Monitoring Duration, Repetition Period for periodic reporting)
	none
	none

	Nsmf_EventExposure_UnSubscribe
	This service operation is used by an NF to cancel a subscription to event notifications.
	NF service consumer (PCF, NEF, AMF, or AF)
	none


	none
	none
	none

	NOTE:
A Notification URI where to send Notifications is required because support of notification with two HTTP client-server pairs, as specified in subclause 5.5.1.1.9.2, has been selected. It is assumed that the NF ID in stage 2 corresponds to this.


Editor's note:
The Repetition Period for periodic reporting as optional input parameter to the subscribe is not explicitly mentioned in stage 2, but stage 2 only lists examples of reporting options.
5.4.5.3
Encoding Proposal 1: RestFul HTTP
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Figure 5.4.5.3-1: Proposed Resource URI structure of the Nsmf_EventExposure API

Table 5.4.5.3-1: Proposed resources and methods overview for the Nsmf_EventExposure service

	Resource name
	Resource URI
	HTTP method
	Request body
	Successful response body
	Meaning

	SMF Notification Subscriptions
	{apiRoot}/
nsmf_event_exposure/
v1/
subscriptions/
	GET
	none
	1..N
Nsmf_EventExposure
	Read all SMF Notification Subscriptions at an SMF.
Query parameters are FFS and can contain the NotificationURI (to identify all resources related to a given PCF or NEF), and the SUPI.

	
	
	POST
	Nsmf_EventExposure
	Nsmf_EventExposure
	Create a new Individual SMF Notification Subscription resource.

	Individual SMF Notification Subscription 
	{apiRoot }/
nsmf_event_exposure/
v1/
subscriptions /
{subscriptionId}
	GET
	none
	Nsmf_EventExposure
	Read an Individual SMF Notification Subscription resource.

	
	
	PUT (FFS)
	Nsmf_EventExposure
	Nsmf_EventExposure
	Modify an existing Individual SMF Notification Subscription resource.

	
	
	DELETE
	none
	none
	Delete an Individual SMF Notification Subscription resource and cancel the related subscription.


Table 5.4.5.3-2: Proposed methods overview for the Nsmf_EventExposure service Notification

	Resource name
	URI
	HTTP method
	Request body
	Successful response body
	Meaning

	SMF Event Notification
	{notificationURI}
	POST
	Nsmf_EventExposureNotification
	FFS
	Notify the NF service consumer about subscribed events


Table 5.4.5.3-3: Proposed type Nsmf_EventExposure

	Attribute name
	Data type
	Cardinality
	Description

	supi
	SUPI (FFS)
	0..1
	Subscription Permanent Identifier (NOTE)

	ipv4Address
	Ipv4Address (FFS)
	0..1
	The IPv4 Address of the served UE. (NOTE)

	ipv6AddressPrefix
	Ipv6AddressPrefix (FFS)
	0..1
	The Ipv6 Address Prefix of the served UE. (NOTE)

	dnn
	Dnn (FFS)
	0..1
	DNN (NOTE)

	groupId
	GroupId
	0..1
	Identifies a group of UEs. (NOTE)

	anyUE
	Boolean
	0..1
	Default is "FALSE". (NOTE)

	pduSessionId
	PduSessionId (FFS)
	0..1
	PDU session ID (NOTE)

	subscriptionId
	SubscriptionId (FFS)
	0..1
	Subscription ID.
This parameter shall be supplied by the SMF in the body of HTTP  requests of Nsmf_EventExposure_Notify service operation for reporting events that require subscription.

	notificationURI
	Link
	1
	Identifies the recipient of Notifications sent by the SMF.

	eventSubscriptions
	EventSubscription
	1..N
	Subscribed events

	NOTE:
Either information about a single UE (i.e. SUPI, or DNN and IP Address Information (i.e. ipv4Address and/or ipv6AddressPrefix), both in combination with pduSessionId), or groupId, or anyUE set to "TRUE" shall be included.


NOTE:
The SUPI, PduSessionId, SubscriptionId, Link, Dnn, Ipv4Address, Ipv6AddressPrefix, and GroupId,data types should be specified as common data types applicable for multiple APIs
Table 5.4.5.3-4: Proposed type Nsmf_EventExposureNotification

	Attribute name
	Data type
	Cardinality
	Description

	supi
	SUPI (FFS)
	1
	Subscription Permanent Identifier

	pduSessionId
	PduSessionId (FFS)
	1
	PDU session ID

	subscriptionId
	SubscriptionId (FFS)
	1
	Subscription ID

	eventNotifications
	EventNotification
	1..N
	Notifications about Individual Events


Table 5.4.5.3-5: Proposed type EventSubscription

	Attribute name
	Data type
	Cardinality
	Description

	event
	SmfEvent
	1
	Subscribed events

	notificationMethod
	NotificationMethod
	0..1
	If "notificationMethod" is not supplied, the default value "ON_EVENT_DETECTION" applies.

	immediateNotification
	Boolean
	0..1
	Default is "FALSE".

	maxReportNbr
	UInteger (FFS)
	0..1
	If omitted, there is no limit.

	monitoringDuration
	Duration (FFS)
	0..1
	If omitted, there is no limit.

	repetitionPeriod
	Duration (FFS)
	0..1
	Is supplied for notification Method "periodic".


NOTE:
The Duration data type and the UInteger (for unsigned integer) should be specified as common data type applicable for multiple APIs.
Table 5.4.5.3-6: Proposed Enumeration SmfEvent

	Enumeration value
	Description

	
	

	UPF_CHANGE
	

	APPLICATION_TRAFFIC_START
	The start of application traffic has been detected.

	APPLICATION_TRAFFIC_STOP
	The stop of application traffic has been detected

	
	

	PDU_SESSION_RELEASE
	

	OUT_OF_CREDIT
	Credit is no longer available

	PLMN_CHANGE
	The UE has moved to another operator’s domain.

	SESSION_AMBR_CHANGE
	The subscribed Session-AMBR has changed.

	DEFAULT_QOS_CHANGE
	The subscribed Default 5QI/ARP has changed.

	ACCESS_TYPE_CHANGE
	The access type of the PDU session has changed.

	SERVING_AREA_CHANGE
	The serving area of the UE has changed.

	USER_LOCATION_CHANGE 
	Triggered upon a change in user location, e.g. change of TA (FFS other possible granularity)

	CHANGE_OF_UE_PRESENCE_IN_PRESENCE_REPORTING_AREA
	The UE is entering/leaving a Presence Reporting Area.

	REVALIDATION_TIMEOUT
	SMF interaction to request PCC rules from the PCF for an established PDU session. This SMF interaction shall take place within the Revalidation time limit set by the PCF in the PDU session related policy information.

	UE_IP_ADDRESS_ALLOCATE
	A UE IP address has been allocated

	UE_IP_ADDRESS_RELEASE
	A UE IP address has been released.

	CHARGING_CORRELATION_EXCHANGE
	Reports the access network charging identifier for the PCC rules that requires it

	USAGE_REPORT
	Reports the accumulated usage for one or more monitoring keys.

	ACCESS_NETWORK_INFO_REPORT
	Access information as specified in the Access Network Information Reporting part of a PCC rule.

	CREDIT_MANAGEMENT_SESSION_FAILURE
	Indicates that a transient/permanent failure has been detected in the OCS.

	UE_TIME_ZONE_CHANGE
	Indicates a change in the time zone the UE is currently located.

	RAT_TYPE_CHANGE
	Triggered upon a change in RAT type (FFS).

	REALLOCATION_OF_CREDIT
	FFS

	SUCCESSFUL_RESOURCE_ALLOCATION
	Indicates that resources have been successfully allocated for a PCC rule.



Table 5.4.5.3-7: Proposed Enumeration NotificationMethod

	Enumeration value
	Description

	PERIODIC
	

	ONE_TIME
	

	ON_EVENT_DETECTION
	


Table 5.4.5.3-8: Proposed type EventNotification

	Attribute name
	Data type
	Cardinality
	Description

	event
	SmfEvent
	1
	Event that is notified

	dnai
	Dnai (FFS)
	0..1
	DN Access Identifier

	FFS
	FFS
	0..1
	Depending on the event type, additional information can be required


NOTE:
The Dnai data type should be specified as common data type applicable for multiple APIs.
* * * End of Changes * * * *

PCF
SMF
2. Nsmf_EventExposure_Notify
3. Nsmf_EventExposure_Notify result
1. An event that requires notification occurs
4.  Policy decision and optionally event notification to AF



PCF
1. Policy decision
SMF
2. Nsmf_ EventExposure_UnSubscribe
3. Nsmf_ EventExposure_UnSubscribe resp



PCF
1. Policy decision
SMF
2. Nsmf_ EventExposure_Subscribe
3. Nsmf_ EventExposure_Subscribe resp



_1569672258.vsd
//{apiRoot}/
nsmf_event_exposure/v1/


subscriptions/


/{subscriptionId}



