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Proposed changes:
*** 1st Change ***
4.2.3
Npcf_PolicyAuthorization_Update service operation

4.2.3.1
General


The Npcf_PolicyAuthorization_Update service operation provides updated application level information from the NF service consumer and optionally communicates with the Npcf_SMPolicyControl service to determine and install the policy according to the information provided by the NF service consumer.
The Npcf_PolicyAuthorization_Update service operation updates an application session context in the PCF.

The following procedures using the Npcf_PolicyAuthorization_Update service operation are supported:

-
Modification of service information.
4.2.3.2
Modification of service information


This procedure is used to modify an existing application session context as defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.503 [4].
NOTE:
The NEF acts as an AF to support the network exposure functionality.
The AF may modify the application session context information at any time (e.g. due to an AF session modification or internal AF trigger) and invoke the Npcf_PolicyAuthorization_Update service operation by sending the HTTP request message to the request URI to the PCF containing the updated service information.
The AF may include an AF application identifier at session level to trigger the PCF to indicate to the SMF/UPF to perform the application detection based on the operator's policy as defined in 3GPP TS 29.512 [x1].
The PCF shall process the received service information according the operator policy and may decide whether the HTTP request message is accepted or not. If the updated service information is not acceptable, the PCF shall indicate in the HTTP response message the cause for the rejection.
If the request is accepted, the PCF shall update the service information with the new information received. Due to the updated service information, the PCF may need to create, modify or delete the related PCC rules as specified in 3GPP TS 29.513 [x2] and provide the updated information towards the SMF following the corresponding procedures specified in 3GPP TS 29.512 [x1].
The PCF shall reply with the HTTP response message to the AF. The HTTP response message towards the AF should take place before or in parallel with any required PCC rule provisioning towards the SMF.
If the PCF does not have an existing application session context for the application session context being modified (such as after a PCF failure), the PCF shall reject the HTTP request message with the HTTP response message with the applicable rejection cause.
Editor´s Note: This text needs to be enhanced with encoding details such as HTTP methods, resources and attribute names once they are defined.

4.2.3.3
<Procedure 2 using Npcf_PolicyAuthorization_Update service operation>

4.2.3.n
<Procedure n using Npcf_PolicyAuthorization_Update of the service>
And so on if there are more than 2 procedures that need to be described for the service.

*** End of Changes ***
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