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*** 1st Change ***

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

AF
Application Function

AMF
Access and Mobility Management Function

API
Application Programming Interface
HTTP
Hypertext Transfer Protocol
NEF
Network Exposure Function
NF
Network Function

SMF
Session Management Function
PCF
Policy Control Function

UPF
User Plane Function
*** 2nd Change ***

4.1
Service Description

4.1.1
Overview


The Session Management Event Exposure Service, as defined in 3GPP TS 23.502 [3] and 3GPP TS 23.503 [x], is provided by the Session Management Function (SMF).
This service:

-
allows consumer NFs to subscribe and unsubscribe for events on a PDU session; and

-
notifies consumer NFs with a corresponding subscription about observed events on the PDU session.

The types of observed events include:

-
UPF change (Addition and/or removal of PDU session anchor);


SMF change;

-
Application traffic detection (start and stop);

-
PDU session statistics (for example usage reporting);

-
PDU session release; and

-
Out of credit.

4.1.2
Service Architecture

The 5G System Architecture is defined in 3GPP TS 23.501 [2]. The Policy and Charging related 5G architecture is also described in 3GPP TS 29.513 [xx].

The Session Management Event Exposure Service (Nsmf_EventExposure) is part of the Nsmf service-based interface exhibited by the Session Management Function (SMF),
Known consumer of the Nsmf_EventExposure_Notify service are:

-
Policy Control Function (PCF)
-
Network Exposure Function (NEF)
-
Access and Mobility Management Function (AMF).
-
Application Function (AF)
The PCF accesses the Session Management Event Exposure Service at the SMF via the N7 Reference point.

The AMF accesses the Session Management Event Exposure Service at the SMF via the N11 Reference point.
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Figure 4.1.2-1: Reference Architecture for the Nsmf_EventExposure_Notify Service; SBI representation
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Figure 4.1.2-2: Reference Architecture for the Nsmf_EventExposure_Notify Service: reference point representation
4.1.3
Network Functions
This subclause shall include a description of the functional elements involved in the invocation of the service, i.e. NF Service Producer and NF Service Consumer(s) in relation to the use of the related service.

4.1.3.1
Session Management Function (SMF)
The Session Management function (SMF) provides:

-
Session Management e.g. Session establishment, modification and release;
-
UE IP address allocation & management;
-
Selection and control of UP function;
-
Termination of interfaces towards Policy control functions; and
-
Control part of policy enforcement and QoS.
4.1.3.2
NF Service Consumers
The Policy Control Function (PCF):

-
Supports unified policy framework to govern network behaviour;

-
Provides policy rules to Control Plane function(s) that enforce them; and

-
Implements a Front End (PCF FE) to access subscription information relevant for policy decisions in a Unified Data Repository (UDR).

The Network Exposure Function (NEF);

-
provides a means to securely expose the services and capabilities provided by 3GPP network functions for e.g. 3rd parties or internal exposure.
The Access and Mobility Management function (AMF) provides:

-
Registration management;
-
Connection management;
-
Reachability management;
-
Mobility Management; and
-
Sending of UE Policy towards the served UE.

The Application Function (AF)

-
interacts with the 3GPP Core Network to provide services.
*** End of Changes ***
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