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Proposed changes:

*** 1st Change ***

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

API
Application Programming Interface

DNN
Data Network Name

eMBB
enhanced Mobile Broadband
HTTP
Hypertext Transfer Protocol

MIoT
Massive IoT
NF
Network Function

PCF
Policy Control Function
RFSP
RAT Frequency Selection Priority

SSC
Session and Service Continuity

SUPI
Subscriber Permanent Identifier

TA
Tracking Area

TAI
Tracking Area Identity

UDR
Unified Data Repository
URLLC
Ultra-Reliable Low Latency Communications
*** 2nd Change ***

4.2
Service Operations
This subclause shall include a description of the different service procedures that require the use of the related service operation. For RESTful service operations, the service operations depict the resources and the methods they support.

4.2.1
Introduction
Table 4.2.1-1: Operations of the Npcf_AMPolicyControl Service

	Service operation name
	Description
	Initiated by

	Npcf_AMPolicyControl_Get
	Provides the requested policy to the NF Consumer
	NF consumer (AMF)

	Npcf_AMPolicyControl_UpdateNotify
	Provides updated policy to the NF Consumer.
	PCF

	Npcf_AMPolicyControl_Delete
	Provides means for the NF Consumer to delete the policy context.
	NF consumer (AMF)



4.2.2
Npcf_AMPolicyControl_Get Service Operation


4.2.2.1
General

The AMF request policies from the PCF when a UE registers and a UE context is established.
To request policies from the PCF, the AMF shall send an Npcf_AMPolicyControl_Get request that shall include:

-
SUPI; and

-
a Subscription to notifications about policy updates from the PCF
and that should include when available:

-
Access type,

-
Permanent Equipment Identifier,

-
User Location Information,

-
UE Time Zone,

-
Serving Network,

-
RAT type,

-
List of Service Area Restriction elements
Upon the reception of the Npcf_AMPolicyControl_Get request, the PCF shall determine the requested policy and shall send a Npcf_AMPolicyControl_Get reply with that requested policy including:
-
UE policy (see subclause 4.2.2.2), i.e.
-
UE Access Network discovery and selection policies; and/or

-
UE Route Selection Policies (URSP); and/or,

-
AMF Access and Mobility Policy (see subclause 4.2.2.3); i.e.
-
Service Area Restrictions, and/or

-
RAT Frequency Selection Priority (RFSP) Index
Editor´s Note: This text needs to be enhanced with encoding details such as HTTP methods, resources and attribute names once they are defined.
4.2.2.2
UE Policy

4.2.2.2.1
UE Access Network discovery and selection policies

These policies are used for the UE to select non-3GPP accesses and to decide how to route traffic between the selected 3GPP and non 3GPP accesses.

Editor's note:
The structure of these policies remains unspecified in stage 2.

4.2.2.2.2
UE Route Selection Policies (URSP)

These policies are used by the UE to determine how to route outgoing traffic.

The following information needs to be provided as part of each UE Route Selection Policy:

-
Traffic Filter: Filter information for the traffic (flow information or application identifier). The traffic that matches the traffic filter of an URSP rule is referred to as the "matching traffic" for this URSP rule.

-
Non-seamless Offload (more than one instance allowed, one per Non-3GPP access type). It includes:

a)
Traffic-Treatment: Traffic [Prohibited, Preferred, Permitted] to be offloaded to non-3GPP access outside of a PDU session.

b)
Non-3GPP Access Type: Optional parameter to indicate the Non-3GPP network for which the traffic treatment applies.

-
Slice info (more than one instance allowed). It includes S-NSSAI information, i.e.:

a)
Slice/Service Type: Indicates expected Network Slice behaviour in terms of features and services. Standardised values are "eMBB (enhanced Mobile Broadband)", "URLLC (ultra- reliable low latency communications)" and "MIoT (massive IoT)", but non-standard values can also be used.

b)
Slice Differentiator: Optional parameter that complements the Slice/Service type(s) to allow further differentiation for selecting a Network Slice instance from the potentially multiple Network Slice instances that all comply with the indicated Slice/Service type.

-
Continuity Type (more than one instance allowed, provided in priority order). It indicates the required SSC mode(s) as defined in see subclause 5.6.9.2 of TS 23.501 [2] [SSC Mode 1, SSC Mode 2, SSC Mode 3] for the matching traffic.

-
DNN (more than one instance allowed, provided in priority order). It includes the required DNN(s) for the matching traffic. It is used to associate the matching traffic with one or more DNNs.

-
Access Type (more than one instance allowed, provided in priority order): It indicates the type of access (3GPP or non-3GPP) on which the PDU session should be established for the matching traffic. If the UE needs to establish a PDU session for the matching traffic, this indicates the type of access (3GPP or non-3GPP) on which the PDU session should be established. It may also indicate a prioritized list of accesses on which the PDU session establishment should be attempted.

Editor's note:
What info is provided by the PCF as part of this information remains unspecified in stage 2. It is FFS if part of the policies can be transferred via UDM.

Editor´s Note: This text needs to be enhanced with encoding details such as attribute names once they are defined.

4.2.2.3
AMF Access and Mobility Policy 

4.2.2.3.1
Service Area Restriction

The Service Area Restriction information consists of 

-
a list of allowed Tracking Area Identities (TAIs); and/or

-
a list of forbidden Tracking Area Identities (TAIs); and/or

-
the maximum number of allowed TAs that can also be unlimited.
The sum of the number of allowed TAIs and the number of non-allowed TAIs within the Service Area Restriction is 16 or below.

Editor´s Note: This text needs to be enhanced with encoding details such as attribute names once they are defined.

4.2.2.3.2
RFSP Index

The RFSP Index is an index referring to a UE information used locally by the Access Network in order to apply specific radio resource management strategies.

Editor's note:
Stage 2 states that how RFSP Index is adopted in 5G is FFS.

Editor´s Note: This text needs to be enhanced with encoding details such as attribute names once they are defined.

4.2.2.4
<Procedure 1 using the Npcf_AMPolicyControl_Get Service Operation>

Editor´s Note: It is FFS if this clause is required

This subclause will contain a description of the specific procedure where the service operation is used including the required resources and methods. 

Subclauses 4.2.2.x are optional to include. They can be specified e.g. if a service operation is implemented using different combinations of resources and methods

4.2.2.5
<Procedure 2 using the Npcf_AMPolicyControl_Get Service Operation>

Editor´s Note: It is FFS if this clause is required

And so on if there are more than 2 procedures that need to be described for the service.

4.2.3
Npcf_AMPolicyControl_UpdateNotify Service Operation

Editor´s Note: It is FFS if the substructure in this clause is required

4.2.3.1
General

The PCF may decide to update policies and shall then send an Npcf_AMPolicyControl_ UpdateNotify request that shall include:

-
SUPI; and

-
a Subscription to notifications about policy updates from the PCF

-
UE policy (see subclause 4.2.2.2), i.e.

-
UE Access Network discovery and selection policies; and/or

-
UE Route Selection Policies (URSP); and/or,

-
AMF Access and Mobility Policy (see subclause 4.2.2.3); i.e.

-
Service Area Restrictions, and/or

-
RAT Frequency Selection Priority (RFSP) Index

Upon the reception of the Npcf_AMPolicyControl_ UpdateNotify request, the AMF shall enforce the received policy and shall send a Npcf_AMPolicyControl_ UpdateNotify reply indicating the success or failure of the enforcement.
Editor´s Note: This text needs to be enhanced with encoding details such as HTTP methods, resources and attribute names once they are defined.


4.2.3.2
<Procedure 1 using the Npcf_AMPolicyControl_UpdateNotify Service Operation>

This subclause will contain a description of the specific procedure where the service operation is used including the required resources and methods. 

Subclauses 4.2.2.x are optional to include. They can be specified e.g. if a service operation is implemented using different combinations of resources and methods

4.2.2.3
<Procedure 2 using the Npcf_AMPolicyControl_UpdateNotify Service Operation>

And so on if there are more than 2 procedures that need to be described for the service.

4.2.4
Npcf_AMPolicyControl_Delete Service Operation

Editor´s Note: It is FFS if the substructure in this clause is required

4.2.4.1
General

The AMF requests that the policy context for a UE is deleted when the corresponding UE context is terminated, e.g. during UE de-registration or handover.

To request that the policy context for a UE is deleted, the AMF shall send an Npcf_AMPolicyControl_Delete request that shall include:

-
SUPI.

Upon the reception of the Npcf_AMPolicyControl_ Delete request, the PCF shall delete the policy context for the corresponding UE and send a Npcf_AMPolicyControl_ Delete reply indicating the success or failure of the deletion.
Editor´s Note: This text needs to be enhanced with encoding details such as HTTP methods, resources and attribute names once they are defined.


4.2.4.2
<Procedure 1 using the Npcf_AMPolicyControl_Delete Service Operation>

This subclause will contain a description of the specific procedure where the service operation is used including the required resources and methods. 

Subclauses 4.2.2.x are optional to include. They can be specified e.g. if a service operation is implemented using different combinations of resources and methods

4.2.4.3
<Procedure 2 using the Npcf_AMPolicyControl_Delete Service Operation>

And so on if there are more than 2 procedures that need to be described for the service.

*** End of Changes ***
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