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* * * 1st Change * * * *

4.2
Requirements for the 5G Policy Framework

5GPF requirement #1: The proposed stage 3 5G Policy Framework shall be aligned with the requirements as described in 3GPP TS 23.501 [2], Annex A.1. That is:

1)
A generic PCC framework as defined in 3GPP TS 23.203 [4] including relevant 5G applicable parts for the 5G Policy Framework:
a)
The 5G Policy Framework includes the following Functional Elements: The Policy Function (PCF), the Session Management Function (SMF), the Application Function (AF), the Online Charging System (OCS), the User Data Repository (UDR) and the Network Exposure Function (NEF).
b)
The PCF shall be able to evaluate operator policies that are triggered by events received from the SMF, NEF, the AF, and the OCS.

c)
The PCF shall provide Rules for application and service data flow detection, gating, QoS and flow based charging to the SMF.
d)
The Policy Framework shall be able to manage the Packet Filter Descriptions (PFDs) in the SMF by the 3rd party AS via the NEF.
e)
The Policy Framework shall support to negotiate the background data transfer policy with the 3rd party AS via the NEF.
f)
The PCF shall implement a Front End to access subscription information relevant for policy decisions in a User Data Repository (UDR) including dynamic profile updates pushed by the UDR.

g)
Traffic Steering Control for steering traffic shall be supported for the services on the DN side of the N6 reference point.
h)
The Policy Framework shall support IMS Services, Multimedia Priority Services, Emergency Services and Mission critical services.

NOTE:
The existing PCC framework is applicable to PDU sessions of IPv4 and IPv6 Types only.

2)
Extensions to the PCC framework defined in 3GPP TS 23.203 [4] include:
a)
The 5G Policy Framework includes the following additional Functional Elements: the Access and Mobility Policy Enforcement Function (AMF) and the Network Data Analytics (NWDA).

b)
The PCF shall be able to provide Access and Mobility Management related policies and UE policies to the AMF.

c)
The PCF shall be able to evaluate operator policies that are triggered by events received from the AMF.

d)
For a subscriber roaming in a visited PLMN, the visited PLMN shall be able to receive the subscriber's mobility policy data. 
e)
The PCF shall be able to take input from Network Data Analytics (NWDA) into consideration for policies on assignment of network resources and for traffic steering policies.
Editor's note:
The list in bullets 1 and 2 covers the high level requirements that are addressed in the document so far according to the current status of the specification(s). Additional or modified requirements are to be added when the related information is agreed. 
Editor's note:
Current list of requirements for the Policy Framework are based on an informative Annex in TS 23.501. This has to be updated and has to refer to the proper specification(s) when this information is made normative in stage 2.
5GPF requirement #2: The proposed stage 3 5G Policy Framework interfaces shall, in addition to 5G functionality, support the EPC functionality as defined in 3GPP TS 23.203 [4] in order to allow interworking with EPC networks.

5GPF requirement #3: The proposed stage 3 5G Policy Framework shall provide a mechanism for PCC network functions discovery and selection

5GPF requirement #4: The proposed stage 3 5G Policy Framework shall be able to provide the QoS mapping mechanisms to apply the proper 5G QoS information based on the relevant QoS information as provided by the Application Function and/or Network Exposure Function.

5GPF requirement#5: It shall be possible to apply QoS control at service data flow level, QoS flow level or PDU session level in the SMF.
5GPF requirement #6: A PCC rule may be predefined or dynamically provisioned at establishment and during the life time of a PDU-CAN session. The latter is referred to as a dynamic PCC rule.

5GPF requirement#7: The number of real-time PCC interactions shall be minimized although not significantly increasing the overall system reaction time. This requires optimized interfaces between the PCC nodes.
* * * 2nd Change * * * *

5.9.7.4
Guaranteed Bitrate (DL/UL)
The Guaranteed Bit Rate indicates the guaranteed bitrate in bits per second for a downlink service data flow. For PDU types IPv4 and IPv6, the bandwidth contains all the overhead coming from the IP-layer and the layers above, e.g. IP, UDP, RTP and RTP payload.

* * * 3rd Change * * * *

5.9.7.5
Maximum Bitrate (DL/UL)
The Maximum Bit Rate indicates the maximum bandwidth in bits per second for a downlink service data flow. For PDU types IPv4 and IPv6, the bandwidth contains all the overhead coming from the IP-layer and the layers above, e.g. IP, UDP, RTP and RTP payload.
* * * 4th Change * * * *

5.19.2
Support of traffic routing request
Application Function influence on traffic routing only apples to non-roaming and to LBO deployments. Application Function influence on traffic routing does not apply in case of Home Routed deployments. PCF shall take care not to apply AF requests targeting "all users" to PDU sessions set-up in Home Routed mode.

The AF requests are sent to the PCF via N5 (in case of requests regarding on-going PDU sessions of individual UEs, for an AF allowed to interact directly with the 5GC NFs) or via the NEF. Requests that target multiple UE(s) are sent via the NEF and may target multiple PCF(s). The PCF(s) transform(s) the AF requests into policies that apply to PDU sessions. When the AF has subscribed to SMF notifications, such notifications are sent directly to the AF (without involving the PCF).

If the AF request targets a specific ongoing session, the AF may send its request directly to the PCF or via the NEF. If the AF request is not for a specific ongoing session, the AF sends its request via NEF.

Editors' note:
It is FFS whether the AF Request may correspond to a list IP addresses / IPv6 Prefixed of on-going PDU sessions. If that were the case the request would have to be forked to multiple PCF.

When the AF request is considered as semi-permanent (i.e. does not target an individual IP address / Prefix allocated to a UE) the PCF stores the AF request for usage by future PDU sessions. When the PCF determines if existing PDU sessions are impacted by the AF request. For each of these PDU sessions, the PCF updates the SMF with corresponding new policy rule(s) via a PDU session modification.

The AF traffic routing requests may contain at least:

1)
Information to identify the traffic to be routed. The traffic can be identified in the AF request by:
-
Either a DNN and possibly slicing information (S-NSSAI) or an AF-Service-Identifier.
-
When the AF provides an AF-Service-Identifier i.e. an identifier of the service on behalf of which the AF is issuing the request, the 5G Core maps this identifier into a target DNN and slicing information (S-NSSAI).
-
When the NEF process the AF request, the AF-Service-Identifier may be used to authorize the AF request.

-
An application identifier or traffic filtering information (e.g. 5 Tuple). The application identifier refers to an application handling UP traffic and is used by the UPF to detect the traffic of the application.
2)
Information about the N6 traffic routing requirements for traffic identified as defined in 1). This is provided in the form of a list of routing profile IDs, corresponding each to a DNAI. Based on the routing profile ID the PCF determines traffic steering policy IDs sent to SMF that each corresponds to a steering behaviour which is preconfigured on the SMF or UPF.

3)
Potential locations of applications towards which the traffic routing should apply. The potential location of application is expressed as a list of DNAI(s). If the AF interacts with the PCF via the NEF, the NEF may map the AF-Service-Identifier information to a list of DNAI(s). The DNAI(s) may be used for UPF (re)selection.

4)
Information on the UE(s) whose traffic is to be routed. This may correspond to:
-
Individual UEs identified using either an External Identifier or a MSISDN or an IP address/Prefix.
-
groups of UEs identified by a Group Identifier.
-
any UE the request applies to any UE accessing the combination of DNN, S-NSSAI and DNAI(s).

-
In case of PDU type is IPv4/IPv6, when the AF provides an IP address/Prefix this allows the PCF to identify the PDU session for which this request applies and the AF request applies only to the current PDU session of a UE. In this case, additional information such as the UE identity may also be provided to help the PCF to identify the correct PDU session.

-
Otherwise the request shall apply to any existing or future PDU session that matches the parameters in the AF request.

-
When the AF request targets any UE or a group of UE, the AF request is likely to influence multiple PDU sessions possibly served by multiple SMFs and PCFs.

-
When the AF request targets a group of UE it provides one or several Group Identifiers in its request. The group identifiers provided by the AF are mapped to IMSI-Group identifiers (defined in subclause 5.9.5). Members of the group have this Group Identifier in their subscription. The Internal-Group Identifier is stored in UDM, retrieved by SMF from UDM and passed by SMF to PCF at PDU session set-up. The PCF can then map the AF requests with user subscription and determine whether an AF request targeting a Group of users applies to a PDU session.

5)
Information on when (temporal validity condition) the traffic routing is to apply.

6)
Information on where (spatial validity condition) the UE(s) are to be when the traffic routing applies.

7)
AF subscription to following events:

-
Notifications about UP path management events: A change of DNAI for the UPF serving the UE. The corresponding notification about a change from source DNAI to target DNAI sent by the SMF to the AF includes the Identity of the target DNAI, the IP address/prefix of the UE.

-
The subscription can be for early notification and/or late notification. In case of a subscription for early notification, the SMF sends the notification before executing the UPF (re)selection. In case of a subscription for late notification, the SMF sends the notification when the UPF (re)selection has completed.

Editor's note:
Other elements required in the notification are FFS.

Editors' note:
How the SMF uses the traffic routing policy is FFS.

Editors' note:
How the AF modifies/terminates the traffic routing are FFS.
* * * End of Changes * * * *
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