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* * * 1st Change * * * *

1
Scope

The present document discusses and describes requirements, procedures, service interfaces (for service-based architecture) and protocols from CT3 aspects of 5G System as specified in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.503 [nn].
These CT3 aspects include:
-
the 5G Policy Framework definition (including new functionalities such as access and mobility management policy support, UE policy support or applicable functionality related to network slicing). Support for non-3GPP access network, handover between non-3GPP access and 3GPP access, roaming aspects and 5G QoS aspects in the scope of the 5G Policy Framework will be part of the study;
-
Inter-working with external networks; and
-
Network Capability Exposure scenarios (e.g. monitoring and Policy/Charging Capabilities exposure).

The present document is used as a placeholder for CT3 5G System materials to be moved to appropriate 3GPP technical specifications when it is sufficiently stable. As such, neither all the discussions within this document are finished nor the procedures need to be completed. This TR may also contain some empty clauses. This TR will no longer be updated on a systematic manner and therefore contains information may become outdated.

* * * 2nd Change * * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
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[27]
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IETF RFC 3361: "Dynamic Host Configuration Protocol (DHCP-for-IPv4) Option for Session Initiation Protocol (SIP) Servers".
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IETF RFC 3646: "DNS Configuration options for Dynamic Host Configuration Protocol for IPv6 (DHCPv6)".
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IETF RFC 3319: "Dynamic Host Configuration Protocol (DHCPv6) Options for Session Initiation Protocol (SIP) Servers".
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IETF RFC 6020: "YANG - A Data Modeling Language for the Network Configuration Protocol (NETCONF)".
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IETF RFC 6991: "Common YANG Data Types".
[33]
IETF RFC 7950; "The YANG 1.1 Data Modeling Language".
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IETF RFC 7951: "JSON Encoding of Data Modeled with YANG".
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IETF RFC 8040: "RESTCONF Protocol".
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OpenAPI Initiative, "OpenAPI 3.0.0 Specification", https://github.com/OAI/OpenAPI-Specification/blob/master/versions/3.0.0.md.
[37]
3GPP TS 29.155: "Traffic steering control; Representational state transfer (REST) over St reference point".

[38]
3GPP TS 29.250: "Nu reference point between SCEF and PFDF for sponsored data connectivity".

[39]
3GPP TS 29.251: "Gw and Gwn reference points for sponsored data connectivity".

[40]
3GPP TS 29.116: "Representational state transfer over xMB reference point between Content Provider and BM-SC".
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IETF draft-wright-json-schema-01: "JSON Schema: A Media Type for Describing JSON Documents".
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IETF draft-ietf-cbor-cddl-00: "Concise data definition language (CDDL): a notational convention to express CBOR data structures".
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IETF draft-ietf-core-yang-cbor-04: "CBOR Encoding of Data Modeled with YANG".
[45]
3GPP TS 29.002: "Mobile Application Part (MAP) specification".

[46]
3GPP TS 29.328: "IP Multimedia (IM) Subsystem Sh interface; Signalling flows and message contents".

[47]
IETF RFC 7049: "Concise Binary Object Representation (CBOR)".
[48]
Presentation of Leonard Richardson at the QCon Conference. San Francisco (2008): "Justice Will Take Us Millions Of Intricate Moves", Act Three: "The Maturity Heuristic", https://www.crummy.com/writing/speaking/2008-QCon/act3.html.

[49]
Draft ETSI GS MEC 009 V1.0.1 (2017): "Mobile Edge Computing (MEC); General principles for Mobile Edge Service APIs".

[50]
Wikipedia article: "Remote procedure call", https://en.wikipedia.org/wiki/Remote_procedure_call.

[51]
API Design Guide, Google, "https://cloud.google.com/apis/design/".
[52]
IETF RFC 6202: "Known Issues and Best Practices for the Use of Long Polling and Streaming in Bidirectional HTTP".
[53]
IETF RFC 6455: "The Websocket Protocol".
[54]
IETF RFC 7230: "Hypertext Transfer Protocol (HTTP/1.1): Message Syntax and Routing".
[55]
3GPP TS 23.379: "Functional architecture and information flows to support Mission Critical Push To Talk (MCPTT); Stage 2".
[56]
3GPP TS 29.214: "Policy and Charging Control over Rx reference point".

[57]
3GPP TS 22.280: "Mission Critical Services Common Requirements".
[58]
3GPP TS 23.682: "Architecture enhancements to facilitate communications with packet data networks and applications".

[59]
IETF RFC 7541: "HPACK: Header Compression for HTTP/2".
[60]
IETF RFC 7231: "Hypertext Transfer Protocol (HTTP/1.1): Semantics and Content".
[61]
IETF RFC 7232: "Hypertext Transfer Protocol (HTTP/1.1): Conditional Requests".
[62]
IETF RFC 7233: "Hypertext Transfer Protocol (HTTP/1.1): Range Requests".
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IETF RFC 7234: "Hypertext Transfer Protocol (HTTP/1.1): Caching".
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IETF RFC 7235: "Hypertext Transfer Protocol (HTTP/1.1): Authentication".
[65]
C4-174201: "GSMA NG Signal LS to 3GPP CT4 on 5G signalling protocol requirements".

[nn]
3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System; Stage 2".

* * * 3rd Change * * * *

4.1.1
Architecture Requirements
Architecture requirement #1: The proposed solutions shall be aligned with the related functionality as described in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.503 [nn].
* * * 4th Change * * * *

4.2
Requirements for the 5G Policy Framework

5GPF requirement #1: The proposed stage 3 5G Policy Framework shall be aligned with the requirements as described in 3GPP TS 23.503 [nn], Annex A.1. That is:

1)
A generic PCC framework as defined in 3GPP TS 23.203 [4] including relevant 5G applicable parts for the 5G Policy Framework:
a)
The 5G Policy Framework includes the following Functional Elements: The Policy Function (PCF), the Session Management Function (SMF), the Application Function (AF), the Online Charging System (OCS), the User Data Repository (UDR) and the Network Exposure Function (NEF).
b)
The PCF shall be able to evaluate operator policies that are triggered by events received from the SMF, NEF, the AF, and the OCS.

c)
The PCF shall provide Rules for application and service data flow detection, gating, QoS and flow based charging to the SMF.
d)
The Policy Framework shall be able to manage the Packet Filter Descriptions (PFDs) in the SMF by the 3rd party AS via the NEF.
e)
The Policy Framework shall support to negotiate the background data transfer policy with the 3rd party AS via the NEF.
f)
The PCF shall implement a Front End to access subscription information relevant for policy decisions in a User Data Repository (UDR) including dynamic profile updates pushed by the UDR.

g)
Traffic Steering Control for steering traffic shall be supported for the services on the DN side of the N6 reference point.
h)
The Policy Framework shall support IMS Services, Multimedia Priority Services, Emergency Services and Mission critical services.

NOTE:
The existing PCC framework is applicable to PDU sessions of IP Type only.

2)
Extensions to the PCC framework defined in 3GPP TS 23.203 [4] include:
a)
The 5G Policy Framework includes the following additional Functional Elements: the Access and Mobility Policy Enforcement Function (AMF) and the Network Data Analytics (NWDA).

b)
The PCF shall be able to provide Access and Mobility Management related policies and UE policies to the AMF.

c)
The PCF shall be able to evaluate operator policies that are triggered by events received from the AMF.

d)
For a subscriber roaming in a visited PLMN, the visited PLMN shall be able to receive the subscriber's mobility policy data. 
e)
The PCF shall be able to take input from Network Data Analytics (NWDA) into consideration for policies on assignment of network resources and for traffic steering policies.
Editor's note:
The list in bullets 1 and 2 covers the high level requirements that are addressed in the document so far according to the current status of the specification(s). Additional or modified requirements are to be added when the related information is agreed. 
Editor's note:
Current list of requirements for the Policy Framework are based on an informative Annex in TS 23.503. This has to be updated and has to refer to the proper specification(s) when this information is made normative in stage 2.
5GPF requirement #2: The proposed stage 3 5G Policy Framework interfaces shall, in addition to 5G functionality, support the EPC functionality as defined in 3GPP TS 23.203 [4] in order to allow interworking with EPC networks.

5GPF requirement #3: The proposed stage 3 5G Policy Framework shall provide a mechanism for PCC network functions discovery and selection

5GPF requirement #4: The proposed stage 3 5G Policy Framework shall be able to provide the QoS mapping mechanisms to apply the proper 5G QoS information based on the relevant QoS information as provided by the Application Function and/or Network Exposure Function.

5GPF requirement#5: It shall be possible to apply QoS control at service data flow level, QoS flow level or PDU session level in the SMF.
5GPF requirement #6: A PCC rule may be predefined or dynamically provisioned at establishment and during the life time of a PDU-CAN session. The latter is referred to as a dynamic PCC rule.

5GPF requirement#7: The number of real-time PCC interactions shall be minimized although not significantly increasing the overall system reaction time. This requires optimized interfaces between the PCC nodes.
* * * End of Changes * * * *
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