Page 1



3GPP TSG-CT WG3 Meeting #90
C3-173214
Zhangiajie, China, 15 - 19 May 2017
	5PCR-Form-v0.3 

	PSEUDO  CR

	
	

	(

	Spec. number:
	29.890
	Current version:
	0.1.0
	(



	Title:                     
(

	UE Policies support

	
	

	Source:            
    (

	Ericsson, ZTE

	
	

	Work item code:  
(

	5GS_Ph1-CT
	

	
	

	Reason for           (
   

change:

	Impacts to support UE Policies are identified.

	
	

	Summary of 
change:                (

	Clause 5.8 is identified to include the functionality in the Policy framework to support UE Policies


	
	

	Consequences    (
  
if not agreed:
	UE Policies support will not be properly analysed.

	
	

	Other specs         (

	

	affected(if any):
	

	
	 

	
	

	Other comments (

	


Additional discussion(if needed):
…
Proposed changes:
*** 1st Change ***
5.2
Functional Entities
5.2.1
Policy Control Function (PCF)

The PCF is a functional element for policy control decision and flow based charging control functionalities. The PCF provides the following functions:

·  policy rules for application and service data flow detection, gating, QoS and flow based charging to the SMF

·  Access and Mobility Management related policies to the AMF. The policies provided from PCF to AMF includes, but not limited to the Mobility policy (e.g. RFSP index).
· UE policies that include Access Network discovery and selection policies and UE Route Selection Policies to the AMF.
The policy rule decisions made by the PCF may be based on one or more of the following:

-
Information obtained from the AF, e.g. the session, media and subscriber related information.

-
Information obtained from the User Data Repository (UDR), The PCF implements a Front End to access subscription information relevant for policy decisions in a User Data Repository.
-
Own PCF pre-configured information.
Editor's note:
It is FFS if the information obtained from the AMF, e.g. UE related and access related information can be the input for policy decision.

*** 2nd Change ***
5.8
UE Policies

This clause will analyse the different types of UE Policies and their structure within the 5G Policy Framework.
The PCF will provide UE policies to the AMF via the N15 reference point. Two types of UE policies are defined in 3GPP TS 23.501 [2]:
· Access Network discovery and selection policies

· UE Route Selection Policies (URSP).
Editor’s Note: The inclusion of Access Network discovery and selection policies over the N15 interface is FFS.
5.8.1
Access Network discovery and selection policies

These policies are used for the UE to select non-3GPP accesses and to decide how to route traffic between the selected 3GPP and non 3GPP accesses.
Editor’s note: The structure of these policies remain unspecified in stage 2.

5.8.2
UE Route Selection Policies (URSP)

These policies are used by the UE to determine how to route outgoing traffic. 
The following information needs to be provided as part of each UE Route Selection Policy:
· Traffic Filter: Filter information for the traffic (flow information or application identifier)
· Non-seamless Offload (more than one instance allowed, one per Non-3GPP access type). It includes:

· Traffic-Treatment: Traffic [Prohibited, Preferred, Permitted] to be offloaded to non-3GPP access outside of a PDU session
· Non-3GPP Access: Optional parameter to indicate the Non-3GPP network for which the traffic treatment applies.
· Non-3GPP Access priority: Optional parameter to indicate the priority
· Slice info (more than one instance allowed). It includes S-NSSAI information, i.e.:
· Slice/Service Type: Indicates expected Network Slice behaviour in terms of features and services
· Slice Differentiator: Optional parameter that complements the Slice/Service type(s) to allow further differentiation for selecting a Network Slice instance from the potentially multiple Network Slice instances that all comply with the indicated Slice/Service type
· Slice priority: Optional parameter to indicate the priority
Editor’s note: What info is provided as part of this information remains unspecified in stage 2.

· Continuity Type (more than one instance allowed, provided in priority order). It indicates the required SSC mode(s) [SSC Mode 1, SSC Mode 2, SSC Mode 3] for the matching traffic.
· DNN (more than one instance allowed, provided in priority order). It includes the required DNN(s) for the matching traffic. It is used to associate the matching traffic with one or more DNNs. 
Editor’s note: Whether the format of the DNN corresponds to the EPC APN needs further analysis. 

· Access Type (more than one instance allowed, provided in priority order): It indicates the type of access (3GPP or non-3GPP) on which the PDU session should be established for the matching traffic.  If the UE needs to establish a PDU session for the matching traffic, this indicates the type of access (3GPP or non-3GPP) on which the PDU session should be established. It may also indicate a prioritized list of accesses on which the PDU session establishment should be attempted.
Editor's note:
It is FFS if the size of the UE policies to be transferred and frequency of the rules update from the PCF to the UE would require additional transport options.
Editor's note:
It is FFS if part of the policies can be transferred via UDM.
*** End of Changes ***
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