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*** 1st Change ***
5.9.6.2
Allocation Retention Priority

The ARP is used to indicate the priority of allocation and retention, the pre-emption capability and pre-emption vulnerability for the Service Data Flow.

The Priority Level defines the relative importance of a resource request. This allows deciding whether a new QoS flow maybe accepted or needs to be rejected in case of resource limitations (typically used for admission control of GBR traffic). It mayalso be used to decide which existing QoS flow to pre-empt during resource limitations.
Values 1 to 15 are defined, with value 1 as the highest level of priority.

Values 1 to 8 should only be assigned for services that are authorized to receive prioritized treatment within an operator domain. Values 9 to 15 may be assigned to resources that are authorized by the home network and thus applicable when a UE is roaming.
The pre-emption capability of a Service Data Flow defines whether a service data flow mayget resources that were already assigned to another service data flow with a lower priority level.

The pre-emption vulnerability of a Service Data Flow defines whether a service data flow maylose the resources assigned to it in order to admit a service data flow with higher priority level.
The pre-emption capability and the pre-emption vulnerability may be enabled or disabled.
*** End of Changes ***
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