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1. Introduction
How to support of pre-defined PCC/ADC rule over Sx is to be specified.
"Editor’s note: It needs to be described the definition of the predefined PCC/ADC rules over Sx interface.

Editor’s note: It is FFS that how to provision the predefined PCC/ADC rules over Sx interface and define the corresponding parameters."
2. Reason for Change
2.1 Existing requirements
3GPP TS 23.214, subclause 5.11.1 has specified the following requirement to support of Pre-defined PCC rule:

A predefined PCC/ADC rule is configured in the CP function.

The traffic detection filters required in the UP function can be configured either in the CP function and provided to the UP function, as service data flow filter(s), or be configured in the UP function, as the application detection filter identified by an application identifier. For the latter case, the application identifier has to be configured in the UP function.

The traffic steering policy information can be configured in the UP function.

Policies for traffic handling in the UP function, which are referred by some identifiers corresponding to the parameters of a PCC/ADC rule, can be configured in the UP function.

When a predefined PCC/ADC rule is activated/deactivated by the PCRF, PGW-C/TDF-C shall decide what information has to be provided to the PGW-U/TDF-U to enforce the rule based on where the traffic detection filters (i.e. service data flow filter(s) or application detection filter), traffic steering policy information and the policies used for the traffic handling in the UP function are configured and where they are enforced:
-
If the predefined PCC/ADC rule contains an application identifier for which corresponding application detection filters are configured in the UP function, the PGW-C/TDF-C shall provide a corresponding application identifier to the UP function;

-
If the predefined PCC/ADC rule contains traffic steering policy identifier(s), the PGW-C/TDF-C shall provide a corresponding forwarding policy to the UP function;

-
If the predefined PCC/ADC rule contains service data flow filter(s), the PGW-C/TDF-C shall provide them to the PGW-U/TDF-U;

-
If the predefined PCC/ADC rule contains some parameters for which corresponding policies for traffic handling in the UP function are configured in the UP function, the PGW-C/TDF-C shall activate those traffic handling policies via their rule ID(s).

The CP function shall maintain the mapping between a PCC/ADC rule received over Gx/Sd and the flow level PDR rule(s) used on Sx.
As specified in TS 29.212: (See subclause 4.3.1 PCC Rule Definition and subclause 4b.3.2 Application Detection and Control Rule Definition)
A Predefined PCC rule is preconfigured in the PCEF, e.g. PGW. Predefined PCC rules can be activated or deactivated by the PCRF at any time, e.g. by provisioning a reference to this PCC rule within a Charging-Rule-Name AVP (the PCC rule name) and indicate the required action by choosing either the Charging-Rule-Install AVP (to activate) or the Charging-Rule-Remove AVP (to deactivate). Predefined PCC rules within the PCEF may be grouped allowing the PCRF to dynamically activate a set of PCC rules over the Gx reference point.
However, a predefined PCC rule is possible be configured in the PCEF including at least following parameters:
-
a rule name; (This is the reference to activate/deactivate the corresponding PCC rule)
-
service data flow filter(s);
-
application identifier;
-
precedence;

-
gate status;

-
QoS parameters;
-
indication for PS to CS session continuity; (Not applicable for CUPS)
-
service identifier;

-
charging key (i.e. rating group);
-
other charging parameters;

-
monitoring key;
-
sponsor identity;

-
application service provider identity;
-
indication of access network information reporting; (Not applicable for CUPS, for Netloc feature, control plane function)
-
redirect.
-
traffic steering policy identifier(s).
The same for ADC rule as below: 
A predefined ADC rule is preconfigured in the TDF. In the case of solicited reporting, the Predefined ADC rules can be activated or deactivated by the PCRF at any time. Predefined ADC rules within the TDF may be grouped allowing the PCRF to dynamically activate a set of ADC rules.

A predefined ADC rule is possible be configured in the TDF including at least following parameters:

-
a rule identifier;

-
TDF application identifier; 
-
service data flow filter(s);
-
precedence;

-
charging key (i.e. rating group);
-
other charging parameters;
-
monitoring key;

-
sponsor identity;

-
application service provider identity;
-
gate status;

-
UL maximum bit rate;

-
DL maximum bit rate;

-
redirect;
-
DL DSCP value;

-
Traffic steering policy identifier(s).

The rule identifier shall be used to reference an ADC rule in the communication between the TDF and the PCRF.
See subclause 4.5.2.8 and 4b.5.15 for provisioning of traffic steering control information via activating pre-defined PCC/ADC rule.

3. Conclusions

It is proposed to discuss these requirements and agree on the solution to support this.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.244 – 0.3.0.
* * * First Change * * * *

5.4.9
Provisioning of predefined PCC/ADC rules



A Predefined PCC rule is preconfigured in the PCEF, e.g. a PGW. Predefined PCC rules can be activated or deactivated by the PCRF at any time, e.g. by provisioning a reference to this PCC rule within a Charging-Rule-Name AVP (the PCC rule name) and indicate the required action by choosing either the Charging-Rule-Install AVP (to activate) or the Charging-Rule-Remove AVP (to deactivate). Predefined PCC rules within the PCEF may be grouped allowing the PCRF to dynamically activate a set of PCC rules over the Gx reference point, and in such case Charging-Rule-Base-Name AVP is used instead of using Charging-Rule-Name AVP.
A predefined ADC rule is preconfigured in the TDF. In the case of solicited reporting, the Predefined ADC rules can be activated or deactivated by the PCRF at any time. Predefined ADC rules within the TDF may be grouped allowing the PCRF to dynamically activate a set of ADC rules.
See subclauses 4.3.1 and 4b.3.2 of 3GPP TS 29.212[8].
The CP function shall enforce an activated predefined PCC or ADC rule by the PCRF in the UP function by: 
-
determining the service data filters or application IDs referred by the activated predefined PCC or ADC rule(s) and the corresponding QoS and charging control information respectively;
-
creating the necessary PDR(s) to identify the service data flow(s), application(s) that the predefined PCC or ADC rule refer to; 

-
creating the necessary QER for the QoS enforcement at service data flow or application level accordingly;

-
creating the necessary FAR if a new FAR to be created as result of Bearer binding and QoS control for forwarding the detected service data flow or application traffic, or to redirect or to apply traffic steering control if included in the predefined PCC/ADC rule;
-
creating the necessary URR(s) for each monitoring key included in the predefined PCC or ADC rule, e.g. 

-
service identifier;

-
charging key (i.e. rating group);
-
other charging parameters;

-
monitoring key;
-
sponsor identity;

-
application service provider identity; 

and

-
associating the created URR(s) to the newly created PDR(s);

- 
associating the existing FAR or the new FAR to the newly created PDR(s);
* * * End of Changes * * * *

Once the predefined PCC rule is activated, the corresponding PDR should be created and these two parameters can be included in PDI in the corresponding PDR(s).





These information can be included in the corresponding QER(s).





These information can be included in the corresponding 


URR(s).





These information can be included in the corresponding FAR(s).








