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Proposed changes:

*** 1st Change ***

1
Scope

The present document defines the requirements for Packet Domain interworking between a:

a)
PLMN and PDN;

b)
PLMN and PLMN. 

The present document is valid for a PLMN in A/Gb mode as well as for a PLMN in Iu mode. If text applies only for one of these systems it is explicitly mentioned by using the terms "A/Gb mode" and "Iu mode". Please note, that the A interface does not play any role in the scope of the present document although the term "A/Gb mode" is used. 
For inter-working between EPC PLMN and external networks, the present document is valid for both 3GPP accesses and non-3GPP accesses.
The present document also defines, in clause 17, the protocol for the Gmb interface, in clause 20, the protocol for the SGmb interface, and in clause 19, the protocol for the Mz interface.

The present document also defines, in clause 18, the usage of Radius at the Pk Reference Point between the GGSN and the Presence Network Agent.
The term "Packet Domain" includes both EPC based and non-EPC based Packet Domains. 
The present document also defines the specific requirements for rate control related to CIoT optimisations.
*** 2nd Change ***

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
Void.

[2]
3GPP TS 22.060: "General Packet Radio Service (GPRS); Service Description; Stage 1".

[3]
3GPP TS 23.060: "General Packet Radio Service (GPRS); Service Description; Stage 2".

[4]
Void.

[5]
Void.

[6]
Void.

[7]
Void.

[8]
Void.

[9]
Void.

[10]
3GPP TS 27.060: "Packet Domain; Mobile Station (MS) supporting Packet Switched services".

[11]
ITU-T Recommendation E.164: "The international public telecommunication numbering plan".

[12]
Void.

[13]
Void.

[14]
Void.

[15]
IETF RFC 768 (1980): "User Datagram Protocol" (STD 6).

[16]
IETF RFC 791 (1981): "Internet Protocol" (STD 5).

[17]
IETF RFC 792 (1981): "Internet Control Message Protocol" (STD 5).

[18]
IETF RFC 793 (1981): "Transmission Control Protocol" (STD 7).

[19]
IETF RFC 1034 (1987): "Domain names – concepts and facilities" (STD 7).

[20]
Void.

[21a]
IETF RFC 1661 (1994): "The Point-to-Point Protocol (PPP)" (STD 51).

[21b]
IETF RFC 1662 (1994): "PPP in HDLC-like Framing".
[22]
IETF RFC 1700 (1994): "Assigned Numbers" (STD 2).

[23]
3GPP TS 44.008: "Mobile radio interface layer 3 specification; Core Network protocols; Stage 3".

[24]
3GPP TS 29.060: "General Packet Radio Service (GPRS); GPRS Tunnelling Protocol (GTP) across the Gn and Gp interface".

[25]
IETF RFC 2794 (2000): "Mobile IP Network Address Identifier Extension for Ipv4", P. Calhoun, C. Perkins.

[26]
IETF RFC 2131 (1997): "Dynamic Host Configuration Protocol".

[27]
IETF RFC 1542 (1993): "Clarification and Extensions for the Bootstrap Protocol".

[28]
Void

[29]
Void.

[30]
IETF RFC 3344 (2002): "IP Mobility Support", C. Perkins.

[31]
IETF RFC 2486 (1999): "The Network Access Identifier", B. Aboba and M. Beadles.

[32]
Void.
[33]
Void.

[34]
Void.
[35]
Void.
[36]
Void.

[37]
IETF RFC 2290 (1998): "Mobile-Ipv4 Configuration Option for PPP IPCP", J. Solomon, S. Glass.

[38]
IETF RFC 2865 (2000): "Remote Authentication Dial In User Service (RADIUS)", C. Rigney, S. Willens, A. Rubens, W. Simpson.

[39]
IETF RFC 2866 (2000): "RADIUS Accounting", C. Rigney, Livingston.

[40]
3GPP TS 23.003: "Numbering, addressing and identification".

[41]
IETF RFC 3576 (2003): "Dynamic Authorization Extensions to Remote Authentication Dial In User Service (RADIUS)", M.Chiba, M.Eklund, D.Mitton, B.Aboba.

[42]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[43]
Void. 

[44]
Void.
[45]
IETF RFC 3118 (2001): "Authentication for DHCP Messages", R. Droms, W. Arbaugh.

[46]
IETF RFC 3315 (2003) "Dynamic Host Configuration Protocol for Ipv6 (DHCPv6)", R. Droms, J. Bound, B. Volz, T. Lemon, C. Perkins, M. Carney.

[47]
3GPP TS 24.229: "IP Multimedia Call Control Protocol based on SIP and SDP".

[48]
IETF RFC 2710 (1999): "Multicast Listener Discovery (MLD) for Ipv6", S. Deering, W. Fenner, B. Haberman.

[49]
IETF RFC 2460 (1998): "Internet Protocol, Version 6 (Ipv6) Specification", S.Deering, R.Hinden.

[50]
IETF RFC 3162 (2001): "RADIUS and Ipv6", B. Adoba, G. Zorn, D. Mitton.

[51]
IETF RFC 2548 (1999): "Microsoft Vendor-specific RADIUS Attributes", G.Zorn.

[52]
3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".

[53]
Void

[54]
3GPP TS 24.008: "Mobile radio interface layer 3 specification; Core Network protocols; Stage 3".

[55]
Void.

[56]
Void
[57]
Void.

[58]
IETF RFC 1035 (1987): "Domain names – implementation and specification" (STD 13).

[59]
Void.

[60]
IETF RFC 1771 (1995): "A Border Gateway Protocol 4 (BGP-4)".

[61]
IETF RFC 1825 (1995): "Security Architecture for the Internet Protocol".

[62]
IETF RFC 1826 (1995): "IP Authentication Header".

[63]
IETF RFC 1827 (1995): "IP Encapsulating Security Payload (ESP)".

[64]
Void.
[65]
3GPP TS 23.246: "Multimedia Broadcast/Multicast Service (MBMS) Architecture and Functional Description".

[66]
IETF RFC 3588: "Diameter Base Protocol".
[67]
IETF RFC 4005 (2005): "Diameter Network Access Server Application".

[68]
3GPP TS 23.141: "Presence Service; Architecture and functional description".

[69]
3GPP TS 32.422: "Subscriber and equipment trace: Trace Control and Configuration Management".

[70]
3GPP TS 48.018: "Base Station System (BSS) – Serving GPRS Support Node (SGSN); BSS GPRS Protocol (BSSGP)".
[71]
3GPP TS 23.107: "Quality of Service (QoS) Concept and Architecture".
[72]
3GPP TS 25.346: "Introduction of the Multimedia Broadcast Multicast Service (MBMS) in the Radio Access Network (RAN)".

[73]
IETF RFC 4604 (2006): "Using Internet Group Management Protocol Version 3 (IGMPv3) and Multicast Listener Discovery Protocol Version 2 (MLDv2) for Source-Specific Multicast".

[74]
IETF RFC 4607 (2006): "Source-Specific Multicast for IP".
[75]
3GPP TS 29.212: "Policy and Charging Control (PCC); Reference points".

[76]
3GPP TS 29.213: "Policy and charging control signalling flows and Quality of Service (QoS) parameter mapping".
[77]
3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access".
[78]
3GPP TS 23.402: "Architecture enhancements for non-3GPP accesses".
[79]
IETF RFC 4039 (2005): "Rapid Commit Option for the Dynamic Host Configuration Protocol version 4 (DHCPv4)".

[80]
IETF RFC 3736 (2004): "Stateless Dynamic Host Configuration Protocol (DHCP) Service for Ipv6".

[81]
3GPP TS 29.274: "Evolved GPRS Tunnelling Protocol for EPS (GTPv2)".
[82]
IETF RFC 4291 (2006): "IP Version 6 Addressing Architecture".
[83]
IETF RFC 4862 (2007): "Ipv6 Stateless Address Autoconfiguration".
[84]
3GPP TS 24.301: "Non-Access-Stratum (NAS) protocol for Evolved Packet System (EPS)".

[85]
IETF RFC 2132 (1997): "DHCP Options and BOOTP Vendor Extensions".

[86]
IETF RFC 3361 (2002): "Dynamic Host Configuration Protocol (DHCP-for-Ipv4) Option for Session Initiation Protocol (SIP) Servers".

[87]
IETF RFC 3646 (2003): "DNS Configuration options for Dynamic Host Configuration Protocol for Ipv6 (DHCPv6)".

[88]
IETF RFC 3319 (2003): "Dynamic Host Configuration Protocol (DHCPv6) Options for Session Initiation Protocol (SIP) Servers".
[89]
IETF RFC 4861 (2007): "Neighbor Discovery for IP Version 6 (Ipv6)".

[90]
3GPP TS 23.203: "Policy and charging control architecture".
[91]
IETF RFC 4739 (2006): "Multiple Authentication Exchanges in the Internet Key Exchange (IKEv2) Protocol".
[92]
3GPP TS 25.413: "UTRAN Iu Interface RANAP Signalling".
[93]
IETF RFC 5176 (2008): "Dynamic Authorization Extentions to Remote Authentication Dial In User Service (RADIUS)".
[94]
3GPP TS 36.331: "Evolved Universal Terrestrial Radio Access (E-UTRA); Radio Resource Control (RRC); Protocol specification".
[95]
3GPP TS 23.380: "IMS Restoration Procedures".

[96]
3GPP TS 29.303: "Domain Name System Procedures; Stage 3".
[97]
IETF RFC 4818 (2007): "RADIUS Delegated-Ipv6-Prefix Attribute".
[98]
3GPP TS 36.300: "Evolved Universal Terrestrial Radio Access (E-UTRA) and Evolved Universal Terrestrial Radio Access Network (E-UTRAN); Overall description"
[99]
3GPP TS 23.221: "Architectural requirements".
[100]
3GPP TS 23.682: "Architecture Enhancements to facilitate communications with Packet Data Networks and Applications".

[101]
3GPP TS 29.336: "Home Subscriber Server (HSS) Diameter interfaces for interworking with packet data networks and applications".

[102]
IETF RFC 4282 (2005): "The Network Access Identifier".
[103]
3GPP TS 29.275: "Proxy Mobile Ipv6 (PMIPv6) based Mobility and Tunnelling protocols; Stage 3".
[104]
3GPP TS 23.007: "Restoration procedures".
[105]
3GPP TS 29.229: "Cx and Dx interfaces based on Diameter protocol; Protocol details".
[106]
3GPP TS 25.446: "MBMS synchronisation protocol (SYNC)".

[107]
3GPP TS 25.323: "Packet Data Convergence Protocol (PDCP) specification".

[108]
Void.

[109]
IETF RFC 4960 (2007): "Stream Control Transmission Protocol".
 [aa]
3GPP TS 29.128: "Mobility Management Entity (MME) and Serving GPRS Support Node (SGSN) interfaces for interworking with packet data networks and applications".

*** 3rd Change ***

Annex X (normative):
Rate control related to Cellular Internet Of Things (CIoT) optimisations

X.1
General

The present annex defines specific requirements for rate control related to CIoT optimisations.
X.2
Support of rate control of user data
The rate of user data sent to and from a UE (e.g. a UE using CIoT EPS Optimizations) can be controlled in two different ways:

-
Serving PLMN rate control

-
APN rate control 

Serving PLMN rate control is further described in 3GPP TS 23.401 [77].
The APN rate control parameters are a part of the configuration data stored in the PGW and is configured on per APN basis.

APN rate control allows HPLMN operators on per APN and user to control the amount of user data sent DL and UL.
This is done with help of policing user data on a maximum number of user data packets per time unit and/or maximum number of user data octets per time unit both DL and UL.
APN rate control DL policing is done in the PGW or the SCEF and the APN rate control policing UL is done in the UE. The PGW or SCEF can also do APN rate control UL policing.
For further information on APN rate control UL in the UE, see 3GPP TS 24.301 [84].
For further information on APN rate control in the SCEF, see 3GPP TS 29.128 [aa]. 
NOTE:
Existing AMBR mechanisms are not suitable for such a service since, for radio efficiency and UE battery life reasons, an AMBR of e.g. > 100kbit/s is desirable and such an AMBR translates to a potentially large daily data volume.
X.2.1
APN Rate Control in the PGW
To enable APN rate control it shall be configured in the PGW on per APN.
The APN rate control parameters, if configured, shall consist of:

· the maximum number of DL user data packets per time unit, and/or

· the maximum number of DL user data octets per time unit, and
· the maximum number of UL user data packets per time unit, and/or

· the maximum number of UL user data octets per time unit.
Possible time units shall be, minute, hour, day or week.

If the UE does not indicate APN rate control support, the PGW may refrain from providing APN rate control information to the UE.
NOTE a:
The UE indicates support for APN rate control with help of an indicator in the Protocol Configuration Options IE (PCO IE), see 3GPP TS 24.008 [54] for IE definition. The APN rate control indicator within the PCO IE is received at IP-CAN session establishment.
NOTE b:
The UE and network support of the Extended Protocol Configuration Options IE (ePCO IE), is indicated with help of the Indication IE. The ePCO support indication within the Indication IE can be received at IP-CANsession establishment or at IP-CAN session modification. See 3GPP TS 29.274 [81] for IE definition.
If the APN rate control is supported by the UE and the Indication IE is received indicating support of ePCO IE at the IP-CAN session establishment request and the PGW supports the ePCO IE, the PGW shall in the reply, if configured for the APN used, include APN UL rate control information in the ePCO IE, see 3GPP TS 24.008 [54] for IE definition.
If the ePCO IE is not supported the PGW shall use the PCO IE.
If the APN rate control UL parameter(s) is modified and the ePCO IE is supported, the PGW shall initiate an IP-CAN session modification procedure and include the APN UL rate control information in the ePCO IE. 
If the ePCO IE is not supported the PGW shall use the PCO IE.
The PGW may also inform the UE of any DL APN rate control that it intends to enforce in the PGW using the ePCO IE or PCO IE, both at IP-CAN session establishment and if modified at IP-CAN session modification.
The PGW shall enforce the APN rate control per UE and APN according to the configuration for DL and may enforce APN rate control for UL.  
NOTE c:
The UE locally enforces this uplink APN rate control instruction. The UE considers this APN rate control instruction as valid until it receives a new one from the PGW.
X.2.2
Serving PLMN Rate Control information handling in the PGW
If Serving PLMN rate control information is received in the Serving PLMN Rate Control IE from the MME, the PGW shall store this information and use that for rate control enforcement DL for this UE.
If the PGW previously have received Serving PLMN rate control information, the PGW shall behave as follows:
· If the PGW receives new Serving PLMN rate control information in the Serving PLMN Rate Control IE from the MME, the PGW shall replace the old Serving PLMN rate control information with the new Serving PLMN rate control information and use that for rate control enforcement DL for this UE.
· If the PGW receives no Serving PLMN rate control information in the Serving PLMN Rate Control IE from the MME in an IP-CAN session establishment or an IP-CAN session modification , the PGW shall still consider the latest received Serving PLMN rate control information from the MME as valid.
· If PGW receives an indication that Serving PLMN rate control does not apply in the Serving PLMN Rate Control IE, the PGW shall remove the rate control information based on Serving PLMN rate control information.
See 3GPP TS 29.274 [81] for Serving PLMN Rate Control IE definition.
APN rate control, if configured, also applies for the same IP-CAN session, see subclause X.2.1.
*** End of Changes ***

