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*** 1st Change ***

5c.6.1
General
St Messages shall use the Diameter Application described in subclause 5c.1.

Existing Diameter command codes from the Diameter base protocol RFC 3588 [5] and from the Diameter Sd protocol are used. In additions, the TNR and TNA commands are defined.

The St application identifier shall be included in the Auth-Application-Id AVP for the reused commands. The St application identifier shall also be included in the Auth-Application-Id AVP within the Vendor-Specific-Application-Id grouped AVP contained in the TDF-Session-Request/Answer commands.
Every command is defined by means of the ABNF syntax in IETF RFC 2234 [55], and according to the rules in IETF RFC 3588 [5].

NOTE:
Some of the AVPs included in the messages formats below are in bold to highlight that these AVPs are used by this specific protocol and do not belong to the original message definition in the Diameter Base Protocol RFC 3588 [5], or to the standard set of AVPs required in most Diameter commands.
The following Command Codes are defined for the St Diameter application, as allocated by IANA from the vendor-specific namespace defined in IETF RFC 5719 [54]:

Table 5c.6.1.1: Command-Code values for St

	Command-Name
	Abbreviation
	Code
	Section

	TSSF-Notification-Request
	TNR
	8388731
	5c.6.6

	TSSF-Notification-Answer
	TNA
	8388731
	5c.6.7



*** 2nd Change ***

5c.6.6
TSSF-Notification-Request (TNR) Command

The TNR command, indicated by the Command-Code field set to xxxxx and the 'R' bit set in the Command Flags field, is sent by the TSSF to the PCRF in order to provide notifications.
Message Format:

<TN-Request> ::= < Diameter Header: 8388731, REQ, PXY >





 < Session-Id >




 [ DRMP ]




 { Vendor-Specific-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }




 { Destination-Host }




 [ Origin-State-Id ]




*[ ADC-Rule-Report]




 [ OC-Supported-Features ]




*[ Proxy-Info ]





*[ Route-Record ]




*[ AVP ]
*** 3rd Change ***

5c.6.7
TSSF-Notification-Answer (TNA) Command

The TNA command, indicated by the Command-Code field set to xxx and the 'R' bit cleared in the Command Flags field, is sent by the PCRF to the TSSF in response to the TNR command.

Message Format:
<TN-Answer> ::=  < Diameter Header: 8388731, PXY >





 < Session-Id >




 [ DRMP ]





 { Vendor-Specific-Application-Id }





 { Origin-Host }





 { Origin-Realm }




 [ Result-Code ]





 [ Experimental-Result ]




 [ OC-Supported-Features ]





 [ OC-OLR ]




 [ Origin-State-Id ]





 [ Error-Message ]





 [ Error-Reporting-Host ]





*[ Failed-AVP ]





*[ Proxy-Info ]





*[ Route-Record ]




*[ AVP ]
*** End of Changes ***

