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1. Introduction
In the last meeting, a LS is sent to the SA3 for guidance. A reply LS was received in this meeting.
2. Reason for Change
None
3. Conclusions
Include the guidance from SA3 in the TS.
4. Proposal

It is proposed to agree the following changes to 3GPP TS <TS number and version>.
* * * First Change * * * *
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* * * Second Change * * * *

6
Secure communication


The NDS/IP network layer security defined in 3GPP TS 33.210 [x] is used to secure communication.
* * * End of Changes * * * *

