Page 1



CT WG3 Meeting #82bis
C3-154017
12 - 16 October 2015, Belgrade, Serbia

	CR-Form-v11.1

	CHANGE REQUEST

	

	
	29.468
	CR
	0017
	rev
	-
	Current version:
	12.3.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X


	

	Title:

	Editorial corrections of typo nature

	
	

	Source to WG:
	one2many

	Source to TSG:
	CT WG3

	
	

	Work item code:
	GCSE_LTE-CT, TEI12
	
	Date:
	2015-10-16

	
	
	
	
	

	Category:
	D
	
	Release:
	Rel-13

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)

	
	

	Reason for change:
	The specification contains a number of issues of editorial nature

	
	

	Summary of change:
	Editorial modifications

	
	

	Consequences if not approved:
	

	
	

	Clauses affected:
	4.2.1, 4.2.2, 5.2.2, 6.6.2, 6.6.3, 6.6.4, 6.6.5, 7.1, 7.2

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


* * * First Change * * * *

4.2.1
Group Communication Service Application Server (GCS AS)

The GCS AS is defined in TS 23.468 [4] and supports the following functionality:

-
Exchanging GC1 signalling with the UE.

-
Receiving unicast uplink data from the UE via the SGi reference point.

-
Delivery of data to all the UEs belonging to a group using unicast delivery over the SGi reference point and/or MBMS delivery over the MB2 reference point.

-
Support for service continuity procedures for a UE to switch between unicast delivery and MBMS delivery.

-
For MBMS delivery:

-
MB2‑C procedures defined in TS 23.468 [4], for requesting the BM‑SC to activate, deactivate, modify an MBMS bearer, allocate/deallocate TMGI.

-
Forwarding of data to be delivered via an MBMS bearer to the BM‑SC via the MB2‑U reference point.

4.2.2
Broadcast-Multicast Service Centre (BM‑SC)

The BM‑SC is defined in TS 23.246 [3], with additions related to the MB2 reference point in TS 23.468 [4], and supports the following functionality:

-
MBMS Broadcast Mode procedures defined in TS 23.246 [3] (stage 2) and in TS 29.061 [6] (stage 3).

-
MB2‑C procedures defined in TS 23.468 [4], for activating, deactivating, modifying an MBMS bearer, allocating/deallocating TMGI and notifying the TMGI expiry or the MBMS Bearer condition to GCS AS.

-
SGmb procedures for controlling MBMS broadcast bearers defined in TS 29.061 [6].

-
Reception of user data from the GCS AS via the MB2‑U reference point and forwarding those data via the SGi‑mb reference point as described in TS 29.061 [6].

* * * Next Change * * * *

5.2.2
TMGI Deallocation Procedure

The TMGI Deallocation procedure may be used by the GCS AS to immediately release a set of TMGIs, irrespective of their expiration times.

To apply this procedure, the GCS AS shall send a GCS‑Action‑Request (GAR) command including the TMGI‑Deallocation‑Request AVP. If the GCS AS desires to deallocate some, but not all currently allocated TMGIs, it shall include TMGI AVPs for all TMGIs that are to be deallocated within the TMGI‑Deallocation‑Request AVP. If the GCS AS desires to deallocate all currently allocated TMGIs, it shall not include TMGI AVPs within the TMGI‑Deallocation‑Request AVP.

Upon reception of a GCS‑Action‑Request (GAR) command including the TMGI‑Deallocation‑Request AVP, the BM‑SC shall determine whether the GCS AS is authorized to deallocate the TMGIs. If no Route‑Record AVP(s) are present, the BM‑SC shall derive the identity of the GCS AS from the Origin‑Host AVP. If Route‑Record AVP(s) are present, the BM‑SC shall authorize the request if the identity within the first Route‑Record AVP matches the GCS AS authorized to use the TMGIs.
The BM‑SC shall then send the GCS‑Action‑Answer (GAA) command and shall include a TMGI‑Deallocation‑Response AVP for each TMGI contained in the TMGI‑Deallocation‑Request AVP. Each TMGI‑Deallocation‑Response AVP shall include the affected TMGI in the TMGI AVP. For an unsuccessful TMGI deallocation, the TMGI‑Deallocation‑Response AVP shall also include the TMGI‑Deallocation‑Result AVP.

When the GCS AS requests the deallocation of a TMGI with some related active MBMS bearers, the BM‑SC shall terminate those bearer(s).
* * * Next Change * * * *

6.6.2
GCS-Action-Request (GAR) command

The GAR command, indicated by the Command-Code field set to 8388662 and the 'R' bit set in the Command Flags field, is sent by the GCS AS to the BM‑SC as part of the MBMS bearer activation, modification, or deactivation procedure, or as part of the TMGI allocation or deallocation procedure.
Message Format:

<GA-Request> ::= <Diameter Header: 8388662, REQ, PXY >

                 < Session-Id >

                 { Auth-Application-Id }

                 { Auth-Session-State }
                 { Origin-Host }

                 { Origin-Realm }

                 { Destination-Realm }

                 [ Destination-Host ]

                 [ Origin-State-Id ]

                *[ Proxy-Info ]

                *[ Route-Record ]

                *{ Supported-Features }
                 [ TMGI-Allocation-Request ]

                 [ TMGI-Deallocation-Request ]

                *[ MBMS-Bearer-Request ]
                 [ Restart-Counter ]
                *[ AVP ]
6.6.3
GCS-Action-Answer (GAA) command

The GAA command, indicated by the Command-Code field set to 8388662 and the 'R' bit cleared in the Command Flags field, is sent by the BM‑SC to the GCS AS as part of the MBMS bearer activation, modification, or deactivation procedure, or as part of the TMGI allocation or deallocation procedure.

Message Format:

<GA-Answer> ::=  < Diameter Header: 8388662, PXY >

                 < Session-Id >

                 { Auth-Application-Id }

                 { Auth-Session-State }

                 { Origin-Host }

                 { Origin-Realm }

                 [ Result-Code ]

                 [ Experimental-Result ]

                 [ Error-Message ]

                 [ Error-Reporting-Host ]

                *[ Failed-AVP ]

                 [ Origin-State-Id ]

                *[ Redirect-Host ]

                 [ Redirect-Host-Usage ]

                 [ Redirect-Max-Cache-Time ]

                *[ Proxy-Info ]

                *{ Supported-Features }
                 [ TMGI-Allocation-Response ]

                *[ TMGI-Deallocation-Response ]

                *[ MBMS-Bearer-Response ]
                 [ Restart-Counter ]
                *[ AVP ]
6.6.4
GCS-Notification-Request (GNR) command

The GNR command, indicated by the Command-Code field set to 8388663 and the 'R' bit set in the Command Flags field, is sent by the BM‑SC to the GCS AS as part of the MBMS Bearer Status Indication procedure.

Message Format:

<GN-Request> ::= < Diameter Header: 8388663, REQ, PXY >

                 < Session-Id >

                 { Auth-Application-Id }

                 { Auth-Session-State }

                 { Origin-Host }

                 { Origin-Realm }

                 { Destination-Realm }

                 { Destination-Host }

                 [ Origin-State-Id ]

                *[ Proxy-Info ]

                *[ Route-Record ]

                 [ TMGI-Expiry ]

                *[ MBMS-Bearer-Event-Notification ]
                 [ Restart-Counter ]
                *[ AVP ]

6.6.5
GCS-Notification-Answer (GNA) command

The GNA command, indicated by the Command-Code field set to 8388663 and the 'R' bit cleared in the Command Flags field, is sent by the GCS AS to the BM‑SC as part of the MBMS Bearer Status Indication procedure.

Message Format:

<GN-Answer> ::=  < Diameter Header: 8388663, PXY >

                 < Session-Id >

                 { Auth-Application-Id }

                 { Auth-Session-State }
                 { Origin-Host }

                 { Origin-Realm }

                 [ Result-Code ]

                 [ Experimental-Result ]
                 [ Origin-State-Id ]
                 [ Error-Message ]

                 [ Error-Reporting-Host ] 

                *[ Redirect-Host ]

                 [ Redirect-Host-Usage ]

                 [ Redirect-Max-Cache-Time ]

                *[ Failed-AVP ]

                *[ Proxy-Info ]

                 [ Restart-Counter ]
                *[ AVP ]

* * * Next Change * * * *

7.1
Protocol Stack
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Figure 7.1-1: The user plane protocol stack without security protocols on the MB2-U reference point and in the EPC
Figure 7.1‑1 depicts the MB2‑U protocol stack without security protocols. The stack shall include:

-
User plane data, for instance an IP layer and UDP layer. The user plane data are transparently transported between the GCS AS and the UE. The BM‑SC shall forward these protocol layers transparently.

NOTE:
The user plane data can contain data related to several services, which are transported in the same MBMS bearer. The multiplexing protocol is transparent to the BM-SC.

-
UDP according to IETF RFC 768 [12]. UDP shall be terminated at the GCS AS and BM‑SC.

-
IP transported by lower layers L1 and L2. These layers shall be terminated at the GCS AS and BM‑SC.

Figure 7.1‑1 also depicts the SGi-mb protocol stack defined in TS 29.061 [6] and the M1 protocol stack as defined in TS 29.274 [8] and TS 29.281 [9] for informational purposes.
The security solutions for the MB2‑U reference point in Annex N.3 of TS 33.246 [10] shall apply. The MB2‑U protocol stack is augmented depending on the selected security protocol:

-
If DTLS (IETF RFC 6347 [21]) is used, it resides in the MB2‑U protocol stack between UDP and the user plane data as shown on Figure 7.1‑2.

-
If IPSec is used without UDP encapsulation for NAT traversal, IKE (IETF RFC 5996 [17]), is transported on top of UDP during the security association establishment, and ESP (IETF RFC 4303 [20]), resides in the MB2‑U protocol stack between IP and UDP, as shown on Figure 7.1‑3.

-
If IPSec is used with possible UDP encapsulation for NAT traversal, IKE (IETF RFC 5996 [17]), is transported on top of UDP during the security association establishment. IKE is used according to IETF RFC 3947 [18] to negotiate if UDP encapsulating of ESP is used for NAT-Traversal. If UDP encapsulating of ESP ( IETF RFC 3948 [19]), is used, a lower IP layer, a lower UDP layer and ESP reside in the MB2‑U protocol stack between L1/L2 and the IP layer shown in Figure 7.1‑1; see Figure 7.1‑4. Otherwise, ESP (IETF RFC 4303 [20]), resides in the MB2‑U protocol stack between IP and UDP.
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Figure 7.1-2: MB2-U Protocol stack with DTLS Security
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Figure 7.1-3: MB2-U Protocol stack with IPSec Security without UDP encapsulation
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Figure 7.1-4: MB2-U Protocol stack with IPSec Security with UDP encapsulation
7.2
Procedures

When receiving an MBMS bearer allocation request via the MB2‑C reference point, the BM‑SC shall select an own IP address to receive user plane data from the GCS AS sending the request. The BM‑SC shall also allocate a value for the UDP port that is unique on the selected IP address for the MBMS bearer to be activated. The BM‑SC shall decide whether to use MB2‑U Security. The BM‑SC shall send the IP address (within the BMSC‑Address AVP), the UDP port value (within the BMSC‑Port AVP), and, if MB2‑U Security is applied, a request to use user plane security (within the MB2U‑Security AVP),  in the response to the MBMS bearer allocation request via the MB2‑C reference point to the GCS AS.
If security was requested by the BM‑SC, the GCS AS shall either establish a new security association or reuse an existing security association towards the BM‑SC. The security protocol (DTLS or IKE/IPSec) to be used over MB2‑U needs to be configured in the GCS AS, possibly dependent on BM‑SC and/or target network.

For IPSec, the IP address shall also apply to the transport of IKE.

NOTE 1:
Well-known UDP ports are used for IKE.

For UDP encapsulation of ESP, IETF RFC 3948 [19], the IP address shall apply both to the lower IP layer and the upper IP layer layer shown in Figure 7.1-4. The UDP port shall apply to the upper IP layer layer shown in Figure 7.1-4.

NOTE 2:
A well-known UDP port for ESP is used in the lower layer.

The BM‑SC shall then transparently forward any user plane data within UDP packets, which are received over the MB2‑U reference point at the allocated UDP port on the selected IP address, to the corresponding MBMS bearer at the SGi-mb interface. The BM‑SC shall continue forwarding received payload until the corresponding MBMS Bearer is deallocated.

When receiving an MBMS bearer allocation response via the MB2‑C reference point, the GCS AS shall store the contained IP address and UDP port and may send user plane data for the corresponding MBMS bearer until the MBMS Bearer is deallocated.

NOTE 3:
The GCS AS will be informed about the MBMS bearer deallocation by MB2‑C procedures defined in clause 6.

To send user plane data towards the MBMS bearer, the GCS AS shall encapsulate them in UDP; it shall use the UDP port signalled by the BM‑SC as destination UDP port, and it shall send the resulting packets towards the IP address signalled by the BM‑SC.

* * * End of Changes * * * *
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