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1. Introduction
FMSS is defined in stage 2 and needs to be defined in stage 3
2. Reason for Change
Secure communication needs to be defined.
3. Conclusions

Secure communication is defined.
4. Proposal

It is proposed to agree the following changes to 3GPP TS <TS number and version>.
* * * First Change * * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 23.203: "Policy and charging control architecture".
[x]
3GPP TS 33.310: "Network Domain Security (NDS); Authentication Framework (AF)".

[y]
IETF RFC 2818: "HTTP Over TLS".

* * * Second Change * * * *
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TS 33.310 [x] provides a highly scalable entity authentication framework for 3GPP network nodes.

The unsecured HTTP protocol may be combined with TLS [y] in order to provide confidentiality and integrity protection. HTTP/TLS is differentiated from HTTP URIs by using the "HTTPS" scheme in place of the "HTTP" scheme. Mutual authentication shall be enabled in TLS for authenticating.
* * * End of Changes * * * *

