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1. Introduction
This document proposes to include the functionality elements for service exposure functionality over Nt reference point.
2. Reason for Change
Add the architecture overview for service exposure functionality over Nt reference point.
3. Proposal

It is proposed to agree the following changes to 3GPP TS29.xxx v0.0.0.
* * * First Change * * * *

4.2
Functional elements

Editor's note: This clause shall include a description of the functional elements, on which the Nt reference point has an influence. The issues related to the Nt reference point shall be described. 
4.2.1
PCRF
The PCRF is a functional element that encompasses policy control decision and flow based charging control functionalities.
The PCRF shall retrieve all existing transfer policies stored for any application service providers from the SPR. Afterwards, the PCRF shall use the information provided by the AF and other available information (e.g. network policy, congestion level (if available), load status estimation for the required time window and network area, existing transfer policies) to determine one or more transfer policies to the application service provider. The PCRF shall provide the transfer policies to the AF by SCEF together with a reference ID. The PCRF receives the selected transfer policy from the AF via the SCEF and stores it in the SPR together with the reference ID and the network area information.
 At the time the background data transfer is about to start, according to the reference ID and the AF session information received from the AF, the PCRF retrieves the corresponding transfer policy from the SPR and derives the PCC rules for the background data transfer according to this transfer policy.
4.2.2
SCEF

The SCEF is a functional element which provides a means to securely expose the services and capabilities provided by 3GPP network interfaces. 
The SCEF is always within the trust domain. The functionality of the SCEF includes the following:
-
Authentication and Authorization:
-
Identification of the API consumer,
-
Profile management,

-
Access control list management.
NOTE 1:
Authentication and Authorization of the requests received from the SCS/AS is outside the scope of 3GPP specifications.
-
Ability for the external entities to discover the exposed service capabilities
-
Policy enforcement:

-
Infrastructural Policy: policies to protect platforms and network. 

-
Business Policy: policies related to the specific functionalities exposed. 

-
Application Layer Policy: policies that are primarily focused on message payload or throughput provided by an application. 
-
Assurance:

-
Integration with O&M systems,

-
Assurance process related to usage of APIs.

-
Accounting for inter operator settlements. 
-
Abstraction: hides the underlying 3GPP network interfaces and protocols to allow full network integration. The following functions are among those that may be supported:
-
Underlying protocol connectivity, routing and traffic control,
-
Mapping specific APIs onto appropriate network interfaces,
-
Protocol translation.
NOTE 2:
Abstraction is applied only in cases where required functionality is not natively provided by 3GPP network
The SCEF shall protect the other PLMN entities (e.g. HSS, MME) from requests exceeding the permission arranged in the SLA with the third-party service provider.

When needed, the SCEF supports mapping between information exchanged with SCS/AS (e.g. geographical identifiers) and information exchanged with internal PLMN functions (e.g. cell-Id / ENB-Id / TAI / MBMS SAI , etc.). This mapping is assumed to be provided by the SCEF based on local configuration data.
* * * End of Change * * * *

