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	First Change


3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [7] and the following apply: An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [7].

ALTC
ALTernative Connection

APP
APPlication-defined RTCP packet

ATCF
Access Transfer Control Function

ATGW
Access Transfer Gateway
B2BUA
Back-to-Back User Agent

BFCP
Binary Floor Control Protocol

BGCF
Breakout Gateway Control Function

CS-TrGW
CS (domain) TrGW
CVO
Coordination of Video Orientation
DRVCC
Dual Radio Voice Call Continuity
ECN
Explicit Congestion Notification

ECN-CE
ECN Congestion Experienced

EVS
Enhanced Voice Services

IBCF
Interconnect Border Control Function

ICE
Interactive Connectivity Establishment
ICS
IMS Centralized Services

I-CSCF
Interrogating CSCF

IMS-ALG
IMS - Application Level Gateway

ITU-T
International Telecommunication Union – Telecommunication Standardization Sector

MboIP
Mb over IP
MPS
Multimedia Priority Service
MRFP
Multimedia Resource Function Processor

MSRP
Message Session Relay Protocol
NAT/NAPT
Network Address Translation / Network Address and Port Translation

NA (P) T-PT
Network Address (and Port) Translation - Protocol Translation

OMR
Optimal Media Routeing

P-CSCF
Proxy CSCF
ROI
Region of Interest
RTCP
Real Time Control Protocol

SCTP
Stream Control Transmission Protocol

SIP UA
SIP User Agent

STUN
Session Traversal Utilities for NAT

UAC
User Agent Client

UAS
User Agent Server
URN
Uniform Resource Name
THIG
Topology Hiding Internetwork Gateway
TLS
Transport Layer Security

TRF
Transit and Roaming Function
TrGW
Translation GateWay

WAN
Wide Area Network

	Second Change


10.2.0
Introduction

The following functions shall be supported by the TrGW:

-
Gate Management including:

 o
Opening/closing of gates;

 o
Remote source address filtering; and

 o
Remote source port filtering;

-
QoS packet marking (differentiated services);

-
NAPT and IP Version Interworking;

-
Bandwidth policing;

-
Hanging termination detection;

-
IP Realm Indication;

-
Media Control; and

-
Through-Connection.

Additionally, the following functions may be supported by the TrGW:

-
Resource allocation per flow;

-
Media Inactivity Detection;

-
IP Realm Availability;

-
Optimal Media Routeing;
-
Explicit Congestion Notification support;
-
Emergency Call;

-
IMS end-to-end media plane security;

-
Access Transfer procedures with media anchored in ATGW;

-
Multimedia Priority Service;

-
RTP Header extension to signal Coordination of Video Orientation and Video Region of Interest (ROI);

-
Generic image attribute; and

-
Interactive Connectivity Establishment.
	Third Change (new)


10.2.x
Video Region of Interest (ROI)

10.2.x.1
General
The IBCF and the TrGW may support the Video Region of Interest (ROI) as defined in 3GPP TS 26.114 [36].

If the IBCF receives an SDP body containing the RTP header extension attribute(s) "a=extmap", as defined in IETF RFC 5285 [45], and if "a=extmap" attribute indicates the ROI URN (i.e. the ROI URN for sent video ROI information) as defined in 3GPP TS 26.114 [36], then:

a)
if the IBCF and the TrGW support the ROI feature:

-
the IBCF shall include an "extended RTP header for ROI" information element when seizing resources in the TrGW to indicate to the TrGW that it shall allow the RTP header extension for ROI to pass; and
-
the IBCF shall forward within SIP signalling the SDP body received from the preceding node to the succeeding node with unmodified "a=extmap" attribute(s); or
b)
if the TrGW does not support the ROI feature the IBCF shall forward within SIP signalling, the SDP body received from the preceding node to the succeeding node without any "a=extmap" attributes.

If the TrGW supports the ROI feature and has been instructed as described above to pass on the extended RTP header for ROI for both incoming and outgoing terminations then:

-
if the TrGW does not apply video transcoding, it shall pass any received RTP ROI header extension to succeeding RTP streams; or

-
if the TrGW applies video transcoding without changing the video resolution, it shall keep the video ROI unchanged during the transcoding and copy the received RTP ROI header extension to the succeeding outgoing RTP stream(s) after transcoding the associated group of packets.
NOTE 1:
IETF RFC 5285 [45] provides a framework for header extensions and can also be used for non-ROI related purposes. It is an implementation decision of the TrGW if it only passes ROI related RTP header extensions, or if it passes any RTP header extension when being instructed with the "extended RTP header for ROI" information element.
NOTE 2:
The behaviour of the TrGW when being instructed with the "extended RTP header for ROI" information element only at one termination is an implementation decision.
The IBCF and TrGW may support a media-level SDP attribute "a=predefined_ROI" to negotiate the pre-defined video region of interest as defined by 3GPP TS 26.114 [36].

If the IBCF:

-
supports the negotiation of pre-defined region of interest;

-
receives an SDP body containing the pre-defined ROI attribute(s) "predefined_ROI" defined in TS 26.114 [36]; and

-
does not offer or does not apply transcoding procedures defined in subclause 10.2.5;

the IBCF shall forward the SDP body with unmodified pre-defined ROI attribute(s).

If the IBCF applies transcoding procedures defined in subclause 10.2.5 then the following additional actions may be performed if the negotiation of the predefined ROI is supported by the IBCF and the TrGW.

a)
Upon receipt of an SDP offer containing the predefined ROI attribute(s) from the preceding node (figure 10.2.5.2, step 1) and if the received predefined ROI values are supported by the TrGW:

1)
if the IBCF seizes an outgoing IP termination with the media related information before sending the SDP offer the IBCF may send the predefined ROI attribute parameter to the TrGW (figure 10.2.5.2, step 3).

2)
the IBCF shall include the SDP predefined ROI attribute(s) "a=predefined_ROI" indicating the supported predefined ROI values in the modified SDP offer (figure 10.2.5.2, step 6).

b)
Upon receipt of an SDP answer from the succeeding node (figure 10.2.5.2, step 8) and if the returned SDP answer:

1)
does not contain the predefined ROI attribute(s) and contains media offered by the preceding node (i.e. no transcoding at the TrGW is required) then the IBCF shall send to the preceding node the SDP answer without predefined ROI attribute;
2)
does not contain the predefined ROI attribute(s) and if the IBCF is an endpoint for the video stream (transcoding) then the IBCF:

-
may send the predefined ROI attribute parameter to the TrGW when seizing or modifying resources (figure 10.2.5.2, step 12); and

-
shall include the SDP attribute(s) "a=predefined_ROI" indicating the supported predefined ROIs in the modified SDP answer (figure 10.2.5.2, step 15);
3)
contains the predefined ROI attribute(s) and the media offered by the preceding node (i.e. no transcoding at the TrGW is required) then the IBCF shall send to the preceding node the SDP answer containing the received predefined ROI attribute(s); or

4)
contains the predefined ROI attribute(s) and if the IBCF is an endpoint for the video stream (transcoding) and if the received predefined ROIs are supported by the TrGW then the IBCF:

-
may send the predefined ROI attribute parameters for the send and receive directions to the TrGW when seizing or modifying resources (figure 10.2.5.2, step 9 and step 12); and

-
shall include the SDP attribute(s) "a=predefined_ROI" indicating the supported predefined ROIs in the modified SDP answer (figure 10.2.5.2, step 15)
NOTE 2:
The IBCF not supporting the negotiation of predefined ROI will ignore the SDP attribute received in the SDP offer and will return the SDP answer without any associated SDP predefined ROI attribute.

10.2.x.2
Message sequence chart
Figure 10.2.x.2.1 shows the message sequence chart example for indicating extended RTP header for Video Region-of-Interest.
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Figure 10.2.x.2.1: Procedure to indicate RTP extension header for ROI
The IBCF shall send the "extended RTP header for ROI" information element only with supported ROI URN to the TrGW. If the TrGW does not support the ROI feature, the IBCF shall not send the "extended RTP header for ROI" information element to the TrGW.

NOTE:
If the IBCF receives an SDP answer which includes the "a=extmap" attribute with a ROI URN with a granularity that the TrGW has not included in its response, or if the SDP answer does not include any "a=extmap" ROI related attribute, it is not necessary to modify the TrGW for this reason alone. Doing that would only add unnecessary signalling without requiring any action or changes in the TrGW. However if the IBCF needs to modify the media attributes for other purposes, in particular due to transcoding then the TrGW is updated in accordance with the received SDP answer, that is, either with the "extended RTP header for ROI" information element containing the received ROI URN if the ROI related "a=extmap" attribute has been included in the received SDP answer or without the "extended RTP header for ROI" information element if the ROI related "a=extmap" attribute has not been included in the received SDP answer (thus removing the requirement for sending the received RTP header extension with ROI bits for the transcoded stream).
The IBCF may include the predefined ROI attributes to the TrGW. The example sequence is shown in figure 10.2.x.2.2.
The list of predefined ROIs supported by the TrGW shall be preconfigured in the IBCF. If the predefined ROIs received within an SDP body on the Mx interface are not all supported by the TrGW then the IBCF shall only send the list of corresponding TrGW supported predefined ROIs to the TrGW. If no predefined ROI is supported by the TrGW, the IBCF shall not send the predefined ROI attribute parameter to the TrGW.
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Figure 10.2.x.2.2: Request to reserve TrGW connection point with predefined ROI attribute
	Fourth Change


10.4.1.1
Reserve TrGW Connection Point
This procedure is used to reserve an termination at the TrGW.

Table 10.4.1.1.1: Reserve TrGW Connection Point Procedure
	Procedure
	Initiated
	Information element name
	Information element required
	Information element description

	Reserve TrGW Connection Point


	IBCF
	Context/Context Request
	M
	This information element indicates the existing context or requests a new context for the bearer termination.

	
	
	Emergency Call Indicator
	O
	This information element identifies the call as emergency call that requires a preferential handling.

	
	
	Priority information
	O
	This information element requests the TrGW to apply priority treatment for the terminations and bearer connections in the specified context.

	
	
	Termination Request
	M
	This information element requests a new termination for the bearer to be established.

	
	
	IP Interface
	O
	This information element specifies the type of external interface to be used for the IP termination (e.g. MboIP).

	
	
	Local IP Resources
	O
	This information element indicates the resource(s) (e.g. codec, auxiliary payload types) for which the TrGW shall be prepared to receive user data. May be excluded (i.e. "-" is used in SDP m-line) if no transcoding or other media related functions are required.

	
	
	ReserveValue
	C
	This information element indicates if multiple local resources are to be reserved.
This information element shall be included if a speech codec and auxiliary payload types are configured.

	
	
	Local Connection Address Request
	M
	This information element requests an IP address and port number on the TrGW that the remote end can send user plane data to.

	
	
	Remote Source Address Filtering
	O
	This information element indicates that remote source address filtering is required.

	
	
	Remote Source Address Mask
	C
	This information element provides information on the valid remote source addresses. This may be included if remote source address filtering is included. It shall not be included if remote source address filtering is not included.

	
	
	Remote Source Port Filtering
	O
	This information element indicates that remote source port filtering is required.

	
	
	Remote Source Port
	C
	This information element identifies the valid remote source port. This may be included if remote source port filtering is included. It shall not be included if remote source port filtering is not included. (NOTE 1)

	
	
	Remote Source Port Range
	C
	This information element identifies a range of valid remote source ports. This may be included if remote source port filtering is included. It shall not be included if remote source port filtering is not included. (NOTE 1)

	
	
	RTCP handling
	O
	Indicates whether or not the TrGW shall reserve a port for an RTCP flow. 

	
	
	Notify termination heartbeat
	M
	This information element requests termination heartbeat indications.

	
	
	Notify Released Bearer
	O
	This information element requests a notification of a released bearer.

	
	
	DiffServ Code Point
	O
	This information element indicates a specific DiffServ code point to be used in the IP header in packets sent on the IP termination.

	
	
	DiffServ Tagging Behaviour
	O
	This information element indicates whether the Diffserv code point in theIP header in packets sent on the IP termination should be copied from the received value or set to a specific value.

	
	
	IP Realm Identifier
	O
	This information element indicates the IP realm of the IP termination.

	
	
	Traffic Policing Required
	O
	This information element indicates that policing of the media flow is required.

	
	
	Peak Data Rate
	O
	This information element may be present if Policing is required and specifies the permissible peak data rate for a media stream. (NOTE 2)

	
	
	Sustainable Data Rate
	O
	This information element may be present if Policing is required and specifies the permissible sustainable data rate for a media stream. (NOTE 2)

	
	
	Delay Variation Tolerance
	O
	This information element may be present if Policing on Peak Data Rate is required and specifies the maximum expected delay variation tolerance for the corresponding media stream.

	
	
	Maximum Burst Size
	C
	This information element shall be present if Policing on Sustainable Data Rate is required and specifies the maximum expected burst size for the corresponding media stream.

	
	
	Media Inactivity Detection Required
	O
	This information element indicates that detection of inactive media flows is required.

	
	
	Inactivity Detection Time
	C
	This information element may be present if Inactive Media Detection is required and specifies the Inactivity Detection time.

	
	
	Inactivity Detection Direction
	C
	This information element may be present if Inactive Media Detection is required and specifies the Inactivity Detection direction.

	
	
	ECN Enable
	O
	This information element requests the TrGW to apply ECN procedures 

	
	
	ECN Initiation Method
	C
	This information element specifies the ECN Initiation method and requests the TrGW to perform IP header settings as an ECN endpoint, or indicates that ECN bits shall be passed transparently. It may be included only if ECN is enabled.

	
	
	Congestion Response Method
	C
	This information element specifies the ECN Congestion Response Method; receiver driven or sender driven. The default is "received driven congestion control". It may be included only if ECN is enabled and the TrGW acts as ECN endpoint. (NOTE 3)

	
	
	ECN ECT Marking
	C
	This information element specifies the ECN ECT Marking. It may be included only if ECN is enabled and the TrGW acts as ECN endpoint. (NOTE 3)

	
	
	ECN Mode
	C
	This information element specifies the ECN Mode. It may be included only if ECN is enabled and the TrGW acts as ECN endpoint. (NOTE 3)

	
	
	RTCP Feedback
	C
	This information element specifies the RTCP Feedback support. (NOTE 3)

	
	
	XR Summary Report
	C
	This information element specifies the support of XR Summary Reporting.

	
	
	Notify ECN Failure Event
	C
	This information element requests a notification if a ECN failure occurs. It may only be supplied if ECN is enabled and the TrGW acts as ECN endpoint.

	
	
	Extended RTP Header for CVO and ROI
	O
	This information element requests the TrGW to pass on the CVO or ROI extended RTP header as defined by IETF RFC 5285 [45].

	
	
	Predefined ROI
	O
	This information element indicates predefined video ROI attributes as defined by TS 26.114 [36].

	
	
	Generic Image Attributes
	O
	This information element indicates image attributes (e.g. image size) as defined by IETF RFC 6236 [46].

	
	
	ICE password request
	O
	This information element is present if IBCF requests an ICE password.

	
	
	ICE Ufrag request
	O
	This information element is present if IBCF requests an ICE ufrag.

	
	
	ICE host candidate request
	O
	This information element is present if IBCF requests an ICE host candidate.

	
	
	STUN server request
	O
	This information element is present if IBCF requests the TrGW to answer STUN connectivity checks for ICE.

	
	
	Application-aware MSRP interworking request
	O
	This information element is present if IBCF requests the TrGW to perform application-aware MSRP Interworking.

	Reserve TrGW Connection Point Ack
	TrGW
	Context
	M
	This information element indicates the context where the command was executed.

	
	
	Termination
	M
	This information element indicates the termination where the command was executed.

	
	
	Local IP Resources
	C
	This information element indicates the resources that the TrGW has reserved to receive the user plane data from the remote peer. This information element shall be present if it was contained in the request. If the information element was not contained in the request, it may be present in the reply.

	
	
	Local Connection Address
	M
	This information element indicates the IP address and port on the TrGW that shall receive user plane data from the remote peer.

	
	
	ICE password 
	C
	This information element shall be present only if it was contained in the request. It indicates the ICE password assigned by the TrGW.

	
	
	ICE Ufrag 
	C
	This information element shall be present only if it was contained in the request. It indicates the ICE Ufrag assigned by the TrGW.

	
	
	ICE host candidate 
	C
	This information element shall be present only if it was contained in the request. It indicates the ICE host candidate assigned by the TrGW.

	
	
	ICE lite indication
	C
	This information element shall be present only if an ICE host candidate request was contained in the request, and the IBCF supports ICE lite, but not full ICE. It indicates that the TrGW only supports ICE lite.

	NOTE 1:
Remote Source Port and Remote Source Port Range are mutually exclusive.

NOTE 2:
At least one of these information elementsshall be present when policing is required.
NOTE 3:
This parameter does not need to be signalled if support is for 3GPP defined ECN only.


	Fifth Change


10.4.1.2
Configure TrGW Connection Point

This procedure is used to configure or reconfigure an termination at the TrGW.

Table 10.4.1.2.1: Configure TrGW Connection Point Procedure
	Procedure
	Initiated
	Information element name
	Information element required
	Information element description

	Configure TrGW Connection Point
	IBCF
	Context
	M
	This information element indicates the existing context.

	
	
	Priority information
	O
	This information element shall be present if the priority information needs to be modified, it may be present otherwise.

	
	
	Termination
	M
	This information element indicates the existing bearer termination.

	
	
	IP Interface
	O
	This information element specifies the type of external interface to be used for the IP termination (e.g. MboIP).

	
	
	Local IP Resources
	O
	This information element indicates the resources (e.g. codec, auxiliary payload types) that the TrGW may use on the reception of user plane data.
If Local Connection Address is supplied may be excluded (i.e. "-" is used in SDP m-line) if no transcoding or other media related functions are required.

	
	
	Remote IP Resources
	O
	This information element indicates the resources (e.g. codec, auxiliary payload types) that the TrGW may send user plane data to.
If Remote Connection Address is supplied may be excluded (i.e. "-" is used in SDP m-line) if no transcoding or other media related functions are required.

	
	
	Local Connection Address
	O
	This information element indicates the IP address and port on the TrGW that the remote peer can send user plane data to.

	
	
	Remote Connection Address
	O
	This information element indicates the IP address and port that the TrGW can send user plane data to. 

	
	
	Reserve Value
	C
	This information element indicates if multiple resources are to be reserved. This information element shall be included if a speech codec and auxiliary payload types are configured.

	
	
	Remote Source Address Filtering
	O
	This information element indicates that remote source address filtering is required.

	
	
	Remote Source Address Mask
	C
	This information element provides information on the valid remote source addresses. This may be included if remote source address filtering is included. It shall not be included if remote source address filtering is not included.

	
	
	Remote Source Port Filtering
	O
	This information element indicates that remote source port filtering is required.

	
	
	Remote Source Port
	C
	This information element identifies the valid remote source port. This may be included if remote source port filtering is included. It shall not be included if remote source port filtering is not included. (NOTE 1)

	
	
	Remote Source Port Range
	C
	This information element identifies a range of valid remote source ports. This may be included if remote source port filtering is included. It shall not be included if remote source port filtering is not included. (NOTE 1)

	
	
	RTCP handling
	O
	Indicates whether or not the TrGW shall reserve a port for an RTCP flow

	
	
	Traffic Policing Required
	O
	This information element indicates that policing of the media flow is required.

	
	
	Peak Data Rate
	O
	This information element may be present if Policing is required and specifies the permissible peak data rate for a media stream. (NOTE 2)

	
	
	Sustainable Data Rate
	O
	This information element may be present if Policing is required and specifies the permissible sustainable data rate for a media stream. (NOTE 2)

	
	
	Delay Variation Tolerance
	O
	This information element may be present if Policing on Peak Data Rate is required and specifies the maximum expected delay variation tolerance for the corresponding media stream.

	
	
	Maximum Burst Size
	C
	This information element shall be present if Policing on Sustainable Data Rate is required and specifies the maximum expected burst size for the corresponding media stream.

	
	
	DiffServ Code Point
	O
	This information element indicates a specific DiffServ code point to be used in the IP header in packets sent on the IP termination.

	
	
	DiffServ Tagging Behaviour
	O
	This information element indicates whether the Diffserv code point in theIP header in packets sent on the IP termination should be copied from the received value or set to a specific value.

	
	
	Media Inactivity Detection Required
	O
	This information element indicates that detection of inactive media flows is required.

	
	
	Inactivity Detection Time
	C
	This information element may be present if Inactive Media Detection is required and specifies the Inactivity Detection time.

	
	
	Inactivity Detection Direction
	C
	This information element may be present if Inactive Media Detection is required and specifies the Inactivity Detection direction.

	
	
	ECN Enable
	O
	This information element requests the TrGW to apply ECN procedures.

	
	
	ECN Initiation Method
	C
	This information element specifies the ECN Initiation method and requests the TrGW to perform IP header settings as an ECN endpoint, or indicates that ECN bits shall be passed transparently. It may be included only if ECN is enabled.

	
	
	Congestion Response Method
	C
	This information element specifies the ECN Congestion Response Method; receiver driven or sender driven. The default is "received driven congestion control". It may be included only if ECN is enabled and the TrGW acts as ECN endpoint. (NOTE 3)

	
	
	ECN ECT Marking
	C
	This information element specifies the ECN ECT Marking. It may be included only if ECN is enabled and the TrGW acts as ECN endpoint. (NOTE 3)

	
	
	ECN Mode
	C
	This information element specifies the ECN Mode. It may be included only if ECN is enabled and the TrGW acts as ECN endpoint. (NOTE 3)

	
	
	RTCP Feedback
	C
	This information element specifies the RTCP Feedback support. (NOTE 3)

	
	
	XR Summary Report
	C
	This information element specifies the support of XR Summary Reporting.

	
	
	Notify ECN Failure Event
	C
	This information element requests a notification if a ECN failure occurs. It mayonly be supplied if ECN is enabled and the TrGW acts as ECN endpoint.

	
	
	Extended RTP Header for CVO and ROI
	O
	This information element requests the TrGW to pass on the CVO or ROI extended RTP header as defined by IETF RFC 5285 [45].

	
	
	Predefined ROI
	O
	This information element indicates predefined video ROI attributes as defined by TS 26.114 [36].

	
	
	Generic Image Attributes
	O
	This information element indicates image attributes (e.g. image size) as defined by IETF RFC 6236 [46].

	
	
	ICE Connectivity Check
	C
	This information element requests the TrGW to perform ICE connectivity check as defined by IETF RFC 5245 [50]. It is only applicable for full ICE.

	
	
	Notify ICE Connectivity Check Result
	C
	This information element requests a notification of ICE connectivity check result. It is only applicable for full ICE.

	
	
	Notify New Peer Reflexive Candidate
	C
	This information element requests a notification of new peer reflexive candidate was discovered during a connectivity check. It is only applicable for full ICE.

	
	
	Additional ICE Connectivity Check
	C
	This information element requests the TrGW to perform additional ICE connectivity check as defined by IETF RFC 5245 [50]. It is only applicable for full ICE.

	
	
	ICE received candidate
	O
	This information element is present if IBCF indicates a received candidate for ICE.

	
	
	ICE received password
	O
	This information element is present if IBCF indicates a received password for ICE.

	
	
	ICE received Ufrag
	O
	This information element is present if IBCF indicates a received Ufrag for ICE.

	
	
	MSRP Path
	O
	This information element is present for application-aware MSRP Interworking. It provides the path information that the TrGW shall insert in the MSRP layer "To‑Path" Information element.

	
	
	Allowed RTCP APP message types
	O
	This information element is present if the IBCF allows the TrGW to send RTCP APP packets of the indicated types. The TrGW shall not send other RTCP APP packets. If the parameter is not supplied, the TrGW shall not send any RTCP APP packets.

	Configure TrGW Connection Point
Ack
	TrGW
	Context
	M
	This information element indicates the context where the command was executed.

	
	
	Termination
	M
	This information element indicates the termination where the command was executed.

	
	
	Local IP Resources
	O
	This information element indicates the resources that the TrGW has reserved to receive the user plane data from the far end.

	
	
	Remote IP Resources
	O
	This information element indicates the resource (i.e. codec) that the TrGW shall use to send user data to. May be present only if corresponding information elementis present in the request.

	
	
	Local Connection Address
	O
	This information element indicates the IP address and port on the TrGW that the remote end can send user plane data to.

	
	
	Remote Connection Address
	O
	This information element indicates the IP address and port that the TrGW can send user plane data to. May be present only if corresponding information element is present in the request.

	NOTE 1:
Remote Source Port and Remote Source Port Range are mutually exclusive.

NOTE 2:
At least one of these information elementsshall be present when policing is required.
NOTE 3:
This parameter does not need to be signalled if support is for 3GPP defined ECN only.


	Sixth Change


10.4.1.3
Reserve and Configure TrGW Connection Point
This procedure is used to reserve and configure multimedia-processing resources for a termination at the TrGW.
Table 10.4.1.3.1: Reserve and Configure TrGW Connection Point Procedure
	Procedure
	Initiated
	Information element name
	Information element required
	Information element description

	 Reserve and Configure TrGW Connection Point
	IBCF
	Context/Context Request
	M
	This information element indicates the existing context or requests a new context for the bearer termination.

	
	
	Emergency Call Indicator
	O
	This information element identifies the call as emergency call that requires a preferential handling.

	
	
	Priority information
	O
	This information element requests the TrGW to apply priority treatment for the terminations and bearer connections in the specified context.

	
	
	Termination/ Termination Request
	M
	This information element indicates the existing bearer termination or requests a new termination for the bearer to be established.

	
	
	IP Interface
	O
	This information element specifies the used interface type for the IP termination (e.g. MboIP).

	
	
	Local IP Resources
	C
	This information element indicates the resource(s) (e.g. codec, auxiliary payload types) for which the TrGW shall be prepared to receive user data May be excluded (i.e. "-" is used in SDP m-line) if no transcoding or other media related functions are required.

	
	
	Remote IP Resources
	C
	This information element indicates the resources (e.g. codec, auxiliary payload types) that the TrGW shall use to send user data. May be excluded (i.e. "-" is used in SDP m-line) if no transcoding or other media related functions are required.

	
	
	Reserve Value
	C
	This information element indicates if multiple IP resources are to be reserved. This information element shall be included if a speech codec and auxiliary payload types are configured.

	
	
	Local Connection Address request
	M
	This information element requests an IP address and a port number on the TrGW that the remote end can send user plane data to.

	
	
	Remote Connection Address
	M
	This information element indicates the IP address and ports of the remote party that the TrGW can send user plane data to. 

	
	
	Remote Source Address Filtering
	O
	This information element indicates that remote source address filtering is required.

	
	
	Remote Source Address Mask
	C
	This information element provides information on the valid remote source addresses. This may be included if remote source address filtering is included. It shall not be included if remote source address filtering is not included.

	
	
	Remote Source Port Filtering
	O
	This information element indicates that remote source port filtering is required.

	
	
	Remote Source Port
	C
	This information element identifies the valid remote source port. This may be included if remote source port filtering is included. It shall not be included if remote source port filtering is not included. (NOTE 1)

	
	
	Remote Source Port Range
	C
	This information element identifies a range of valid remote source ports. This may be included if remote source port filtering is included. It shall not be included if remote source port filtering is not included. (NOTE 1)

	
	
	RTCP handling
	O
	This information element indicates whether or not the TrGW shall reserve a port for an RTCP flow.

	
	
	Notify termination heartbeat
	M
	This information element requests termination heartbeat indications.

	
	
	Notify Released Bearer
	O
	This information element requests a notification of a released bearer.

	
	
	IP Realm Identifier
	O
	This information element indicates the IP realm of the IP termination.

	
	
	Traffic Policing Required
	O
	This information element indicates that policing of the media flow is required.

	
	
	Peak Data Rate
	O
	This information element may be present if Policing is required and specifies the permissible peak data rate for a media stream. (NOTE 2)

	
	
	Sustainable Data Rate
	O
	This information element may be present if Policing is required and specifies the permissible sustainable data rate for a media stream. (NOTE 2)

	
	
	Delay Variation Tolerance
	O
	This information element may be present if Policing on Peak Data Rate is required and specifies the maximum expected delay variation tolerance for the corresponding media stream.

	
	
	Maximum Burst Size
	C
	This information element shall be present if Policing on Sustainable Data Rate is required and specifies the maximum expected burst size for the corresponding media stream.

	
	
	DiffServ Code Point
	O
	This information element indicates a specific DiffServ code point to be used in the IP header in packets sent on the IP termination.

	
	
	DiffServ Tagging Behaviour
	O
	This information element indicates whether the Diffserv code point in theIP header in packets sent on the IP termination should be copied from the received value or set to a specific value.

	
	
	Media Inactivity Detection Required
	O
	This information element indicates that detection of inactive media flows is required.

	
	
	Inactivity Detection Time
	C
	This information element may be present if Inactive Media Detection is required and specifies the Inactivity Detection time.

	
	
	Inactivity Detection Direction
	C
	This information element may be present if Inactive Media Detection is required and specifies the Inactivity Detection direction.

	
	
	ECN Enable
	O
	This information element requests the TrGW to apply ECN procedures.

	
	
	ECN Initiation Method
	C
	This information element specifies the ECN Initiation method and requests the TrGW to perform IP header settings as an ECN endpoint, or indicates that ECN bits shall be passed transparently. It may be included only if ECN is enabled.

	
	
	Congestion Response Method
	C
	This information element specifies the ECN Congestion Response Method; receiver driven or sender driven. The default is "received driven congestion control". It may be included only if ECN is enabled and the TrGW acts as ECN endpoint. (NOTE 3)

	
	
	ECN ECT Marking
	C
	This information element specifies the ECN ECT Marking. It may be included only if ECN is enabled and the TrGW acts as ECN endpoint. (NOTE 3)

	
	
	ECN Mode
	C
	This information element specifies the ECN Mode. It may be included only if ECN is enabled and the TrGW acts as ECN endpoint. (NOTE 3)

	
	
	RTCP Feedback
	C
	This information element specifies the RTCP Feedback support. (NOTE 3)

	
	
	XR Summary Report
	C
	This information element specifies the support of XR Summary Reporting.

	
	
	Notify ECN FailureEvent
	C
	This information element requests a notification if a ECN failure occurs due to ECN. It mayonly be supplied if ECN is enabled and the TrGW acts as ECN endpoint.

	
	
	Extended RTP Header for CVO and ROI
	O
	This information element requests the TrGW to pass on the CVO or ROI extended RTP header as defined by IETF RFC 5285 [45].

	
	
	Predefined ROI
	O
	This information element indicates predefined video ROI attributes as defined by TS 26.114 [36].

	
	
	Generic Image Attributes
	O
	This information element indicates image attributes (e.g. image size) as defined by IETF RFC 6236 [46].

	
	
	STUN server request
	O
	This information element is present if IBCF requests the TrGW to answer STUN connectivity checks for ICE.

	
	
	ICE Connectivity Check
	C
	This information element requests the TrGW to perform ICE connectivity check as defined by IETF RFC 5245 [50]. It is only applicable for full ICE.

	
	
	Notify ICE Connectivity Check Result
	C
	This information element requests a notification of ICE connectivity check result. It is only applicable for full ICE.

	
	
	Notify New Peer Reflexive Candidate
	C
	This information element requests a notification of new peer reflexive candidate was discovered during a connectivity check. It is only applicable for full ICE.

	
	
	ICE password request
	O
	This information element is present if IBCF requests an ICE password.

	
	
	ICE Ufrag request
	O
	This information element is present if IBCF requests an ICE ufrag.

	
	
	ICE host candidate request
	O
	This information element is present if IBCF requests an ICE host candidate.

	
	
	ICE received candidate
	O
	This information element is present if IBCF indicates a received candidate for ICE.

	
	
	ICE received password
	O
	This information element is present if IBCF indicates a received password for ICE.

	
	
	ICE received Ufrag
	O
	This information element is present if IBCF indicates a received Ufrag for ICE.

	
	
	MSRP Path
	O
	This information element is present for application-aware MSRP Interworking. It provides the path information that the TrGW shall insert in the MSRP layer "To‑Path" Information element.

	
	
	Application-aware MSRP interworking request
	O
	This information element is present if IBCF requests the TrGW to perform application-aware MSRP Interworking.

	
	
	Allowed RTCP APP message types
	O
	This information element is present if the IBCF allows the TrGW to send RTCP APP packets of the indicated types. The TrGW shall not send other RTCP APP packets. If the parameter is not supplied, the TrGW shall not send any RTCP APP packets.

	Reserve and Configure TrGW Connection Point
Ack
	TrGW
	Context
	M
	This information element indicates the context where the command was executed.

	
	
	Termination
	M
	This information element indicates the termination where the command was executed.

	
	
	Local IP Resources
	C
	This information element indicates the resources that the TrGW has reserved to receive the user plane data from the remote side. This information element shall be present if it was contained in the request.

If the information element was not contained in the request, it may be present in the reply.

	
	
	Remote IP Resources
	O
	This information element indicates the resource (i.e. codec) that the TrGW shall use to send user data.

	
	
	Local Connection Addresses 
	M
	This information element indicates the IP address and port on the TrGW that shall receive user plane data.

	
	
	Remote Connection Address
	O
	This information element indicates the IP address and port that the TrGW can send user plane data to. 

	
	
	ICE password 
	C
	This information element shall be present only if it was contained in the request. It indicates the ICE password assigned by the TrGW.

	
	
	ICE Ufrag 
	C
	This information element shall be present only if it was contained in the request. It indicates the ICE Ufrag assigned by the TrGW.

	
	
	ICE host candidate 
	C
	This information element shall be present only if it was contained in the request. It indicates the ICE host candidate assigned by the TrGW.

	
	
	ICE lite indication
	C
	This information element shall be present only if an ICE host candidate request was contained in the request, and the TrGW supports ICE lite, but not full ICE. It indicates that the TrGW only supports ICE lite.

	NOTE 1:
Remote Source Port and Remote Source Port Range are mutually exclusive.

NOTE 2:
At least one of these information elements shall be present when policing is required.
NOTE 3:
This parameter does not need to be signalled if support is for 3GPP defined ECN only.


	End of document
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