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	Following issue was discussed in the 3GPP2 TSG-SX3 July meeting:
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For each PDN connection, if the UE has acquired an IPv6 prefix via the 3GPP access, the PCRF (H-PCRF in the home-routed case, V-PCRF in the local-breakout case) shall provide the IPv6 prefix of the UE to the HSGW during the Gateway Control Session establishment procedure. In order to allow PCRF to link the new Gateway Control session to a Gx session based on the information received in the the Gateway Control session establishment message, it is assumed that there is only a single IP-CAN session per PDN ID and IMSI.
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2
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*** 2nd change ***
3.2
Abbreviations
For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

ADC
Application Detection and Control

AF

Application Function 

AN-Gateway
Access Network Gateway

AVP
Attribute-Value Pair

BBERF
Bearer Binding and Event Reporting Function

H-AF
Home AF

H-PCRF
Home PCRF

HPLMN
Home PLMN
HR
Home-Routed
HRPD
High Rate Packet Data

HSGW
HRPD Serving Gateway
OCS
Online charging system

OFCS
Offline charging system

PCC
Policy and Charging Control

PCEF

Policy and Charging Enforcement Function

PCRF

Policy and Charging Rule Function

S-GW
Serving Gateway 
TDF
Traffic Detection Function
UDC
User Data Convergence

UDR
User Data Repository
VA
Visited Access

V-AF
Visited AF

V-PCRF
Visited PCRF

*** 3rd change ***
5.3.1
Subsession-Decision-Info

The Subsession-Decision-Info AVP (AVP code 2204) is of type Grouped, and it is used to manage PCC/QoS rules and event information within an S9 subsession from the H-PCRF to the V-PCRF.

The information contained within this grouped AVP pertains only to the subsession identified by the Subsession-Id AVP.

The Session-Release-Cause AVP is only applicable when the Subsession-Decision-Info AVP is provided in a RAR.

The Result-Code AVP and Experimental-Result-Code AVP are only applicable when the Subsession-Decision-Info AVP is provided in a CCA. The Result-Code AVP or Experimental-Result-Code AVP may be provided to inform the V-PCRF of possible errors when processing subsession information that was provided in a corresponding CCR command.

AVP Format:

Subsession-Decision-Info ::= < AVP Header: 2200 >

                             { Subsession-Id }

                          0*2[ AN-GW-Address ]

                             [ Result-Code ]

                             [ Experimental-Result-Code ]
                            *[ Charging-Rule-Remove ]

                            *[ Charging-Rule-Install ]







[ Event-Report-Indication ]
                            *[ QoS-Rule-Install ]

                            *[ QoS-Rule-Remove ]







[ Default-EPS-Bearer-QoS ]







 [ Framed-Ipv6-Prefix ]
                            *[ Usage-Monitoring-Information ]






     [ Session-Release-Cause ]







[ Bearer-Control-Mode ]
                            *[ Event-Trigger ]







[ Revalidation-Time ]
                             [ Online ]

                             [ Offline ]

                            *[ QoS-Information ]

                            *[ AVP ]
*** 4th change ***
Annex X (normative):
Access specific aspects, EPC-based eHRPD Access

X.1
General

In case of EPC-based eHRPD access the BBERF is located in the HRPD Serving Gateway (HSGW) as defined in 3GPP2 X.S0057 [x].
X.2
IPv6 prefix provisioning
For the home-routed access scenario, when the H-PCRF receives a CCR command with the CC-Request-Type set to the value "UPDATE_REQUEST", the IP-CAN-Type AVP set to the value "Non-3GPP-EPS", the RAT-Type AVP set to the value "EHRPD" and the Multiple-BBERF-Action AVP set to the value "ESTABLISHMENT" from the V-PCRF, and if the UE has acquired an IPv6 prefix via the 3GPP access, the H-PCRF shall provide the IPv6 prefix of the UE to the V-PCRF by including the Framed-Ipv6-Prefix AVP in Subsession-Decision-Info AVP within the CCA command.
For the visited access scenario, when the V-PCRF receives a CCR command with the CC-Request-Type set to the value "INITIAL_REQUEST", the IP-CAN-Type AVP set to the value "Non-3GPP-EPS", the RAT-Type AVP set to the value "EHRPD" from a new BBERF and at least one Gateway Control Session for the same user identity and PDN ID exists, and if the UE has acquired an IPv6 prefix via the 3GPP access, the V-PCRF shall provide the IPv6 prefix of the UE to the BBERF by including the Framed-Ipv6-Prefix AVP in the CCA command after the V-PCRF receives the CCA command from the H-PCRF.
NOTE:
In order to allow the V-PCRF to link the new Gateway Control session to an S9 subsession based on the information received in the CCR command from the BBERF, it is assumed that there is only a single IP-CAN session per PDN ID and user identity.
*** End of change ***
