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1. Introduction

The IETF Diameter Base Protocol RFC 3588 had been referred in the beginning 3GPP stage 3 PCC specifications including 29.061, 29.212, 29.213, 29.214, 29.215, 29.219. However, the IETF Diameter Base Protocol had been updated to RFC 6733 in October 2012, and the RFC 3588 is obsolete.
2. Discussion
The main changes from RFC 3588 and the impacted on 3GPP stage 3 PCC TS are as shown in Table 1:
Table 1: Changes from RFC 3588 and the Impacted on 3GPP Stage 3 PCC TS
	Key change point
	description
	Impact on 3GPP PCC TS

	P1:Deprecated the use of the Inband-Security AVP for negotiating Transport Layer Security (TLS) [RFC5246].
	It has been generally considered that bootstrapping of TLS via Inband-Security AVP creates certain security risks because it does not completely protect the information carried in the CER/CEA (CapabilitiesExchange-Request/Capabilities-Exchange-Answer).
This version of Diameter adopts the common approach of defining a well-known secured port that peers should use when communicating via TLS/TCP and DTLS/SCTP. This new approach augments the existing in-band security negotiation, but it does not completely replace it. The old method is kept for backward compatibility reasons.
	Impact on: 3GPP TS 29.061, 29.212, 29.215
The Diameter Authentication and Authorization procedure and the Initialization, maintenance and termination of connection and session procedures in 3GPP TS 29.061 sub-clause 16a.1 and TS 29.212/29.215 sub-clause 5.2 refer the CER/CEA commands specified in RFC 3588.



	P2:Clarified Application Id usage.
	Clarify the proper use of Application Id information, includes correlating Application Ids found in the message headers and AVPs. These changes also clearly specify the proper Application Id value to use for specific base protocol messages (ASR/ASA, STR/STA) as well as clarify the content and use of Vendor-Specific-Application-Id.

	Impact on: 3GPP TS 29.212, 29.213, 29.214, 29.219

The application ID value in ASR/ASA, STR/STA commands of 3GPP TS 29.214 and 29.219 sub-clause 4.5.3.1 refer the corresponding commands specified in RFC 3588.

	P3:Simplified Diameter peer discovery.
	The Diameter discovery process now supports only widely used discovery schemes; the rest have been deprecated.
	Impact on: 3GPP TS 29.213
The PCRF addressing function described in 3GPP TS 29.213 clause 7 presents that the DRA shall support the functionality of a proxy agent and a redirect agent as defined in RFC 3588.




3. Evaluation
Based on the first step analysis, the impact from P1 and P3 just need to update the RFC number reference, because the detail mechanisms are related to the changes are not included in the 3GPP specifications.
However, for P2, at least the procedure and/or mechanisums in 3GPP TS 29.212, 29.213, 29.214, 29.219 are impacted, e.g.:

1. In sub-clause 2.5 of RFC 6733, it’s specified that Diameter messages pertaining to the session, both application-specific and those that are defined in this document such as ASR/ASA, RAR/RAA, and STR/STA, MUST carry the Application Id of the application. However, in the description of corresponding 3GPP specifications, the AF-Application-Identifier AVP are not mandatory (e.g. in sub-clause 5.3.5 of 3GPP TS 29.214 “This information may be used by the PCRF to differentiate QoS for different application services”).
2. In sub-clause 6.11 of RFC 6733, it’s specified that A Vendor-Specific-Application-Id AVP MUST contain exactly one of either Auth-Application-Id or Acct-Application-Id. And if present in a message other than CER and CEA, both the value of Auth-Application-Id AVP and Acct-Application-Id AVP (which is changed in RFC6733) MUST match the Application Id present in the Diameter message header. However, in sub-clause 5.1 of 3GPP TS 29.212: Due to the definition of the commands used in Gx protocol, there is no possibility to skip the Auth-Application-Id AVP and use the Vendor-Specific-Application-Id AVP instead. Therefore the Gx application identification shall be included in the Auth-Application-Id AVP. Obviously depending on the updated description in RFC 6733, the application ID can be included in both the Auth-Application-Id AVP and Acct-Application-Id AVP.
4. Proposal
There are 3 ways to deal with this situation:

1. Leave the RFC 3588 as reference.

2. Only update the related refenence number from RFC 3588 to RFC 6733 with CRs.

3. Set a new WID to analysis the impact and modify the impacted procedure depending on the new RFC 6733.

Based on the discussion above, the main changes in the RFC 6733 impact all the 3GPP stage 3 PCC related specifications, if the 3GPP related specifications keep referring to the RFC 3588, the deployment of the Diameter command may make mistake. Therefore, a PCC Diameter base protocol alignment is needed.
It’s recommended that a WID is necessary for the alignment between the 3GPP stage 3 PCC related specifications and RFC 6733.
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