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*** 1st Change ***
 5.3.2
Call flow

In this scenario the originating home network decides to route the media directly to the terminating home network. OMR is not executed.

Preconditions:

-
the user A is registered to the home network hA via the visited operator vA network and the IC network A. The IC network does not store any registration information; and 

-
the called user is located in another network either in PSTN or in IMS.
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NOTE:
For clarity, the SIP 100 (Trying) messages are not shown in the signalling flow.

Figure 5.3.2‑1: MOC without loopback

The steps of the flow are as follows:

1.
INVITE request (UE-A to P-CSCF-vA1) - see example in table 5.3.2-1.

The user A at UE-A initiates a call. The UE-A sends an initial INVITE request to the P-CSCF‑vA1 according to 3GPP TS 24.229 [4].

Table 5.3.2-1: INVITE request (UE-A to P-CSCF-vA1)

INVITE tel:+4687197378 SIP/2.0

To: <tel:+4687197378>

From: <sip:userA_public1@home-A.net>;tag=4fa3

P-Preferred-Identity: <sip:userA_public1@home-A.net>

P-Preferred-Service: urn:urn-7:3gpp-service.ims.icsi.mmtel
Contact: <sip:[5555::aaa:bbb:ccc:ddd]>

CSeq: 1 INVITE

Route: <sip:pcscf-vA1.visited-A.net;lr>,<sip:home-abc@scscf-hA1.home-A.net;lr;iotl=visitedA-homeA>

P-Access-Network-Info: 3GPP-E-UTRAN-TDD;utran-cell-id-3gpp=234151D0FCE11

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7

Other SIP header fields and SDP according to 3GPP TS 24.229 [4]

Route:
The UE‑A builds a proper preloaded route set for all new dialogs and standalone transactions containing the IP address or the FQDN learnt through the P-CSCF discovery procedures and P‑CSCF port based on the security mechanism in use. In addition the values received in the Service-Route header field saved from the 200 (OK) response to the last registration or re-registration of the public user identity with associated contact address are added (including traffic leg information in an "iotl" SIP URI parameter according to IETF draft-holmberg-dispatch-iotl [iotl-draft]). The content of the received Service-Route header filed is due to operator policy. In this example only the S‑CSCF‑hA1 will be included.

2.
INVITE request (P-CSCF-vA1 to IBCF-vA1) - see example in table 5.3.2-2.


When the P-CSCF-vA1 receives the initial INVITE request and, since the user A is a roaming user, based on local policy and roaming agreement the P-CSCF‑vA1 adds the Feature-Caps header field with the "g.3gpp.trf" header field parameter with the address to the TRF.


The P-CSCF-vA1 selects an IBCF (IBCF-vA1) to be the exit IBCF towards the home IMS network hA of the user A and sends the INVITE request according to 3GPP TS 24.229 [4] to IBCF-v1A.


The received list of URIs in the Route header field within the INVITE will be verified with the Route header field list constructed from the Service-Route header field received during the last registration procedure.

Table 5.3.2-2: INVITE request (P-CSCF-vA1 to IBCF-vA1)

INVITE tel:+4687197378 SIP/2.0

To:

From:

P-Asserted-Identity: <sip:userA_public1@home-A.net>

P-Preferred-Service:

Contact:

CSeq:
Route: <sip:ibcf-vA1.visited-A.net;lr>,<sip:home-abc@scscf-hA1.home-A.net;lr;iotl=visitedA-homeA>

Record-Route: <sip:pcscf-vA1.visited-A.net;lr>

Feature-Caps:*;+g.3gpp.trf="<sip:trf-vA1.visited-A.net;lr;iotl=homeA-visitedA>"

P-Access-Network-Info: 3GPP-E-UTRAN-TDD;utran-cell-id-3gpp=234151D0FCE11, 3GPP-E-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11;network-provided;local-time-zone="UTC+01:00";daylight-saving-time="01"

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi="Type 1visited-a"

Via: SIP/2.0/UDP pcscf-vA1.visited-A.net:5060;branch=z9hG4bKnas56565

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7

Other SIP header fields and SDP according to 3GPP TS 24.229 [4].

P-Charging-Vector:
The P-CSCF-vA1 adds the P-Charging-Vector header field containing a new ICID value in the "icid" header field parameter and an "orig-ioi" header field parameter. The IOI value is of type 1 and identifies the visited network vA (i.e. visited-a).
P-Access-Network-Info: The P-CSCF-vA1 adds a network provided location and daylight saving time information. 
Route:
The P-CSCF-vA1 adds a Route header field identifying the selected IBCF-vA1.
Record-Route:
The P-CSCF-vA1 adds a Record-Route header field.
Via:
The P-CSCF-vA1 adds a Via header field.
Feature-Caps:
The P-CSCF-vA1 adds a g.3gpp.trf feature-capability indicator in the Feature-Caps header field. The feature-capability indicator contains the address to a TRF-vA1 in the visited network and traffic leg information in an "iotl" SIP URI parameter according to IETF draft-holmberg-dispatch-iotl [iotl-draft]. This address is needed if the call will result in a loopback to the visited network.
3.
INVITE request (IBCF-vA1 to IC-A1) - see example in table 5.3.2-3.


When the IBCF-vA1 receives the initial INVITE request containing the "+g.3gpp.trf" header field parameter in a Feature-Caps header field, the IBCF-vA1 updates the SDP as described within 3GPP TS 29.079 [5]. 


The IBCF-vA1 selects, based on local policy, to route the INVITE request via IC network A and sends the INVITE request according to 3GPP TS 24.229 [4] to the IC-A1.

Table 5.3.2-3: INVITE request (IBCF-vA1 to IC-A1)

INVITE tel:+4687197378 SIP/2.0

To:

From:

P-Asserted-Identity:

P-Preferred-Service:

Contact:

CSeq:
Route: <sip:ic-A1.interconnection-A.net;lr>,<sip:home-abc@scscf-hA1.home-A.net;lr;iotl=visitedA-homeA>

Record-Route: <sip:ibcf-vA1.visited-A.net;lr>,<sip:pcscf-vA1.visited-A.net;lr>

Feature-Caps:

P-Access-Network-Info:

P-Charging-Vector: 

Via: SIP/2.0/UDP ibcf-vA1.visited-A.net;branch=z9hG4bK351g45.1

Via: SIP/2.0/UDP pcscf-vA1.visited-A.net:5060;branch=z9hG4bKnas56565

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7

Other SIP header fields and SDP according to 3GPP TS 24.229 [4] and 3GPP TS 29.079 [5].

Route:
The IBCF-vA1 adds a Route header field identifying the selected node in the IC network A.

Record-Route: 
Based on topology hiding functionality the IBCF-vA1 will either forward the Record-Route header field with:

-
one visible IBCF-vA1 entry and the remaining collected entries as one hidden entry; or

-
an IBCF-vA1 entry and whole content of already collected entries as visible entries.

Via:
Based on topology hiding functionality the IBCF-vA1 will either forward the Via header field with:

-
one visible IBCF-vA1 entry and the remaining collected entries as one hidden entry; or

-
an IBCF-vA1 entry and whole content of already collected entries as visible entries.
4.
INVITE request (IC-A1 to IBCF-hA1) - see example in table 5.3.2-4.


When the IC-A1 receives the initial INVITE request and since the IC-A1 according to local policy allows itself to be bypassed by media then the IC-A1 updates the SDP as described within 3GPP TS 29.079 [5].


The IC-A1 selects an entry point (IBCF-hA1) of the home IMS network hA and sends the INVITE request according to 3GPP TS 24.229 [4] to the IBCF-hA1.

The IC-A1 may add a Route header field entry pointing to the entry point of home network hA. This is shown in example in table 5.3.2-4.

Table 5.3.2-4: INVITE request (IC-A1 to IBCF-hA1)

INVITE tel:+4687197378 SIP/2.0

To:

From:

P-Asserted-Identity:

P-Preferred-Service:

Contact:

CSeq:
Route: <sip:ibcf-hA1.home-A.net;lr>,<sip:home-abc@scscf-hA1.home-A.net;lr;iotl=visitedA-homeA>

Record-Route: <sip:ic-A1.interconnection-A.net;lr>,<sip:ibcf-vA1.visited-A.net;lr>,


<sip:pcscf-vA1.visited-A.net;lr>

Feature-Caps:

P-Access-Network-Info:

P-Charging-Vector: 

Via: SIP/2.0/UDP ic-A1.interconnection-A.net;branch=z9hG4bK351g45.2

Via: SIP/2.0/UDP ibcf-vA1.visited-A.net;branch=z9hG4bK351g45.1

Via: SIP/2.0/UDP pcscf-vA1.visited-A.net:5060;branch=z9hG4bKnas56565

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7

Other SIP header fields and SDP according to 3GPP TS 24.229 [4] and 

3GPP TS 29.079 [5].

Route:
The IC-A1 adds a Route header field identifying the selected entry point in the home network hA.
Record-Route:
Based on interconnection operator SLA the IC-A1 adds an entry to the Record-Route header field or not.
Via:
The IC-A1 adds a Via header field.
5.
INVITE request (IBCF-hA1 to S-CSCF-hA1) - see example in table 5.3.2-5.


When the IBCF-hA1 receives the initial INVITE request containing the "+g.3gpp.trf" header field parameter in a Feature-Caps header field, the IBCF-hA1 updates the SDP as described in 3GPP TS 29.079 [5].


The IBCF-hA1 sends the INVITE request according to 3GPP TS 24.229 [4] to the S-CSCF-hA1.

Table 5.3.2-5: INVITE request (IBCF-hA1 to S-CSCF-hA1)

INVITE tel:+4687197378 SIP/2.0

To:

From:

P-Asserted-Identity:

P-Preferred-Service:

Contact:

CSeq:
Route: <sip:home-abc@scscf-hA1.home-A.net;lr;iotl=visitedA-homeA>

Record-Route: <sip:ibcf-hA1.home-A.net:5070;lr>,<sip:ic-A1.interconnection-A.net;lr>,


<sip:ibcf-vA1.visited-A.net;lr>,<sip:pcscf-vA1.visited-A.net;lr>

Feature-Caps:

P-Access-Network-Info:

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi="Type 1visited-a"; transit-ioi="ICa.1"

Via: SIP/2.0/UDP ibcf-hA1.home-A.net;branch=z9hG4bK351g45.3

Via: SIP/2.0/UDP ic-A1.interconnection-A.net;branch=z9hG4bK351g45.2

Via: SIP/2.0/UDP ibcf-vA1.visited-A.net;branch=z9hG4bK351g45.1

Via: SIP/2.0/UDP pcscf-vA1.visited-A.net:5060;branch=z9hG4bKnas56565

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7

Other SIP header fields and SDP according to 3GPP TS 24.229 [4] and 3GPP TS 29.079 [5].

P-Charging-Vector:
The IBCF-hA1 adds the "transit-ioi" header field parameter identifying the interconnection network the INVITE request was received from (i.e. ICa.1).
Via:
The IBCF-hA1 adds a Via header field.
Record-Route:
The IBCF-hA1 adds a Record-Route header field.
6.
INVITE request (S-CSCF-hA1 to AS-hA1) - see example in table 5.3.2-6.

The S-CSCF‑hA1 applies first filter criteria that is no specific procedures due to roaming. The case where an AS needs the involvement of media function is described in subclause 5.10

The S-CSCF‑hA1 decides according to local policy that loopback routeing can be used and include a Feature‑Caps header field according to IETF RFC 6809 [21] with the "+g.3gpp.home-visited" header field parameter set to the identifier of the visited network received in the P‑Visited‑Network‑ID header field in the original registration request.
The S-CSCF-hA1 replaces the received "orig-ioi" header field parameter value in the P-Charging-Vector header field with the type 3 "orig-ioi" header field parameter with a value identifying the home network hA (i.e. "home‑a").

If a service needs to be invoked according to the user A profile, a Route header field with an URI pointing to the AS‑hA1 and the URI pointing back to the S-CSCF‑hA1 is added.

Editor's note: The behaviour of the transit-ioi value is currently discussed and needs further consideration how the S-CSCF to AS correlation is described.

Table 5.3.2-6: INVITE request (S-CSCF-hA1 to AS-hA1)

INVITE tel:+4687197378 SIP/2.0

To:

From:

P-Asserted-Identity:

P-Asserted-Service: urn:urn-7:3gpp-service.ims.icsi.mmtel

Contact:

CSeq:
Route: <sip:as-hA1.home-A.net;lr>, <sip:orig@scscf-hA1.home-A.net;lr>

Record-Route: <sip:scscf-hA1.home-A.net:5070;lr>,<sip:ibcf-hA1.home-A.net:5070;lr>,


<sip:ic-A1.interconnection-A.net;lr>,<sip:ibcf-vA1.visited-A.net;lr>,


<sip:pcscf-vA1.visited-A.net;lr>

Feature-Caps:*;+g.3gpp.home-visited="<visited-A>";+g.3gpp.trf="<sip:trf-vA1.visited-A.net;lr;iotl=homeA-visitedA>"

P-Access-Network-Info:

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi="Type 3home-a"

Via: SIP/2.0/UDP scscf-hA1.home-A.net;branch=z9hG4bK351g45.4

Via: SIP/2.0/UDP ibcf-hA1.home-A.net;branch=z9hG4bK351g45.3

Via: SIP/2.0/UDP ic-A1.interconnection-A.net;branch=z9hG4bK351g45.2

Via: SIP/2.0/UDP ibcf-vA1.visited-A.net;branch=z9hG4bK351g45.1

Via: SIP/2.0/UDP pcscf-vA1.visited-A.net:5060;branch=z9hG4bKnas56565

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7

Other SIP header fields and SDP according to 3GPP TS 24.229 [4] and 3GPP TS 29.079 [5].

P-Charging-Vector:
The S-CSCF-hA1 replaces the type 1 IOI values received in the "orig-ioi" header field parameter with a type 3 IOI value identifying the home network hA.
Via:
The S-CSCF-hA1 adds a Via header field.
Record-Route:
The S-CSCF-hA1 adds a Record-Route header field.
Feature-Caps:
Since loopback is possible the S-CSCF-hA1 adds the g.3gpp.home-visited feature capability indicator in the Feature-Caps header field.
7.
INVITE request (AS-hA1 to S-CSCF-hA1) - see example in table 5.3.2-7.

AS‑hA1 applies the service and removes the first Route header field entry.

The AS‑hA1 shall remove the "orig-ioi" header field parameter from the forwarded request and insert a type 3 "orig‑ioi" header field parameter. The AS‑hA1 shall set the type 3 "orig-ioi" header field parameter to the IOI value that identifies the service provider from which the request is sent. In this example the IOI value is the same as the home network operator identity.

The specifics of the service provided by the AS‑hA1 require access to the media and the AS‑hA1 removes the "+g.3gpp.home-visited" Feature-Caps header field parameter. The absence of the "+g.3gpp.home-visited" Feature-Caps header field parameter is an indication to S-CSCF-hA1 that a loopback routeing is not a viable option.
NOTE:
The AS can either keep the OMR attributes in SDP or remove them depending on if the AS supports OMR and local policy. In this example it is assumed that the AS removes the OMR attributes.

All other SIP headers are set due to procedures described within 3GPP TS 24.229 [4].

Editor's note: The behaviour of the transit-ioi value is currently discussed and needs further consideration how the S-CSCF to AS correlation is describes.

Table 5.3.2-7: INVITE request (AS-hA1 to S-CSCF-hA1) 

INVITE tel:+4687197378 SIP/2.0

To:

From:

P-Asserted-Identity:

P-Asserted-Service:

Contact:

CSeq:
Route: <sip:orig@scscf-hA1.home-A.net;lr>

Record-Route: <sip:as-hA1.home-A.net:5070;lr>,<sip:scscf-hA1.home-A.net:5070;lr>,


<sip:ibcf-hA1.home-A.net:5070;lr>,<sip:ic-A1.interconnection-A.net;lr>,


<sip:ibcf-vA1.visited-A.net;lr>,<sip:pcscf-vA1.visited-A.net;lr>

Feature-Caps:*;+g.3gpp.trf="<sip:trf-vA1.visited-A.net;lr;iotl=homeA-visitedA>"

P-Access-Network-Info:

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi="Type 3home-a"

Via: SIP/2.0/UDP as-hA1.home-A.net;branch=z9hG4bK351g45.5

Via: SIP/2.0/UDP scscf-hA1.home-A.net;branch=z9hG4bK351g45.4

Via: SIP/2.0/UDP ibcf-hA1.home-A.net;branch=z9hG4bK351g45.3

Via: SIP/2.0/UDP ic-A1.interconnection-A.net;branch=z9hG4bK351g45.2

Via: SIP/2.0/UDP ibcf-vA1.visited-A.net;branch=z9hG4bK351g45.1

Via: SIP/2.0/UDP pcscf-vA1.visited-A.net:5060;branch=z9hG4bKnas56565

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7

Other SIP header fields and SDP according to 3GPP TS 24.229 [4] and 3GPP TS 29.079 [5].

Editor's note: Due to service behaviour the AS could also be a server of a third party service provider. Further consideration of AS scenarios is needed.

P-Charging-Vector:
The AS-hA1 replaces the "orig-ioi" header field parameter. The AS-hA1 sets the type 3 "orig-ioi" header field parameter to a value that identifies the sending network (in the example the AS-hA1 belongs to the same network as the S-CSCF-hA1 and thus the value is the same as the IOI value received from S-CSCF-hA1, i.e. "home-a"). The AS has to set itself a type 3 IOI if the AS is located within another domain (i.e. a 3rd party service provider). If more than one AS is within the path the "orig-ioi" header field parameter values could be changed based on the relation between S‑CSCF‑hA1 and the related AS.

Record-Route:
The entries to this header field need to be added based on the related dip's to the AS. The AS could behave as B2BUA. In such case the AS could store the entries and setup a new Record-Route header field only with the AS URI as an entry.
Via:
The AS-hA1 adds a Via header field.
8.
INVITE request (S-CSCF-hA1 to IBCF-hA2) - see example in table 5.3.2-8.


When the S-CSCF‑hA1 receives the initial INVITE request back from the AS‑hA1 and if no further services apply then the S-CSCF‑hA1 decides according to local policy if loopback routeing shall be used or not. In this use case loopback will not apply. The S-CSCF‑hA1 removes the Feature-Caps header field "*;+g.3gpp.trf" from the INVITE request.


If the domain of the called user is not the same home domain as from the calling user then the S‑CSCF‑hA1 has to identify the home network of the called user via ENUM/DNS as provided by local policy of the operator. 


If the ENUM/DNS request fails the call will be forwarded to the BGCF or if number portability applies and an rn parameter must be set up the call will be also forwarded to the BGCF. In the case the FQDN needs to be addressed to MGCF the INVITE request will be forwarded to the BGCF. In this use case the INVITE request is sent directly to IBCF-hA2.

The S-CSCF-hA1 replaces the received "orig-ioi" header field parameter value in the P-Charging-Vector header field with the type 2 "orig-ioi" header field parameter value identifying the home network hA (i.e. "home‑a"). 

If a "transit-ioi" header field parameter value exists within the P-Charging-Vector header field then the values have to be deleted.

Table 5.3.2-8: INVITE request (S-CSCF-hA1 to IBCF-hA2)

INVITE sip:+4687197378@home-B.net;user=phone;iotl=homeA-homeB SIP/2.0

To:

From:

P-Asserted-Identity:

P-Asserted-Service:

Contact:

CSeq:
Route: <sip:ibcf-hA2.home-A.net;lr>

Record-Route: <sip:scscf-hA1.home-A.net:5070;lr>,<sip:as-hA1.home-A.net:5070;lr>,


<sip:scscf-hA1.home-A.net:5070;lr>,<sip:ibcf-hA1.home-A.net:5070;lr>,


<sip:ic-A1.interconnection-A.net;lr>,<sip:ibcf-vA1.visited-A.net;lr>,


<sip:pcscf-vA1.visited-A.net;lr>

P-Access-Network-Info:

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi="home-a"

Via: SIP/2.0/UDP scscf-hA1.home-A.net;branch=z9hG4bK351g45.6

Via: SIP/2.0/UDP as-hA1.home-A.net;branch=z9hG4bK351g45.5

Via: SIP/2.0/UDP scscf-hA1.home-A.net;branch=z9hG4bK351g45.4

Via: SIP/2.0/UDP ibcf-hA1.home-A.net;branch=z9hG4bK351g45.3

Via: SIP/2.0/UDP ic-A1.interconnection-A.net;branch=z9hG4bK351g45.2

Via: SIP/2.0/UDP ibcf-vA1.visited-A.net;branch=z9hG4bK351g45.1

Via: SIP/2.0/UDP pcscf-vA1.visited-A.net:5060;branch=z9hG4bKnas56565

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7

Other SIP header fields and SDP according to 3GPP TS 24.229 [4].

Request-URI:
The S-CSCF converts the received tel URI to a SIP URI (e.g. by means of ENUM) and appends traffic leg information in an "iotl" SIP URI parameter according to IETF draft-holmberg-dispatch-iotl [iotl-draft].
Route:
The S-CSCF-hA1 adds a Route header with the address of the selected IBCF-hA2.
Via:
The S-CSCF-hA1 adds a Via header field.
Record-Route:
The S-CSCF-hA1 adds a Record-Route header field.
P-Charging-Vector:
The S-CSCF-hA1 replaces the received type 3 IOI received from the AS-hA1 with a type 2 IOI value (i.e. home-a).
9-16.
183 (Session Progress) response (IBCF-hA2 to UE‑A) - see example in table 5.3.2-9.


When the IBCF‑hA2 receives the 183 (Session Progress) response the IBCF‑hA2 sends the 183 (Session Progress) response according to 3GPP TS 24.229 [4] towards the UE‑A via the S-CSCF‑hA1, AS‑hA1, IBCF‑hA1, IC‑A1, IBCF‑vA1, P-CSCF‑vA1 path as described within 3GPP TS 24.229 [4]. 

The table 5.3.2-9 shows the content of the 183 (Session Progress) response when sent by IBCF‑hA2.

Table 5.3.2-9: SIP 183 (Session Progress) response (IBCF‑hA2 to UE‑A) in step 9

SIP/2.0 183 Session Progress

To: <tel:+4687197378>;tag=654a

From: <sip:userA_public1@home-A.net>;tag=4fa3

P-Asserted-Identity: <tel:+4687197378>,<sip:+4687197378@home-B.net;user=phone>
Contact: <sip:[5555::bbb:ccc:ddd:aaa]>
CSeq: 1 INVITE
Via: SIP/2.0/UDP scscf-hA1.home-A.net;branch=z9hG4bK351g45.6

Via: SIP/2.0/UDP as-hA1.home-A.net;branch=z9hG4bK351g45.5

Via: SIP/2.0/UDP scscf-hA1.home-A.net;branch=z9hG4bK351g45.4

Via: SIP/2.0/UDP ibcf-hA1.home-A.net;branch=z9hG4bK351g45.3

Via: SIP/2.0/UDP ic-A1.interconnection-A.net;branch=z9hG4bK351g45.2

Via: SIP/2.0/UDP ibcf-vA1.visited-A.net;branch=z9hG4bK351g45.1

Via: SIP/2.0/UDP pcscf-vA1.visited-A.net:5060;branch=z9hG4bKnas56565

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7

Record-Route: <sip:ibcf-hA2.home-A.net:5070;lr>,<sip:scscf-hA1.home-A.net:5070;lr>,


<sip:as-hA1.home-A.net:5070;lr>,<sip:scscf-hA1.home-A.net:5070;lr>,


<sip:ibcf-hA1.home-A.net:5070;lr>,<sip:ic-A1.interconnection-A.net;lr>,


<sip:ibcf-vA1.visited-A.net;lr>,<sip:pcscf-vA1.visited-A.net;lr>

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"; orig-ioi="home-a"; transit-ioi="any-IC-network.1"; term-ioi="home-b"

Other SIP header fields and SDP according to 3GPP TS 24.229 [4].

P-Charging-Vector: 
The settings of the IOI values are important: 

-
in step 9 the "term-ioi" header field parameter includes a type 2 IOI value which identifies the home network of the terminating user (i.e. "home‑b"). The "transit-ioi" header field parameter includes one or more values identifying the transit networks passed. The "orig-ioi" header field parameter is set to the same type 2 IOI value that was included in the initial INVITE request by the home network hA (i.e. "home‑a") towards the terminating user;

-
in step 10 the "term-ioi" header field parameter includes a type 3 IOI value (prefix "Type 3") which identifies the S-CSCF-hA1 network. The "orig-ioi" header field parameter is set to the same type 3 IOI value that was included in the initial INVITE request from the AS-hA1 to the S-CSCF;

-
in step 11 the "term-ioi" header field parameter includes a type 3 IOI value (prefix "Type 3") which identifies the AS-hA1 network. The "orig-ioi" header field parameter is set to the same type 3 IOI value that was included in the initial INVITE request from the S‑CSCF‑hA1 to the AS-hA1; and

-
in steps 12-15 the "term-ioi" header field parameter includes a type 1 IOI value (prefix "Type 1") which identifies the home network hA. The "transit-ioi" header field parameter includes one or more values identifying the transit networks passed. The "orig-ioi" header field parameter is set to the same type 1 IOI value that was included in the initial INVITE request from the visited network vA towards the home network hA.

17.
PRACK requests (UE‑A to BGCF-hA) and SIP 200 (OK) response to the SIP PRACK request (BGCF-hA to UE-A).


The PRACK request and the 200 (OK) response to the PRACK request are sent without any SDP offer/SDP answer between the UE-A and a BGCF-hA according to 3GPP TS 24.229 [4].

18.
Resource reservation.

19.
UPDATE requests (UE‑A to BGCF-hA) and SIP 200 (OK) response to the SIP UPDATE request (BGCF-hA to UE-A).

20-27.
180 (Ringing) response to the SIP INVITE request (BGCF-hA to UE-A).

28.
PRACK requests (UE‑A to BGCF-hA) and SIP 200 (OK) response to the SIP PRACK request (BGCF-hA to UE-A).


The PRACK request and the 200 (OK) response to the PRACK request are sent without any SDP offer/SDP answer between the UE-A and the BGCF-hA according to 3GPP TS 24.229 [4]. 

29-37.
200 (OK) response to the SIP INVITE request (BGCF-hA to UE-A).

Editor’s note:
Completion of description is needed.

*** 2nd Change ***

5.11.3
PS to CS SRVCC access transfer for a call in the active phase without loopback

This subclause describes the PS to CS SRVCC access transfer of a call in the active phase.

Preconditions to this call flow:

1.
a call is established between a UE-A and a remote UE as described in subclause 5.3. The UE-A is attached to a 4G radio access network (E-UTRAN);

2.
media is anchored in:

a.
the P-CSCF-vA1, the ATCF-vA1 and IBCF-vA1 in the visited network vA;

b.
the IC-A1 in the IC network A; and

c.
the IBCF-hA1 and the IBCF-hA2 in the home network hA; and

3.
SIP signalling is anchored in SCC AS-hA1.

NOTE 1:
The signalling flow is the same for PS to CS SRVCC access transfer for a call in the active phase regardless if the UE-A or the remote UE initiated the call.

Figure 5.11.3-1 shows the SIP message flow when PS to CS SRVCC access transfer of a call in the active phase occurs.
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NOTE:
For clarity, the SIP 100 (Trying) messages are not shown in the signalling flow.

Figure 5.11.3-1: SRVCC without loop back message flow

The steps of the flow are as follows:

1.
A call is established as described in subclause 5.3 between UE-A and a remote UE

-
The remote UE can be a UE connected to IMS or an UE connected to CS and the difference compared to the description in subclause 5.3 and this PS to CS SRVCC access transfer scenario is that an ATCF in the visited originated network participated in the call establishment of the call and that the general AS-hA1 in figure 5.3.2-1 is replaced by the access transfer specific AS i.e. the SCC AS-hA1.

-
The media path is UE-A – P-CSCF-vA1 – ATCF-vA1 – IBCF-vA1 – IC-A1 – IBCF-hA1 – IBCF-hA2 – terminating network – remote UE.

2.
SRVCC handover occurs.

During the ongoing call the UE-A is performing measurements on signalling strength in neighbouring cells and sends continuously the measurement results to the core network. Due to decreasing signalling strength in the 4G radio access network the core network takes a decision that the UE shall be handed over to a 3G radio access network and sends a PS to CS SRVCC request to the MSC server-vA1.

3.
INVITE request due to STN-SR (MSC server-vA1 to ATCF-vA1) - see example in table 5.11.3-3.

-
When the MSC server-vA1 receives the PS to CS SRVCC request from the core network in the visited network, the MSC server-vA1 sends an INVITE request to the ATCF-vA1. This INVITE request is referred to as an "INVITE request due to STN-SR" in the 3GPP TS 24.237 [20].

Table 5.11.3-3: INVITE request due to STN-SR (MSC server-vA1 to ATCF-vA1)

INVITE tel:+1-237-555-3333 SIP/2.0

From: <tel:+1-237-555-1111>;tag=171828

To: <tel:+1-237-555-3333>
P-Asserted-Identity: <tel:+1-237-555-1111>

P-Access-Network-Info: 3GPP-UTRAN-TDD;utran-cell-id-3gpp=151234D0EAF22;network-provided;local-time-zone="UTC+01:10";daylight-saving-time="01"

P-Charging-Vector: icid-value="023551024"; orig-ioi="Type 1visited-a";icid-generated-at="msc-vA1.visited-A.net"

Contact: <sip: msc-vA1.visited-A.net:1357>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel";+g.3gpp.srvcc-alerting;+g.3gpp.mid-call;+ps2cs-srvss-orig-pre-alerting

CSeq: 11 INVITE

Accept: "application/vnd.3gpp.state-and-event-info+xml"

Recv-Info: g.3gpp.state-and-event

Via:SIP/2.0/UDP msc-vA1.visited-A.net;branch=z9hG4bk7987fe

Other SIP header fields and SDP according to 3GPP TS 24.229 [4] and 3GPP TS 24.237 [20].

Request-URI /To:
The tel URI (referred to as STN-SR) identifies the ATCF-vA1. The STN-SR is stored by SCC AS-hA1 in HSS during registration of the user as described in subclause 5.11.2 and sent to the MSC server-vA1 in the PS to CS SRVCC request from the core network.

P-Access-Network-Info:
This header field identifies the location of the UE in the 3G access network, the time‑zone and daylight saving on that location.

P-Charging-Vector:
The MSC server-vA1 adds the P-Charging-Vector header field containing a new ICID value in the "icid", "icid-generated-at" and "orig-ioi" header field parameters. The IOI value is of type 1 and identifies the visited network vA.

P-Asserted-Identity/From:
 The P-Asserted identity and the From header fields is the C-MSISDN and that is not necessary the same identity used in the original call. For example: In the original call the P‑Asserted‑Identity header field could be adam@homenetwork.net.

Contact:
The Contact header field can, additional to the contact address, include a number of media feature tags. In this example the g.3gpp.icsi-ref indicates that this is an MMTel call, the g.3gpp.srvcc-alerting indicates that the MSC server-vA1 supports PS to CS access transfer for call in alerting phase, the g.3gpp.mid-call indicates that the MSC server-vA1 supports transfer of held calls and conference calls and the ps2cs‑srvss‑orig‑pre‑alerting indicates that the MSC server-vA1 supports PS to CS SRVCC access transfer for calls in the originating pre-alerting phase. The media-feature tags will be used by the SCC AS-vA1 to determine which sessions to be transferred.

4.
200 (OK) response (ATCF-vA1 to MSC server-vA1) – see example in table 5.11.3-4.

When the ATCF-vA1 receives the INVITE due to STN-SR the ATCF-vA1 checks if there is a session that fulfils conditions for being transferred and detects that there is a call in an active phase ongoing between UE-A and a remote UE. To avoid speech gaps, the ATCF-vA1 returns a 200 (OK) response towards the MSC server‑vA1 containing media parameters retrieved from the ATGW.

The ATCF-vA1 also adds the "related-icid" header field parameter containing the "icid-value" header fields parameter used in the original call and can be used for charging correlation of generated CDR records in the visited network A (i.e. "visited‑a").
Table 5.11.3-4: 200 (OK) response (ATCF-vA1 to MSC server-vA1)
SIP/2.0 200 OK

From: <tel:+1-237-555-1111>;tag=171828

To: <tel:+1-237-555-3333>;tag=271818
Record-Route: <sip:atcf-vA1.visited-A.net:5070;lr>

P-Charging-Vector: icid-value="023551024";icid-generated-at="msc-vA1.visited-A.net";orig-ioi="Type 1visited-a";term-ioi="Type 1home-a";related-icid="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"
Feature-Caps:*;+g.3gpp.srvcc-alerting,*;+g.3gpp.mid-call,*;+ps2cs-srvss-orig-pre-alerting

Contact: <sip:[5555::bbb:ccc:ddd:aaa]>

CSeq: 11 INVITE

P-Asserted-Identity: <tel:+4687197378>

Via: SIP/2.0/UDP msc-vA1.visited-A.net;branch=z9hG4bk7987fe

Other SIP header fields and SDP according to 3GPP TS 24.229 [4] and 3GPP TS 24.237 [20].

Record-Route:
The ATCF adds its own address in the header field which will be used by the MSC server-vA1 for subsequent SIP requests.
P-Charging-Vector:
The P-Charging-Vector contains the parameters received in the INVITE due to STN-SR and the related-icid header field parameter containing the ICID value received in the session to be transferred.

Editor's note:
Whether the P-Charging-Vector shall contain term-ioi and/or transit-ioi or not is FFS. At the moment the term-ioi and transit-ioi is not currently specified in 3GPP TS 24.237 [20].

Feature-Caps:
The feature-capability indicators as received on the home leg in the session to be transferred.

Contact:
The contact address of the remote UE is included.

P-Asserted-Identity:
The public user identity of the remote UE is included.

5.
ACK request (MSC-vA1 to ATCF-vA1).

The MSC server-vA1 sends the ACK to the ATCF-vA1 according to 3GPP TS 24.229 [4]. The ACK request does not contain any SRVCC specific information.

6.
INVITE request due to ATU-STI (ATCF-vA1 to IBCF-vA1) - see example in table 5.11.3-6.

The ATCF-vA1 creates a new dialog towards SCC AS-hA1 by sending an INVITE due to ATU-STI. Everything except the Request line and the To header field is copied from the received INVITE due to STN‑SR.

Table 5.11.3-6: INVITE request due to ATU-STI (ATCF-vA1 to IBCF-vA1)
INVITE sip:ps2cs@sccas1.home-A.net;iotl=visitedA-homeA SIP/2.0
From: <tel:+1-237-555-1111>;tag=171828

To: <tel:+1-237-555-3333>
P-Asserted-Identity: <tel:+1-237-555-1111>

P-Access-Network-Info: 3GPP-UTRAN-TDD;utran-cell-id-3gpp=151234D0EAF22;network-provided;


local-time-zone="UTC+01:10";daylight-saving-time="01"

P-Charging-Vector: icid-value="023551024"; orig-ioi="Type 1visited-a";

icid-generated-at="msc-vA1.visited-A.net"

Record-Route: <sip:atcf-vA1.visited-A.net:5070;lr>

Contact: <sip:msc-vA1.visited-A1net:1357>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel";+g.3gpp.srvcc-alerting;+g.3gpp.mid-call;+ps2cs-srvss-orig-pre-alerting

CSeq: 11 INVITE

Accept: "application/vnd.3gpp.state-and-event-info+xml"

Recv-Info: g.3gpp.state-and-event

Target-Dialog: me03a0s09a2sdfgjkl491777; remote-tag=774321; local-tag=4fa3
Required: tdialog

Via: SIP/2.0/UDP atcf-vA1.visited-A.net;branch=z9hG4bk731b87

Other SIP header fields and SDP according to 3GPP TS 24.229 [4] and 3GPP TS 24.237 [20].
Request-URI / To:
The SIP URI (referred to as ATU-STI) identifies the SCC AS-hA1. The ATU-STI is sent by SCC AS-hA1 to ATCF-vA1 during registration as described in subclause 5.11.2. The Request-URI includes traffic information in an "iotl" SIP URI parameter according to IETF draft-holmberg-dispatch-iotl [iotl-draft].
Record-Route:
The address that the ATCF-vA1 wants to receive subsequent in-dialog requests from the SCC AS-hA1.
Target-Dialog:
The identity of the dialog selected by ATCF-vA1.

Required:
The "tdialog" option tag indicates that the support for Target-Dialog header field is required.
7.
INVITE request due to ATU-STI (IBCF-vA1 to IC-A1) - see example in table 5.11.3-7.

When the IBCF-vA1 receives the INVITE due to ATU-STI, the IBCF-vA1 updates the SDP as described within 3GPP TS 29.079 [5]. 

The IBCF-vA1 selects, based on local policy, to route the INVITE request due to ATU-STI via interconnect network A and sends the request according to 3GPP TS 24.229 [4] to the IC-A1.

Table 5.11.3-7: INVITE request due to ATU-STI (IBCF-vA1 to IC-A1)
INVITE sip:ps2cs@sccas1.home-A.net;iotl=visitedA-homeA SIP/2.0
From:

To:

P-Access-Network-Info:

P-Charging-Vector:

Record-Route: <sip:ibcf-vA1.visited-A.net;lr>,<sip:atcf-vA1.visited-A.net:5070;lr>

P-Asserted-Identity:

Contact:

CSeq:

Accept:

Recv-Info:

Target-Dialog:

Require:

Via: SIP/2.0/UDP ibcf-vA1.visited-A.net;branch=z9hG4bk79c54a

Via: SIP/2.0/UDP atcf-vA1.visited-A.net;branch=z9hG4bk7987fe

Other SIP headerfields and SDP according to 3GPP TS 24.229 [4] and 3GPP TS 29.079 [5].

Record-Route: 
Based on topology hiding functionality the IBCF-vA1 will either forward the Record-Route header field with:

-
one visible IBCF-vA1 entry and the ATCF-vA1 entry as one hidden entry; or

-
both the IBCF-vA1 entry and the ATCF-vA1 entry as visible entries.

Via:
Based on topology hiding functionality the IBCF-vA1 will either forward the Via header fields with:

-
one visible IBCF-vA1 entry and the ATCF-vA1 entry as one hidden entry; or

-
both the IBCF-vA1 entry and the ATCF-vA1 entry as visible entries.

NOTE 2:
In the example above both the IBCF-vA1 entry and the ATCF-vA1 entry are forwarded as visible entries in the Via and Record-Route header fields.
8.
INVITE request due to ATU-STI (IC-A1 to IBCF-hA1) - see example in table 5.11.3-8.

When the IC-A1 receives the initial INVITE request due to ATU-STI and since the IC-A1 according to local policy allows itself to be bypassed by media then the IC-A1 updates the SDP as described within 3GPP TS 29.079 [5].

The IC-A1 selects an entry point (IBCF-hA1) of the home IMS network hA and sends the INVITE request according to 3GPP TS 24.229 [4] to the IBCF-hA1.

NOTE 3:
The IC-A1 can add a Route header field entry pointing to the entry point of home network hA. However, since this is not necessary for routeing the call it is not shown in table 5.11.3-8.

Table 5.11.3-8: INVITE request due to ATU-STI (IC-A1 to IBCF-hA1)
INVITE sip:ps2cs@sccas1.home-A.net;iotl=visitedA-homeA SIP/2.0
From:

To:

P-Access-Network-Info:

P-Charging-Vector:

Target-Dialog:

Require:

Record-Route: <sip:ic-A1.interconnection-A.net;lr>,<sip:ibcf-vA1.visited-A.net;lr>,


<sip:atcf-vA1.visited-A.net:5070;lr>

P-Asserted-Identity:

Contact:

CSeq:

Accept:

Recv-Info:

Via: SIP/2.0/UDP ic-A1.interconnection-A.net;branch=z9hG4bk73eb11

Via: SIP/2.0/UDP ibcf-vA1.visited-A.net;branch=z9hG4bk79c54a

Via: SIP/2.0/UDP atcf-vA1.visited-A.net;branch=z9hG4bk7987fe

Other SIP header fields and SDP according to 3GPP TS 24.229 [4] and 3GPP TS 29.079 [5].

9.
INVITE request due to ATU-STI (IBCF-hA1 to SCC AS-hA1 via I-CSCF) - see example in table 5.11.3-9.

When the IBCF-hA1 receives the INVITE request due to ATU-STI the IBCF-hA1 updates the SDP as described in 3GPP TS 29.079 [5].

Since there is no Route header field guiding the IBCF-hA1 where to route the call the IBCF-hA1 selects an I‑CSCF in the home network and sends the INVITE request due to ATU-STI to the selected I-CSCF according to 3GPP TS 24.229 [4].

The I-CSCF uses PSI routeing to route the call and sends the INVITE request due to ATU-STI directly to SCC AS-hA1.

The table 5.11.3.9 shows the content of the INVITE request due to ATU-STI when received in the SCC AS‑hA1.
Table 5.11.3-9: INVITE request due to ATU-STI (IBCF-hA1 to SCC AS-hA1 via I-CSCF)
INVITE sip:ps2cs@sccas1.home-A.net;iotl=visitedA-homeA SIP/2.0
From:

To:

P-Access-Network-Info:

P-Charging-Vector: icid-value="023551024";orig-ioi="Type 1visited-a";


icid-generated-at="msc-vA1.visited-A.net";transit-ioi="ICa.1"

Target-Dialog:

Require:

Record-Route: <sip:ibcf-hA1.home-A.net;lr>,<sip:ic-A1.interconnection-A.net;lr>,


<sip:ibcf-vA1.visited-A.net;lr>,<sip:atcf-vA1.visited-A.net:5070;lr>

P-Asserted-Identity:

Contact:

CSeq:

Accept:

Recv-Info:

Via: SIP/2.0/UDP icscf-hA1.home-A.net;branch=z9hG4bk7e75ca1

Via: SIP/2.0/UDP ibcf-hA1.home-A.net;branch=z9hG4bk769aff3

Via: SIP/2.0/UDP ic-A1.interconnection-A.net;branch=z9hG4bk73eb11

Via: SIP/2.0/UDP ibcf-vA1.visited-A.net;branch=z9hG4bk79c54a

Via: SIP/2.0/UDP atcf-vA1.visited-A.net;branch=z9hG4bk7987fe

Other SIP header fields and SDP according to 3GPP TS 24.229 [4], 3GPP TS 24.237 [20] and 3GPP TS 29.079 [5].

P-Charging-Vector:
The IBCF-hA1 includes the "transit-ioi" header field parameter with an IOI value identifying the transit network from which the INVITE request due to ATU-STI is received i.e. the interconnect network A.
10.
INVITE request (SCC AS-hA1 to S-CSCF-hA1) - see example in table 5.11.3-10.

When the SCC AS-hA1 receives the INVITE request due to ATU-STI the SCC AS-hA1 compares the received SDP with the SDP negotiated in the existing session. The conclusion is that it differs so the SCC AS-hA1 needs to send a re-INVITE request towards the remote UE.

NOTE 4:
The AS can either remove the OMR attributes in the SDP or keep them depending on if the AS supports OMR and local policy. In this example the OMR attributes are removed.

NOTE 5:
When a user is roaming and media is anchored in IBCF the IP addresses will be different in the SDP received in the INVITE request due to ATU-STI compared to those negotiated in the existing session towards the remote UE and that will always result in that a re-INVITE request is needed towards the remote UE.

Table 5.11.3-10: INVITE request (SCC AS-hA1 to S-CSCF-hA1) 

INVITE sip:[5555::bbb:ccc:ddd:aaa] SIP/2.0

From: <tel:+1-237-555-1111>;tag=171828
To: <tel:+4687197378>;tag=987651

CSeq: 1000 INVITE
Route: <sip:scscf-hA1.home-A.net:5070;lr>,<sip:ibcf-hA2.home-A.net:5070;lr>,<The set of routes recorded when the call was established>

Via: SIP/2.0/UDP sccas-hA1.home-A.net;branch=z9hG4bK3a4f92

Other SIP header fields and updated SDP according to 3GPP TS 24.229 [4] and 3GPP TS TS 24.237 [20].

11.
INVITE request (S-CSCF-hA1 to IBCF-hA2) - see example in table 5.11.3-11.

The S-CSCF-hA1 forwards the re-INVITE request according to procedures in 3GPP TS 24.229 [4].

Table 5.11.3-11: INVITE request (S-CSCF-hA1 to IBCF-hA2) 

INVITE sip:[5555::bbb:ccc:ddd:aaa] SIP/2.0

From: 

To: 

CSeq:
Route: <sip:ibcf-hA2.home-A.net:5070;lr>,<The set of routes recorded when the call was established>

Via: SIP/2.0/UDP scscf-hA1.home-A.net;branch=z9hG4bK354321

Via: SIP/2.0/UDP sccas-hA1.home-A.net;branch=z9hG4bK3a4f92

Other SIP header fields and updated SDP according to 3GPP TS 24.229 [4] and 3GPP TS TS 24.237 [20].

12-13.
200 (OK) response (IBCF-hA2 to SCC AS-hA1 via S-CSCF-hA1).

When the IBCF-hA2 receives the 200 (OK) response to the re-INVITE request sent towards the remote UE, the IBCF-hA2 forwards the 200 (OK) response to SCC AS-hA1 according to 3GPP TS 24.229 [4]. The 200 (OK) response does not contain any SRVCC specific information.

14-15.
ACK request (SCC AS-hA1 to IBCF-hA2 via S-CSCF-hA1).

The SCC AS-hA1 sends the ACK to the IBCF-hA2 according to 3GPP TS 24.229 [4]. The ACK request does not contain any SRVCC specific information.
16-20.
200 (OK) response (SCC AS-hA1 to ATCF-vA1 via S-CSCF-hA1, IBCF-hA1, IC-A1 and IBCF-vA1) - see example in table 5.11.3-16.

The SCC AS-hA1 uses the received SDP response and sends a 200 OK response to the INVITE request due to ATU-STI towards the ATCF-vA1.

The table 5.11.3-16 shows the content of the 200 (OK) response when received in ATCF-vA1.

Table 5.11.3-16: 200 (OK) response (SCC AS-hA1 to ATCF-vA1 via S-CSCF-hA1, IBCF-hA1, IC-A1 and IBCF-vA1) 

SIP/2.0 200 OK

From: <tel:+1-237-555-1111>;tag=171828

To: <tel:+1-237-555-3333>;tag=828171
CSeq: 11 INVITE

Record-Route: <sip:ibcf-hA1.home-A.net;lr>,<sip:ic-A1.interconnection-A.net;lr>,


<sip:ibcf-vA1.visited-A.net;lr>,<sip:atcf-vA1.visited-A.net;lr>

P-Charging-Vector: icid-value="023551024";orig-ioi="Type 1visited-a";icid-generated-at="msc-vA1.visited-A.net";term-ioi="Type 1home-a";related-icid="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"

Via: SIP/2.0/UDP atcf-vA1.visited-A.net;branch=z9hG4bk7987fe

Other SIP header fields and SDP according to 3GPP TS 24.229 [4].

P-Charging-Vector:
The SCC-AS added the P-Charging-Vector with the "icid-value", the "orig-ioi" value and the "icid-generated-at" as received in the INVITE due to ATU-STI. Additionally the SCC‑AS‑hA1 added the "related-icid" header field parameter. The "related-icid" header field parameter contains the "icid-value" header field parameter of the original call and can be used for charging correlation of generated CDR records in the interconnect network A.
21-24.
ACK request (ATCF-vA1 to SCC AS-hA1 via IBCF-vA1, IC-A1, IBCF-hA1 and S-CSCF‑hA1).

The ATCF-vA1 sends the ACK to the SCC AS-hA1 according to 3GPP TS 24.229 [4]. The ACK request does not contain any SRVCC specific information.
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