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This contribution discusses the association of user plane packets, sent by the GCS AS to the BM-SC, with the TMGI, allocated for this service during the “Activate MBMS Bearer” procedure.
Summary of the user plane along an MBMS Bearer and TMGI

An MBMS Bearer is used to carry user packets sent from a user service down to a UE which is interested to receive these user service packets. Assuming that the user packets are carried using IP multicast protocol, the IP multicast address, used for distributing the data and the APN Network Identifier, in which the service resides, provide the means for associating the user data packets with the MBMS bearer which provides the delivery service for this user packets. In MBMS, a specific identifier named as Temporary Mobile Group Identity (TMGI) is used as an equivalent means for identifying an MBMS bearer and hence the user service carried by this MBMS bearer
. 
The TMGI is composed of two parts: MBMS Service ID and PLMN ID (PLMN ID is also divided into mobile country code – MCC - and mobile network code – MNC). The Service ID is represented by 3 octets. For a given PLMN, the service ID portion of a TMGI uniquely differentiates between different MBMS bearers.
For a GCS AS, which uses an MBMS bearer to deliver the user packets, the logical structure of the user plane of the MBMS bearer is composed of several links as shown on Figure 1:

· GCS AS to BM-SC; MB2-U
· BM-SC to MBMS GW; SGi-mb

· MBMS GW to eNB; M1

· eNB to UE; Uu (note shown on Figure 1)
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Figure 1 – The control and user plane chain from GCS As to eNB. The outbound control plane is in red. The inbound control plane is blue and the user plane is in red. 
The association of a user data packet to the TMGI of the MBMS bearer, via which this user data packet is delivered, should be well defined along these links such that a UE which follows a well defined TMGI is capable fetching the user data packets.

The definitions for the user packet to TMGI association, for each portion of the MBMS bearer (See figure 1), are presented 

· in 29.061 for SGi-mb interface,

· in 29.274 and 29.281 for M1 interface and 

· in 36.331(and 36.300) for Uu interface. 

The common aspects for the methods used in each interface are 

· the encapsulation of the user data packet and 

· the addition of an identifier carried in the encapsulating protocol.
For example in M1 interface the user data is encapsulated with GTP-U protocol which carries the C-TEID (common tunnel endpoint identity) on-to-one associated with the TMGI. In SGi-mb interface, where IP multicast over UDP encapsulation is defined
, the IP multicast address and a source UDP port number (of the encapsulation IP and UDP headers) uniquely associate the encapsulated user packet with the related TMGI. For all interfaces the identifier associated with a TMGI is always longer than 3 octets.
Considerations for MB2-U interface

Similar approach should be used for MB2-U interface, for enabling the BM-SC to associate a user data packet with the TMGI of the MBMS bearer through which the user data packets are delivered. For this, the BM-SC, in the “Activate MBMS Bearer” procedure should return an indicator/label to be used when the user datagram is encapsulated such that there is a one to one association between the TMGI and this label.

Before presenting alternative solutions the following points should also be taken into consideration:

· One to one association requires that this indicator should be at least 3 Octets long

· The source UDP field cannot be used as part of the label since the GCS AS may be behind NAT. 

· Although there are ways for reflecting the internal source port number to the IP domain outside a NAT, we would like to refrain the use of additional protocol in this MB2 interface
· The source IP address shouldn't be used since a single GCS AS may have a single IP address and multiple TMGIs

· The native destination IP (multicast) address cannot be used 

· The value is not necessarily available before the “Activate MBMS bearer” procedure. Therefore it cannot be signaled to the BM-SC before the first user data packet arrives.
· The range may be very limited in the GCS AS

· Deep packet inspection is needed in the BM-SC, which is not always possible.
Possible solutions

Based on the definitions, on the methods used in other interfaces along an MBMS bearer and on the consideration listed above the following alternatives may be considered. For all option the outermost encapsulation is an IP header.
1. GRE encapsulated over  UDP
a. The destination UDP port (2 Octets) and the key field (4 Octets) of GRE header together are used for identifying a specific TMGI 

b. There is no “Protocol” number allocated by IANA for GRE over UDP. In this case the “protocol” field of the outer IP header should indicate 17 (0x11 representing UDP). 

c. The protocol in use should be a-priory defined as GRE encapsulation over UDP.
2. The destination UDP port 

a. The destination UDP port is used for identifying a specific TMGI

b. This field is (only) 2 Octets long.

c. If used as label, the TMGI range reduces from 224 to 216 (e.g. one octet of information in the TMGI becomes insignificant)

d. The reduced range (216) is still large enough for a given PLMN

e. If range reduction is not acceptable then a complementary method is needed. For example, the range can fully or partially be extended by allocation more than one destination IP address for the BM-SC. For full extension the BM-SC should have 256 separate IP addresses to be used as destination address in the MB2-U interface.
3. GRE only encapsulation 
a. The key field (4 Octets) of the GRE header is used for identifying a specific TMGI
b. However, GRE alone is not NAT friendly

c. Not all NATs can be configured for bypassing the GRE field for a given set of destination IP addresses.
4. The extension field of IP header is an additional alternative

a. Some routers may not recognize an IP header extension field
Suggested Solution 

For simple (without options offered by the protocol) and complete (at least 3 Octets identifier in the encapsulation), we suggest to use GRE encapsulation over UDP. Accordingly the protocol details s are as follows:

As a response to GAR message in which the activation of an MBMS bearer is requested, the BM-SC shall provide the BMSC-Port AVP in the GAA message. The BMSC-Port AVP shall include a 4 octet value of GRE key and 2 Octet value of destination UDP port. The combination of GRE key and the destination UDP port shall uniquely correspond to the allocated (or pre-allocated) TMGI value. For an active MBMS bearer, when the CGC AS sends a user plane data packet, it will encapsulate it first with extended GRE header with GRE key setting its value to the value allocated by the BM-SC for the corresponding TMGI and then it will add UDP header with the destination port value allocated for the corresponding TMGI. The destination IP address of the encapsulating IP header will be as indicated in GAA message. The resultant chain of protocol stacks in different entities along the path of the MBMS bearer is shown on Figure 2.
[image: image2.png]eNB MBMS GW BM-5C
User plane data User plane data
SYNC SYNC GRE GRE
GTP-U GTP-U UDP UDP UDP UDP
UDPAPm UDP/Pm 1P(m) 1P(m) i3 hig
LiL2 L1L2 L1L2 LiL2 LiL2 LIL2

aGimb

4

=





Figure 2  - Protocol stack along the user plane of an MBMS bearer in the EPC with GRE over UDP encapsulation in MB2-U
Note 1: IP distribution from BM-SC to MBMS GW is suggested to be multicast (IP(m)). 

Note 2: IP distribution form MBMS GW to eNB must be multicast (IPm)

Note 3: The forwarding of user plane data from eNB over Uu interface is not shown.
Alternative Solution
If the limited range provided by the 2 octet destination UDP port is agreed by the working group then the UDP only encapsulation may be suggested as solution. Accordingly the protocol details s are as follows:

As a response to GAR message in which the activation of an MMBMS bearer is requested, the BM-SC shall provide the BMSC-Port AVP in the GAA message. The BMSC-Port AVP shall include 2 Octet value of destination UDP port. This destination UDP port shall uniquely correspond to the allocated (or pre-allocated) TMGI value. For an active MBMS bearer, when the CGC AS sends a user plane data packet, it will encapsulate it with UDP header with the destination port value allocated for the corresponding TMGI. The destination IP address of the encapsulating IP header will be as indicated in GAA message. The resultant chain of protocol stacks in different entities along the path of the MBMS bearer is shown on Figure 3.
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Figure 3  - Protocol stack along the user plane of an MBMS bearer in the EPC UDP only encapsulation in MB2-U
(See Notes in Figure 2)
� “A particular instance of the MBMS Bearer Service is identified by an IP Multicast Address and an APN Network Identifier. A TMGI also can be used to identify one MBMS Bearer Service inside one PLMN.” From 23.246.c10 section 4.1





� SYNC protocol is also added in this interface. The IP encapsulation is in addition to IP protocol which may be present at the user data packet level.






