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--------------------------------------- 1st change ------------------------------------------
7.3.2.6
Route header field parameter

7.3.2.6.1
General
A Route header field parameter "ii-nni" is introduced.

The table 7.3.2.6.1.1 shows the coding of the Route header field parameter.
Table 7.3.2.6.1.1: Syntax of the "ii-nni" Route header field parameter
rr-param = "ii-nni" / generic-param

ii-nni = ii-nni-tag "=" ii-nni-value

ii-nni-tag = "ii-nni"

ii-nni-value = "visited-home-roaming" / "home-visited-roaming" / "home-visited-loopback" / "home‑as‑to‑visited‑mrb" / "homeA–homeB" / genvalue

NOTE:
The values of the "ii-nni" header field parameter above are just example values. If the Route header parameter solution is selected, the final set of values will be decided during the development of the 3GPP stage 3 technical specifications in cooperation with IETF.

The "ii-nni" URI parameter with an appropriate II-NNI traversal scenario type value is included by the node in the beginning of an II-NNI traversal scenario when sending a dialog creating SIP request or a stand-alone SIP request.
The II-NNI traversal scenario is included in the Route header field with the URI representing the end of the II-NNI traversal scenario. If the end of the II-NNI traversal scenario is represented by the URI in the Request-URI then the URI in the Request-URI is copied to a Route header and added to the SIP request.
The new URI parameter requires an IETF RFC.
7.3.2.6.2
Example of usage of the "ii-nni" Route header field parameter
This clause illustrates:

-
when the node in the beginning of the II-NNI traversal scenario adds the "ii-nni" Route header field parameter with the "visited-home-roaming", the "home-visited-roaming", the "home-visited-loopback" or the "home‑visited‑as‑to‑mrb" II-NNI traversal scenario types in the INVITE request; and

-
when the "ii-nni" Route header field parameter with the "visited-home-roaming", the "home-visited-roaming", the "home‑visited‑loopback" or the "home-visited-as-to-mrb" value is removed by the node in the end of the II‑NNI traversal scenario.

NOTE 1:
The same principles can be applied for other II-NNI traversal scenario types.

NOTE 2:
The illustrated examples are under the assumption that all involved functional entities are within the same trust domain for the "ii-nni" Route header field parameter.

Figure 7.3.2.6.2.1 below illustrates how the "ii-nni" Route header field parameter with the value "visited-home-roaming" is added by the P-CSCF and removed by the S-CSCF.
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Figure 7.3.2.6.2.1: Usage of "ii‑nni=visited‑home‑roaming" as II‑NNI traversal scenario type

1.
The UE sends an initial INVITE request to the P-CSCF. The INVITE request includes the Route header field with the S-CSCF URI received during registration in the Service-Route header field.

2.
The P-CSCF appends the "ii-nni" Route header field parameter with the value "visited-home-roaming".

NOTE 3:
If the home network is using topology hiding, the IBCF acting as an entry point in the home network can, if required by the home network, move the Route header field parameter from the topmost URI identifying the IBCF to the URI identifying the S-CSCF when the IBCF forwards the INVITE request to the S-CSCF.

3-5.
The INVITE request is sent in the registration path and finally received by the S-CSCF. Anyone in the registration path can use the II-NNI traversal scenario type to determine which local policy to apply.

NOTE 4:
The functional entity which receives the INVITE request needs to verify whether the request is received from a trust domain or not. If the request is received from outside of the trust domain, then the functional entity removes any "ii-nni" Route header field parameter of Route header field, if present.

6.
The S-CSCF removes the Route header field in accordance with basic SIP procedures.

NOTE 5:
Since the Route header field that identifies the S-CSCF contains the Route header field parameter with the II-NNI traversal scenario indicator is removed in accordance with basic SIP procedure, the S-CSCF with a legacy implementation will also remove the II-NNI traversal scenario type.

Figure 7.3.2.6.2.2 below illustrates how the "ii-nni" Route header field parameter with the value "home-visited-loopback" is added by S-CSCF and removed by TRF.
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Figure 7.3.2.6.2.2: Usage of "ii‑nni=home‑visited‑loopback" as II‑NNI traversal scenario type

1.
The S-CSCF receives an initial INVITE request from the visited network. The INVITE request contains the Feature-Capability header field with the g.3gpp.trf feature-capability indicator containing a TRF URI to the P‑CSCF. 

2.
The S-CSCF decides to perform a loopback to the visited network and sends the INVITE request towards the visited network populated with a Route header field with the TRF URI and with the "ii-nni" Route header field parameter with the value "home-visited-loopback".

3-5.
The INVITE request is sent in the registration path and finally received by TRF. Anyone in the loopback path can use the II-NNI traversal scenario type to determine which local policy to apply.

NOTE 6:
The functional entity which receives the INVITE request needs to verify whether the request is received from a trust domain or not. If the request is received from outside of the trust domain, then the functional entity removes any "ii-nni" Route header field parameter from the Route header field, if present.

6.
The TRF removes the Route header field in accordance with basic SIP procedures.

NOTE 7:
Since the Route header field that identifies the TRF containing the Route header field parameter with the II-NNI traversal scenario indicator is removed in accordance with basic SIP procedure, the TRF with a legacy implementation will also remove the II-NNI traversal scenario type.

Figure 7.3.2.6.2.3 below illustrates how the "ii-nni" Route header field parameter with the value "home-as-to-visited-mrb" is added by an AS.


[image: image3.emf]S-CSCF

IBCF acting as 

an exit point

Intermediate 

network

IBCF acting as 

an entrypoint

MRB/

MRF

AS

1. The AS decides to 

use media resources 

in the visited network

6. INVITE

[R-U: MRF/MRB URI

Route: MRF/MRB 

URI;ii-nni="home-as-to-

visited-mrb"]

2. INVITE

[R-U: MRF/MRB 

URI

Route: MRF/MRB 

URI;ii-nni="home-

as-to-visited-mrb"]

3. INVITE

[R-U: MRF/MRB URI

Route: MRF/MRB 

URI;ii-nni="home-as-to-

visited-mrb"]

4. INVITE

[R-U: MRF/MRB URI

Route: MRF/MRB 

URI;ii-nni="home-as-to-

visited-mrb"]

5. INVITE

[R-U: MRF/MRB URI

Route: MRF/MRB 

URI;ii-nni="home-as-to-

visited-mrb"]


Figure 7.3.2.6.2.3: Usage of "ii‑nni=home‑as‑to‑visited‑mrb" as II‑NNI traversal scenario type

1.
The AS receives an initial INVITE request from the visited network. The INVITE request may contain a Feature-Capability header field with the g.3gpp.mrb feature-capability indicator containing a MRF/MRB address or the AS may have a configured MRF/MRB address available. 

2.
The AS decides to use media resources in the visited network and sends the INVITE request towards the visited network where the Request-URI contains the MRB URI. In addition the AS adds Route header field with a copy of the URI in the R-U and appends the "ii-nni" Route header field parameter with the value "home‑as‑to‑visited‑mrb".

3-5.
The INVITE request is sent in the registration path and finally received by the MRB/MRF. Anyone in the path between the AS and the MRB/MRF can use the II-NNI traversal scenario type to determine which local policy to apply.

NOTE 8:
The functional entity which receives the INVITE request needs to verify whether the request is received from a trust domain or not. If the request is received from outside of the trust domain, then the functional entity removes any "ii-nni" Route header field parameter in the Route header field, if present.

6.
Since the final destination is the MRB/MRF for the INVITE request, it is not necessary to remove the "ii‑nni" Route header field parameter.
Figure 7.3.2.6.2.4 below illustrates how the "ii-nni" Route header field parameter with the value "homeA-homeB" is added by the S-CSCF in the home network A and removed by S-CSCF in home network B.
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Figure 7.3.2.6.2.4: Usage of "ii‑nni=homeA-homeB" as II‑NNI traversal scenario type

1.
The S-CSCF receives an initial INVITE request from P-CSCF. The P-CSCF can be located in the home network of the calling user or in a visited network when the calling user is roaming.

2.
The S-CSCF sends the INVITE request towards the home network of the called user. Since the called user is in another operator network, the S-CSCF selects an IBCF acting as an exit point. The S-CSCF copies the URI in the Request-URI and adds the copy in a Route header field with the "ii-nni" Route header field parameter with the value "homeA-homeB". A Route header with the selected IBCF URI (i.e. IBCF-1) is added on the top.
NOTE 9:
Since the Route header field with the copy of the URI in the Request-URI needs to be removed by the S-CSCF in home network B to avoid a loop (if P-CSCF receives an INVITE request with a Route header field the P-CSCF will send the INVITE request to I-CSCF again), the S-CSCF checks a local policy based on bilateral agreement whether the homeB supports indicating the II-NNI traversal scenario or not).
3-5.
The INVITE request is routed hop-by-hop, i.e. each nodes tries to find the most optimal route to the home network B in regards to charging, QoS, least congested, etc. Anyone in the signalling path can use the II-NNI traversal scenario type in the bottommost Route header field to determine which local policy to apply. The node that receives the INVITE request removes the topmost Route header field with URI identifying itself, according to basic SIP procedures, and adds a new Route header field on the top with the URI identifying the next hop.
NOTE 10: 
The functional entity which receives the INVITE request needs to verify whether the request is received from a trust domain or not. If the request is received from outside of the trust domain, then the functional entity removes any "ii-nni" Route header field parameter of Route header field, if present.

6.
The I-CSCF queries the location of the S-CSCF and sends the INVITE request to the S-CSCF where the called user is registered. The S-CSCF URI is included in a Route header field and added as a topmost Route header field.
7.
The S-CSCF removes the Route header fields identifying itself and the bottommost Route header field, i.e. the copy of the URI in the Request-URI included by the S-CSCF in the home network A.
NOTE 11: 
Since the Route header field containing the Route header field parameter with the II‑NNI traversal scenario indicator identifies the called user basic SIP procedures will not remove this Route header field. That means that the S-CSCF home network has to support the indication of the II-NNI traversal type otherwise an endless loop will occur when P-CSCF receives the INVITE with a Route header field identifying the called user.
Figure 7.3.2.6.2.5 below illustrates how the "ii-nni" Route header field parameter with the value "home-visited-roaming" is added by the S-CSCF and removed by P-CSCF.
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Figure 7.3.2.6.2.5: Usage of "ii‑nni=home‑visited‑roaming" as II‑NNI traversal scenario type

1.
The S-CSCF receives an initial INVITE request from the originating side. 

2.
The S-CSCF sends the INVITE request towards the visited network populated with a Route header field with the P-CSCF URI received from the P-CSCF in the Path header field during registration and adds the "ii‑nni" Route header field parameter with the value "home-visited-roaming".

NOTE 12: 
If the visited network is using topology hiding, the IBCF acting as an entry point in the visited network can, if required by the visited network, moves the Route header field parameter from the topmost URI identifying the IBCF to the URI identifying the P-CSCF when the IBCF forwards the INVITE request to the P-CSCF.

3-5.
The INVITE request is sent in the registration path and finally received by the P-CSCF. Anyone in the signalling path can use the II-NNI traversal scenario type to determine which local policy to apply.

NOTE 13: 
The functional entity which receives the INVITE request needs to verify whether the request is received from a trust domain or not. If the request is received from outside of the trust domain, then the functional entity removes any "ii-nni" Route header field parameter of Route header field, if present.

6.
The P-CSCF removes the Route header field in accordance with basic SIP procedures.

NOTE 14: 
Since the Route header field that identifies the P-CSCF containing the Route header field parameter with the II‑NNI traversal scenario indicator is removed in accordance with basic SIP procedure, the P-CSCF with a legacy implementation will also remove the II-NNI traversal scenario type.

7.3.3
Evaluation of compliance with the requirements in annex B

The table 7.3.3.1 below shows how well each solution proposed in clause 7.3.2 is compliant with the requirements in clause B.2.3. The requirements from clause B.2.3 are translated to the corresponding questions. "Yes" indicates that the proposed solution fulfils the requirement. "No" indicates that the requirement is not fulfilled without additional work.
Table 7.3.3.1: Evaluation of compliance with the requirements in annex B

	Req no. in B.2.3
	The requirement in clause B.2.3 translated to a question
	New SIP header in clause 7.3.2.2
	Enhancing P-Charging-Vector SIP header field in clause 7.3.2.3
	New value(s) for the SIP Feature capability indicator in clause

7.3.2.4
	SIP URI parameter in clause 7.3.2.5
	Route header field parameter

	REQ-1
	Can the indication be transported by the REGISTER?
	No
	Yes
	Yes
	Yes
	No

	REQ-2
	Can the indication be transported by a dialog-forming request (e.g. INVITE request, etc.)?
	No
	Yes
	Yes
	Yes
	Yes

	REQ-3
	Can the indication be transported by a stand-alone request (e.g. MESSAGE)?
	No
	Yes
	Yes
	Yes
	Yes

	REQ-4
	Can the start of the II-NNI traversal scenario include an II-NNI traversal scenario type indication without making any assumptions that end of the II-NNI traversal scenario will support, or understand the meaning of, the II-NNI traversal scenario type indication, or even support the II-NNI traversal scenario type indication mechanism as a whole?
	No
	No
	No
	Yes
	No

	REQ-5
	Will the entity at the end of the II-NNI traversal scenario remove/replace the indication without the SIP entity at the end of the II-NNI traversal scenario supports the identification of the II-NNI traversal scenario type mechanism as a whole?
	No
	No
	No
	Yes
	No

	REQ-6
	Can the indication be sent in the signalling path even if not all SIP entities do not support, or understand the meaning of, the II-NNI traversal scenario type indication, or even support the II-NNI traversal scenario type indication mechanism as a whole? 
	Yes
	Yes
	Yes
	Yes
	Yes

	REQ-7
	Can a SIP entity that does not support an II-NNI traversal scenario type indication, ignore the indication?
	Yes
	Yes
	Yes
	Yes
	Yes

	REQ-8
	Can all SIP entities on the signalling path inspect the II-NNI traversal scenario type indication introduced by other entities? 
	Yes
	Yes
	Yes
	Yes
	Yes

	REQ-9
	Is the indication only information and not an indication whether procedures associated with the II-NNI traversal scenario type indication have been applied or not?
	Yes
	Yes
	Yes
	Yes
	Yes

	REQ-10
	Does the solution fulfil security aspects and its dependency of trust domain and/or possibility of fraud minimized?
	No
	Yes
	Yes
	Yes
	No

	REQ-11
	Is a procedure which prevents name collisions of indicators, with IANA already defined?
	No
	No
	Yes
	No
	No

	REQ-12
	Can the solution be used even if the end point (S-CSCF, TRF, MRB/MRF, etc.) of the II-NNI traversal scenario type does not support identifying the II-NNI traversal scenario by means of an II-NNI traversal scenario type?
	No
	No
	No
	Yes
	No


9.3
Explicit indication of II-NNI traversal scenario solutions

This clause compares the proposed solutions for explicit indication of II-NNI traversal scenario.

New SIP header field:

Pros:

+
A dedicated header field makes it simpler to find the II-NNI traversal type in a SIP request.

Cons:

-
Requires  IETF work and the issue is very related to 3GPP architecture.
-
Requires interoperator agreement and use of trust domain.

-
Will not be automatically transported by legacy B2BUA implementations.

-
If the II-NNI traversal scenario is included in a new header field to later be used in a Route header field, legacy implementation will not automatically use the II-NNI traversal scenario type in the new header field.

NOTE 1:
A mechanism to include the II-NNI traversal scenario in the REGISTER request or the 200 (OK) response to the REGISTER request could be useful when later using the URI from the Path header field or the URI from the Service-Route header field in the Route header field of a dialog creating request or a stand-alone request.
-
If the URI is configured or included in a XML document (for later use in specific II-NNI traversal scenarios) a new configuration parameter or XML parameter is required. This means that legacy implementations will not use the new configurable parameter or the new XML parameter when later used in the Route header field of a dialog creating request or a stand-alone request.
Enhancing P-Charging-Vector SIP header field:

Pros:

+
Copy of an already existing mechanism (the II-NNI traversal scenario type follows the same rule as "orig‑ioi" in regards to when to add and when to remove).
+
Trust domain already implemented.

Cons:

-
Requires  IETF work and the issue is very related to 3GPP architecture.
-
Breaks the principle of P-Charging-Vector header field. The information in the P-Charging-Vector is in principle only available for charging purposes.

-
If the II-NNI traversal scenario is included in the P-Charging-Vector SIP header field to later be used in a Route header field, legacy implementation will not automatically use the II-NNI traversal scenario type in the P-Charging-Vector SIP header field.

NOTE 2:
A mechanism to include the II-NNI traversal scenario in the REGISTER request or the 200 (OK) response to the REGISTER request could be useful when later using the URI from the Path header field or the URI from the Service-Route header field in the Route header field of a dialog creating request or a stand-alone request.
-
If the URI is configured or included in a XML document (for later use in specific II-NNI traversal scenarios) a new configuration parameter or a new XML parameter is required. This means that legacy implementations will not use the new configurable parameter or the new XML parameter when later used in the Route header field of a dialog creating request or a stand-alone request.
New value(s) for the SIP Feature-Caps header field:

Pros:

+
Using an already existing mechanism.
+
Trust domain already implemented.

Cons:

-
Requires interoperator agreement.
-
Can be very hard (read: impossible) to convince intermediate non-IMS transit networks to look for the II-NNI traversal scenario type in a P-header field of no interest for them.

-
Will not be automatically transported by legacy B2BUA implementations.


If the II-NNI traversal scenario is included as a new value in a Feature-Caps header field to later be used in a Route header field, legacy implementation will not automatically use the II-NNI traversal scenario type in the Feature-Caps header field.

NOTE 3:
A mechanism to include the II-NNI traversal scenario in the REGISTER request or the 200 (OK) response to the REGISTER request could be useful when later using the URI from the Path header field or the URI from the Service-Route header field in the Route header field of a dialog creating request or a stand-alone request.

-
If the URI is configured or included in a XML document (for later use in specific II-NNI traversal scenarios) a new configuration parameter or a new XML parameter is required. This means that legacy implementations will not use the new configurable parameter or the new XML parameter when later used in the Route header field of a dialog creating request or a stand-alone request.
SIP URI parameter:

Pros:

+
Backward and forward compatible solution since the II-NNI traversal scenario type is removed by basic SIP procedures and also by legacy implementations.

+
All II-NNI traversal scenarios, except the default scenario (e.g. the home-home II-NNI traversal scenario) addresses a particular functional entity identified by a node URI or a PSI/IMRN in the Request line or in one of the Route header fields. This means that the II-NNI traversal scenario can be seen as the nature of URI when appending the II-NNI traversal scenario to the URI identified as the destination.

+
The "II-NNI traversal scenario indication" is naturally consumed when the addressed functional entity is reached, i.e. no particular action to remove the "II-NNI traversal scenario indication" is needed.
+
Will be automatically transported by legacy B2BUA implementations.
+
If the II-NNI traversal scenario is included as a new value in a SIP URI parameter to later be used in a Route header field, legacy implementation will automatically use the II-NNI traversal scenario type in the SIP URI parameter.

NOTE 4:
A mechanism to include the II-NNI traversal scenario in the REGISTER request or the 200 (OK) response to the REGISTER request could be useful when later using the URI from the Path header field or the URI from the Service-Route header field in the Route header field of a dialog creating request or a stand-alone request.

+
If the URI is configured or included in a XML document (for later use in specific II-NNI traversal scenarios) existing configurable and XML parameters can be used. This means that legacy implementations will automatically include the SIP URI parameter in a Route header field when later used in the Route header field of a dialog creating request or a stand-alone request.
Cons:

-
Requires IETF work and the issue is very related to 3GPP architecture.
Route header field parameter:
Pros:

+
Will be automatically transported by legacy B2BUA implementations.
Cons:

-
Requires IETF work and the issue is much related to 3GPP architecture.
-
Requires interoperability agreements between operators to avoid loops in the home – home II-NNI traversal scenario.

-
If the II-NNI traversal scenario is included in the Path header field or the Service-Route header field as a header field parameter to later be used in a Route header field, legacy implementation will not automatically use the II-NNI traversal scenario type in the header field parameter when using the URI from the Path header field or Service-Route header field in the Route header field of a dialog creating request or a stand-alone request.
-
If the URI is configured or included in a XML document (for later use in specific II-NNI traversal scenarios) a new configuration parameter or XML parameter is required. This means that legacy implementations will not use the new configurable parameter or the new XML parameter when later used in the Route header field of a dialog creating request or a stand-alone request.
--------------------------------------- End change -----------------------------------------
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