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Change the Diameter AVP to XML IE.

Exclude the description related to IMS.  
Emphasize the precedure is between AF and PC.

	
	

	Consequences    (
  

if not agreed:
	 The TS is incomplete, the related procedure is missed, the corresponding functions can not be implemented.

	
	

	Other specs         (

	

	affected(if any):
	

	
	

	
	

	Other comments (

	


Additional discussion(if needed):
Proposed changes:
*** 1st Change ***
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*** 2nd Change ***

4.5.1
Initial Provisioning of Session Information
When a new AF session is being established and media information for this AF session is available at the AF and the related media require PCC supervision, the AF shall open an Rx Restful session with the PC for the AF session using an AA-Request command, unless an Rx session has already been established for the AF session. If an Rx Restful session already exists for the AF session, the AF uses the existing Rx Restful session. The AF shall provide the full IP address of the UE using either Framed-IP-Address IE or Framed-IPv6-Prefix IE, and the corresponding Service Information within Media-Component-Description IE(s). The AF shall not include circuit-switched bearer related media in the service information sent to the PC. The AF shall indicate to the PC as part of the Media-Component-Description IE whether the media IP flow(s) should be enabled or disabled with the Flow-Status IE.

NOTE 1:
The AF does not need to open an Rx Restful session with the PCRF, if the SDP payload is only proposing to use a circuit-switched bearer (i.e. "c=" line set to "PSTN" and an "m=" line set to "PSTN", refer to 3GPP TS 24.292 [Y]).
The AF may include the AF-Application-Identifier IE into the AF session establishment in order to indicate the particular service that the AF session belongs to. This IE can be provided at both AF session level, and media component description level. When provided at both levels, the AF-Application Identifier IE provided within the Media-Component-Description IE will have precedence.
The AF may include the AF-Charging-Identifier IE into the AF session establishment for charging correlation purposes. The AF may also include the Specific-Action IE to request notification for certain user plane events, e.g. bearer termination.
The AF may include the Service-URN IE in order to indicate that the new AF session relates to emergency traffic. If the PCRF receives the Service-URN IE indicating an emergency session via the PC, the PCRF may apply special policies, for instance prioritising service flows relating to the new AF session or allowing these service flows free of charge.
The AF may include the MPS-Identifier IE in order to indicate that the new AF session relates to an MPS session. If the PCRF receives the MPS-Identifier IE indicating an MPS session via the PC, the PCRF may take specific actions on the corresponding IP-CAN to ensure that the MPS session is prioritized as specified in 3GPP TS 29.212 [X]. For Multimedia Priority Sevice handling, see Annex A.9 of 3GPP TS 29.214 [4].
If the AF provides service information that has been fully negotiated (e.g. based on the SDP answer), the AF may include the Service-Info-Status AVP set to FINAL_SERVICE_INFORMATION as specified in 3GPP TS 29.214 [4]. In this case the PCRF shall authorize the session and provision the corresponding PCC/QoS rules to the PCEF/BBERF.

The AF may additionally provide preliminary service information not fully negotiated yet (e.g. based on the SDP offer) at an earlier stage. To do so, the AF shall include the Service-Info-Status AVP with the value set to PRELIMINARY SERVICE INFORMATION as specified in 3GPP TS 29.214 [4]. Upon receipt of such preliminary service information, the PCRF shall perform an early authorization check of the service information. For GPRS, the PCRF shall not provision PCC rules towards the PCEF unsolicitedly. However, the PCRF may authorize a PCC/QoS rule request received from the PCEF/BBERF as per 3GPP TS 29.212 [X]. Further, if the AF requests the PCRF to report the access network information together with preliminary service information via the PC, the PCRF shall immediately configure the PCEF (or BBEF) to provide the access network information.
For sponsored data connectivity, the AF shall provide the application service provider identity and the sponsor identity to the PCRF via the PC by including the Application-Service-Provider-Identity IE and the Sponsor-Identity IE in the Sponsored-Connectivity-Data IE in the AF session establishment.
NOTE 2:
The relationship between the AF and Sponsor is out of scope of this specification. A single AF can serve multiple ASPs and multiple sponsors, An ASP can also be a sponsor. 
To support the usage monitoring of sponsored data connectivity, the AF may also include the Granted-Service-Unit IE in the Sponsored-Connectivity-Data IE and the Specific-Action AVP set to the value USAGE_REPORT as specified in 3GPP TS 29.214 [4] in the AA-Request to request notification when the usage threshold has been reached.
NOTE 3:
If the AF is in the user plane, the AF can handle the usage monitoring and therefore it is not required to provide a usage threshold to the PCRF as part of the sponsored data connectivity information.
If the UE is roaming with the visited access case and the AF is located in the HPLMN or roaming with the home routed case and operator policies do not allow accessing the sponsored data connectivity with this roaming case, the H-PCRF shall reject the service request indicating UNAUTHORIZED_SPONSORED_DATA_CONNECTIVITY as specified in 3GPP TS 29.214 [4] to the AF.

If the UE is roaming with the visited access case and the AF is located in the VPLMN, the V-PCRF shall reject the service request indicating UNAUTHORIZED_SPONSORED_DATA_CONNECTIVITY as specified in 3GPP TS 29.214 [4] to the AF.
If the UE is in the non-roaming case or roaming with the home routed case and the operator policies allow accessing the sponsored data connectivity with this roaming case, the following procedures apply:
-
If the PCEF does not support sponsored connectivity and the required reporting level for that service indicates a sponsored connectivity level according to 3GPP TS 29.212 [X], sub-clause 4.5.20, then the PCRF shall reject the request indicating REQUESTED_SERVICE_NOT_AUTHORIZED as specified in 3GPP TS 29.214 [4].

-
If the PCEF supports sponsored data connectivity feature or the required reporting level is different from sponsored connectivity level as described in 3GPP TS 29.212[X], then the PCRF, based on operator policies, shall check whether it is required to validate the sponsored connectivity data. If it is required, it shall perform the authorizations based on sponsored data connectivity profiles. If the authorization fails, the PCRF responds to the AF via the PC with an AF session establishment response including the Experimental-Result-Code AVP set to the value UNAUTHORIZED_SPONSORED_DATA_CONNECTIVITY as specified in 3GPP TS 29.214 [4]. The profile may include a list of Application Service Providers and their applications per sponsor.
NOTE 4:
If the AF is in the operator's network and is based on the OSA/Parlay-X GW, the PCRF is not required to verify that a trust relationship exists between the operator and the sponsors. 
When the PCRF receives an initial AF session establishment request from the AF via the PC, the PCRF shall perform session binding as described in 3GPP TS 29.213 [3]. To allow the PCRF to identify the IP-CAN session for which this request applies, the AF shall provide either the Framed-IP-Address or the Framed-IPv6-Prefix containing the full IP address applicable to an IP flow or IP flows towards the UE. In case of private IP address being used, the AF may provide PDN information if available in the Called-Station-Id IE for session binding. The AF may provide the domain identity in the IP-Domain-Id IE for session binding.
NOTE 5:
The IP-Domain-Id IE is helpful in the following scenario: within a PLMN, there are several separate IP address domains, with PCEF(s) that allocate IPv4 IP addresses out of the same private address range to UEs. The same IP address can thus be allocated to UEs served by PCEFs in different address domains. If one PCRF controls several PCEFs in different IP address domains, the UE IP address is thus not sufficient for the session binding.  An AF can serve UEs in different IP address domains, either by having direct IP interfaces to those domains, or by having interconnections via NATs in the user plane between PCEFs and the AF. If a NAT is used, the AF obtains the IP address allocated to the UE via application level signalling and supplies it for the session binding as Framed-IP-Address to the PCRF. The AF supplies an IP-Domain-Id value denoting the IP address domain behind the NAT in addition. The AF can derive the appropriate value from the source address (allocated by the NAT) of incoming user plane packets.
If the PCRF fails in executing session binding, the PCRF responds to the AF via the PC with an AF session establishment response including the Experimental-Result-Code IE set to the value IP-CAN_SESSION_NOT_AVAILABLE as specified in 3GPP TS 29.214 [4]. Further details on how the PCRF identifies suitable IP-CAN sessions can be found in the binding mechanism described in 3GPP TS 29.213 [3].
If the request contains Media-Component-Description IE(s) the PCRF shall store the received Service Information. The PCRF shall process the received Service Information according to the operator policy and may decide whether the request is accepted or not. The PCRF may take the priority information within the Reservation-Priority IE into account when making this decision. If the service information provided in the AF session establishment request command is rejected (e.g. the subscribed guaranteed bandwidth for a particular user is exceeded), the PCRF shall indicate via the PC in the AF session establishment response the cause for the rejection with the Experimental-Result-Code IE set to the value REQUESTED_SERVICE_NOT_AUTHORIZED as specified in 3GPP TS 29.214 [4]. The PCRF may additionally provide the acceptable bandwidth within the Acceptable-Service-Info IE.
To allow the PCRF and PCEF to perform PCC rule authorization and bearer binding for the described service IP flows, the AF shall supply both source and destination IP addresses and port numbers within the Flow-Description IE, if such information is available.
NOTE 6:
In SDP source port information is usually not available.

The AF may specify the Reservation-Priority IE at request level in the AF session establishment request in order to assign a priority to the AF Session as well as specify the Reservation-Priority IE at the media-component-description AVP level to assign a priority to the IP flow. The presence of the Reservation-Priority in both levels does not constitute a conflict as they each represent different types of priority. Specifically the Reservation-Priority at the AF session establishment request level provides the relative priority for a session while the Reservation-Priority at the media-component-description level provides the relative priority for an IP flow within a session. If the Reservation-Priority IE is not specified the requested priority is DEFAULT (0) as specified in 3GPP TS 29.214 [4].

The AF may request notifications of specific IP-CAN session events through the usage of the Specific-Action IE in the AF session establishment request command. The PCRF shall make sure to inform the AF of the requested notifications in the event that they take place.
The AF may include the Rx-Request-Type AVP set to INITIAL_REQUEST as specified in 3GPP TS 29.214 [4] in the AAR.
The PCRF shall check whether the received Service Information requires PCC/QoS Rules to be created and provisioned and/or authorized QoS to be provisioned. Provisioning of PCC/QoS Rules and Authorized QoS to the PCEF/BBERF shall be carried out as specified at 3GPP TS 29.212 [X].
The PCRF shall reply via the PC with an AF session establishment response to the AF. The acknowledgement towards the AF should take place before or in parallel with any required PCC Rule provisioning towards the PCEF and shall include the Access‑Network-Charging-Identifier(s) and may include the Access-Network-Charging-Address IE, if they are available. The AF session establishment response message shall also include the IP-CAN-Type IE, if such information is available. In that case, the AF session establishment response message shall also include the RAT-Type IE when applicable for the specific IP-CAN Type (e.g. 3GPP IP-CAN Type). In addition, if IP flow mobility applies to service data flows as specified in 3GPP TS 29.212 [X], such that a subset of the flows within the AF session are affected, the PCRF shall also include IP-CAN-type and RAT-type information (if applicable) to IP flow mobility related flows, if such information is available. The IP flow mobility affected service data flows are included within the Flows IE at command level. If the PCRF needs to terminate the Rx session before it has sent the AF session establishment response, the PCRF shall send the AF session establishment response immediately and before the traffic plane event report message. 
The behaviour when the AF does not receive the AF session establishment response, or when it arrives after the internal timer waiting for it has expired, or when it arrives with an indication different than DIAMETER_SUCCESS, are outside the scope of this specification and based on operator policy.
If the PCRF fails in installing PCC/QoS rules based on the provided service information due to resource allocation failure as specified in 3GPP TS 29.212 [X] and if requested by the AF via the PC, the PCRF shall send an traffic plane event report command to the AF via the PC with the Specific-Action IE set to the value INDICATION_OF_FAILED_RESOURCES_ALLOCATION as specified in 3GPP TS 29.214 [4] to report the resource allocation failure. The AF shall send an traffic plane event response to acknowledge the traffic plane event report command.
*** End of Changes ***























































































































































































































































�PAGE \# "'Page: '#'�'"  �� � HYPERLINK "http://www.3gpp.org/ftp/Information/DocNum_FTP_structure_V3.zip" ��Document numbers� are allocated by the Working Group Secretary.   Use the format of document number specified by the � HYPERLINK "http://www.3gpp.org/About/WP.htm" ��3GPP Working Procedures�.


�PAGE \# "'Page: '#'�'"  �� Enter the specification number in this box. For example, 04.08 or 29.163. Do not prefix the number with anything . i.e. do not use "TS", "GSM" or "3GPP" etc.


�PAGE \# "'Page: '#'�'"  �� Enter the version of the draft specification here. This number is the version of the draft specification to which the PCR was written and (normally) to which it will be applied if it is agreed.  Make sure that the latest version of the draft specification  is used when creating the PCR. If unsure what the latest version is, go to  http://www.3gpp.org/ftp/specs/latest-drafts/� HYPERLINK "http://www.3gpp.org/3G_Specs/3G_Specs.htm" ���


�PAGE \# "'Page: '#'�'"  �� Enter a concise description of the subject matter of the PCR. It should be no longer than one line. 


One or more organizations (3GPP Individual Members) which drafted the PCR and are presenting it to the Working Group.


�PAGE \# "'Page: '#'�'"  �� Enter the acronym for the work item which is applicable to the change.  A list of work item acronyms can be found in the 3GPP work plan and/or the meeting agenda�


�PAGE \# "'Page: '#'�'"  �� Enter text which explains why the change is necessary.


�PAGE \# "'Page: '#'�'"  �� Enter text which describes the most important components of the change. i.e. How the change is made.


�PAGE \# "'Page: '#'�'"  �� Enter here the consequences if this PCR were to be rejected. 


�PAGE \# f"'Page: '#'�'"  �� If  other specs are affected by this change, then indicate the TS/TR number and the tdoc numbers of the  relevant  (P)CRs


�PAGE \# "'Page: '#'�'"  �� Enter any other information which may be needed by the group being requested to agree to the PCR. This could include special conditions which are not listed anywhere else above.





