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* * * First Change * * * *

5.1.1
Methodology
5.1.1.1
Key required to interpret signalling flow contents tables

Contents tables are used to describe the contents of SIP messages.

The message coding examples include protocol elements that are of some interest for the interconnection use cases such as:

a)
protocol elements that contain address information (e.g. the Contact header field);

b)
protocol elements that contain routeing information (e.g. the Route, Record-Route and Via header fields);

c)
protocol elements that can be used to identify the use case; and

d)
protocol elements that contain particular information of the use case.

Protocol elements that do not fulfil the above criteria are not included in the message coding examples, even if the protocol element is mandatory to be included in the SIP message. However, for completeness one or more references to 3GPP technical specifications are included at the end of the message coding examples.

The following key (rules) has been applied to each contents table to improve readability, reduce errors and increase maintainability:

a)
where a header field in the SIP message contents tables show only the header name including colon, the contents are identical to the received request/response. The received request/response is identified as follows:

-
where a request is generated as a result of a received request (as at a proxy), then the received request is that with the same method name and CSeq header;

-
where a response is generated as a result of a received response (as at a proxy), then the received response is that with the same method name and CSeq header;

-
where the response is generated as a result of a received request or response (as at an UA), then the received request is that with the same method name and CSeq header; and
-
where the request is generated as a result of a received response (as at an UA) then the received response is that immediately previously received;

To enhance readability an indication of the received request/response is included in the method title, should the received request/response not be the immediate preceding request/response.

b)
the (…) sequence of characters is used to indicate that the Content-Length field needs to be filled in, with the appropriate value i.e. the number of bytes in the payload;
c)
repeated headers within a message are listed on a single line, with a comma used as delimiter. This convention is not mandatory but used in this specification for improved readability;
d)
Header fields are listed within a table in the following order:

1)
end to end address information header fields (e.g. To and From);
2)
header fields that do not include end to end address information (e.g. the Route, Record-Route and P-Charging-Vector header fields); and
3)
Via header fields.

This convention is not mandatory but used in this specification for improved readability.

5.1.1.2
Functional entities covered in example flows

The flows show the signalling exchanges between the following functional entities:

-
User Equipment (UE);

-
Proxy‑CSCF (P‑CSCF);

-
Interrogating‑CSCF (I‑CSCF);

-
Serving‑CSCF (S‑CSCF); 

-
Interconnection Border Control Function (IBCF);

-
Application Server (AS);

-
Service Centralization and Continuity Application Server (SCC AS);

-
Mobile Switching Centre (MSC);

-
Access Transfer Control Function (ATCF); 

-
Transit and Roaming Function (TRF);

-
Media Gateway Control Function (MGCF);

-
Breakout Gateway Control Function (BGCF); and

-
Home Subscriber Server (HSS).

A number of the flows show a check against the filter criteria. A successful check against the filter criteria will involve the introduction of an application server into the path, operating in a number of different modes depending on the service provided. This could affect the example flows as follows:

-
by the addition of extra URLs to a number of headers, e.g. Via, Record‑Route, within the flow in which the evaluation of filter criteria occurs;

-
by the addition of extra URLs to a number of headers, e.g. Via, Route in subsequent flows for the same dialog; and

-
by the inclusion of functionality provided by the application server in this and subsequent flows.

5.1.1.3
Notation conventions

5.1.1.3.1
Introduction

This subclause details the notation conventions used in the present document.

5.1.1.3.2
User Identities and IP addresses
	
	IP address
	Public user identity

	UE‑A
	[5555::aaa:bbb:ccc:ddd]
	sip:userA_public1@home-A.net
tel:+1-237-555-1111 (NOTE)

	Remote UE
	[5555::bbb:ccc:ddd:aaa]
	tel:+4687197378

	NOTE:
The tel URI is also used as the C-MSISDN.


Table 5.1.1.3.2-1: The user identities and IP addresses used in contents tables
5.1.1.3.3
Network Entities
5.1.1.3.3.1
Served user UE‑A's associated entities
	Network
	Domain name
	Entity in the network
	FQDN

	UE‑A's home network
	home-A.net
	S-CSCF serving UE-A
	scscf-hA1.home-A.net

	
	
	I-CSCF(between proxy and S-CSCF)
	icscf-hA1.home-A.net

	
	
	IBCF acting as an entry and exit point between the UE-A’s visited network and the UE-A’s home network
	ibcf-hA1.home-A.net

	
	
	IBCF acting as an exit point between the UE-A’s home network and the remote UE's home network
	ibcf-hA2.home-A.net

	
	
	AS providing supplementary services
	as-hA1.home-A.net

	
	
	AS providing the access transfer service
	sccas-hA1.home-A.net

	UE-A's visited network
	visited-A.net
	P‑CSCF serving UE‑A
	pcscf-vA1.visited-A.net

	
	
	IBCF acting as an entry and exit point between the UE-A’s visited network and the UE-A’s home network
	ibcf-vA1.visited-A.net

	
	
	ATCF
	atcf-vA1.visited-A.net

	
	
	MSC server
	msc-vA1.visited-A.net

	
	
	TRF
	trf-vA1.visited-A.net


Table 5.1.1.3.3.1-1: Domain name and FQDN used in contents tables
5.1.1.3.3.2
Remote user's associated entities
	Network
	Domain name
	Entity in the network
	FQDN

	Remote UE's home network
	home-B.net
	
	


Table 5.1.1.3.3.2-1: Domain name and FQDN used in contents tables
5.1.1.3.3.3
Interconnection networks associated entities
	Network
	Domain name
	Entity in the network
	FQDN

	Interconnection network between the visited network A and the home network A
	interconnection-A.net
	SIP proxy
	ic-A1.interconnection-A.net

	Interconnection network between the visited network A and the home network B or between the home network A and the home network B
	interconnection-B.net
	SIP proxy
	ic-B1.interconnection-B.net


Table 5.1.1.3.3.3-1: Domain name and FQDN used in contents tables
5.1.1.4
IOI values

The IOI names used in the message coding examples are shown in Table 5.1.1.4-1.
Table 5.1.1.4-1: The ioi values used in message coding examples
	Network
	IOI name (NOTE 1, NOTE 2, NOTE 3)

	Originating visited network
	visited-a

	Originating home network
	home-a

	Terminating visited network
	visited-b

	Terminating home network
	home-b

	IC network A
	ICa

	IC network B
	ICb

	NOTE 1:
The values for "orig-ioi" and "term-ioi" header field parameters are encoded in the format of a quoted string.

NOTE 2:
The value for an entry in "transit-ioi" header field parameter contains an indexed value.

NOTE 3:
The type 1 and type 3 IOIs are prefixed with specific strings (i.e. "Type1" and "Type3").


* * * End of Changes * * * *
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