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	Reason for change:
	The reporting of network location information of an UE has been extended to Trusted WLAN access in stage 2 specs (TS 23.203, 23.402), correspondinly the implementation over Gx reference point (reporting access network information) should be completed.

	
	

	Summary of change:
	1. Add the reporting conditions for the user location information in case of TWAN access.
2. Correct the reporting procedure reference to subclause 4.5.22. 

	
	

	Consequences if not approved:
	Reporting of user location information over Gx reference point in case of Trusted WLAN access does not be fulfiled.
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*** 1st Change ***

D.3
EPC-based Trusted WLAN Access with S2a
For EPC-based trusted WLAN Access with S2a, the PCEF is located in the P-GW and the BBERF does not apply.

NOTE: 
Gxa interface is not used for S2a-PMIP in Trusted WLAN within this release of the specification.
The ACCESS_NETWORK_INFO_REPORT event trigger defined in subclause 5.3.7 applies. The PCEF provides the PCRF with the access network information as described in subclause 4.5.22, with the exception of the user location information that, if available, is included in the TWAN-Identifier AVP. The user location information is sent when a bearer over Trusted WLAN access is activated or modified or deactivated, and when the IP-CAN session is terminated. When the bearer over Trusted WLAN access is deactivated or the IP-CAN session is terminated the user location information corresponds to the last known UE location.
*** End of changes ***
































































































































































































































































































































































































































































