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*** 1st Change ***
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*** 2nd Change ***

A.3.2
S9 Reference Point

In addition to the specification of the S9 reference point defined in clause 4, this reference point is used to trigger the V-PCRF to initiate the S9a session establishment. The S9 interface is enhanced to carry from the H-PCRF to the V-PCRF the UE local IP address, the H(e)NB local IP address the UDP source port number, if available, and the ePDG IP address derived from the ePDG IP address IE as defined in subclause 7.2.1 of  3GPP TS 29.274 [xx] (for GTP-based S2b and untrusted S2c access), or the PDN GW IP address used as the endpoint of the DSMIPv6 IPv4 user plane tunnel or the DSMIPv6 IPv6 user plane tunnel with the UE (for trusted S2c access).
*** 3rd Change ***

A.4.0
PCRF
The PCRF functionality defined in subclause E.4.1 of 3GPP TS 29.212[ 3] shall apply. For the purpose of Fixed Broadband Access Interworking for EPC-routed traffic the PCRF functionalities defined here are applicable:

-
Send the QoS rules to the BPCF over S9a to request admission control in the fixed broadband access network.

-
Send to the BPCF the UE local IP address, UDP source port number if available, ePDG IP Address used as IPSec tunnel endpoint with the UE and P-GW IP address for the WLAN scenario to allow the Fixed Broadband Access network to identify UE traffic.

-
Send to the BPCF the H(e)NB Local IP address and UDP source port number if available for the H(e)NB scenario. This allows the Fixed Broadband Access network to identify IP flows corresponding to the IPSec tunnel from the H(e)NB to the SeGW which transports H(e)NB UE traffic.

-
Be able to be configured with the relation of IP address ranges to Fixed Broadband Access network, to allow BPCF discovery.
For the NSWO scenario, the following PCRF functionalities are applicable:
-
Handle incoming request of S9a* session establishment.

-
Perform session binding of the AF session information received via Rx with an existing S9a* session using the UE local IP address and the IMSI (if available).
-
For the unsolicited application reporting, link the TDF session with an existing S9a* session using the UE local IP address and PDN information if available.
-
Send the PCC rules to the BPCF over S9a to allocated QoS resources in the fixed broadband access network.
*** 4th  Change ***

A.5.1.1.2
S9a Session Establishment
Upon request of an S9a Session Establishment Trigger by the (V-) PCRF, the BPCF shall send a CCR command with the CC-Request-Type AVP set to the value "INITIAL_REQUEST".

For WLAN scenario the BPCF shall include the UE local IP address within UE-Local-IP-Address AVP, the UDP Source Port within UDP-Source-Port AVP, if available, the PDN information within the Called-Station-ID AVP if available and the IMSI within the Subscription-Id AVP.
For the H(e)NB scenario the BPCF shall include H(e)NB Local IP address within HeNB-Local-IP-Address AVP, the UDP Source Port within UDP-Source-Port AVP, if available and the PDN information within the Called-Station-ID AVP if available.
For the roaming case, the V-PCRF shall initiate the S9 Session Establishment procedure according to clause A.6.1.1.2.
To acknowledge the CCR command initiated by the BPCF, the (V-) PCRF shall send a CCA command including the result code within Result-Code AVP. The (V-) PCRF provides the QoS-Rule-Install AVP to include the applicable QoS Rules and,  if available, the ePDG IP address (for S2b and untrusted S2c access) derived from the ePDG IP address IE as defined in subclause 7.2.1 of  3GPP TS 29.274 [xx] within AN-GW-Address AVP or, if available, the PDN GW IP address (for trusted S2c access) used as the endpoint of the DSMIPv6 IPv4 user plane tunnel with the UE within 3GPP-GGSN-Address AVP (IPv4 address) or used as the endpoint of the DSMIPv6 IPv6 user plane tunnel with the UE within the 3GPP-GGSN-IPv6-Address AVP (IPv6 address).
*** 5th Change ***

A.6.1.1.2
S9 Session Establishment

When the V-PCRF receives one of the following triggers

-
a Gateway Control Session Establishment from the BBERF (ePDG) with UE Local IP address 

-
an IP-CAN Session Establishment from the PCEF with UE Local IP address 

-
a Gateway Control Session Establishment from the BBERF(S-GW) with H(e)NB IP address 

-
an IP-CAN Session Establishment from the PCEF with H(e)NB IP address

-
an S9a Session Establishment from the BPCF
then the V-PCRF determines if an S9 session is already present for that subscriber. If the S9 session is not already established, the V-PCRF initiates an S9 Session Establishment Procedure. Otherwise, it initiates an S9 Subsession Establishment Procedure as described in subclause A.6.3.1.2.
The V-PCRF shall send a CCR command following current S9 procedures including the information received over Gx, Gxx or S9a.

If the procedure is initiated by the BPCF the V-PCRF shall map the S9a session-id to the corresponding S9 session-id. If the procedure is initiated by the BBERF/PCEF, the V-PCRF shall map the Gxx/Gx session-id to the corresponding S9 session-id (case 2a) or S9 subsession-id (case 1 and case 2b).

If the procedure is initiated by the BBERF or PCEF, the V-PCRF shall initiate the S9a session establishment trigger procedures as described in subclause A.5.1.1.1 and keep the mapping between the S9a session-id and the S9 session-id (case 2a) or S9 subsession-id (case 2b and H(e)NB scenario).

To acknowledge the CCR command, the H-PCRF shall send a CCA command including the result code within Result-Code AVP. The H-PCRF provides the QoS-Rule-Install AVP to include the applicable QoS Rules and,  if available, the ePDG IP address (for S2b and untrusted S2c access) derived from the ePDG IP address IE as defined in subclause 7.2.1 of  3GPP TS 29.274 [xx] within AN-GW-Address AVP or, if available, the PDN GW IP address (for trusted S2c access) within 3GPP-GGSN-Address AVP used as the endpoint of the DSMIPv6 IPv4 user plane tunnel with the UE (IPv4 address) or used as the endpoint of the DSMIPv6 IPv6 user plane tunnel with the UE within the 3GPP-GGSN-IPv6-Address AVP (IPv6 address).
*** End of Changes ***

