Page 1



3GPP TSG-CT WG3 Meeting #74 
(
C3-131300
Vienna, Austria, 05 - 09 Aug 2013
	PCR-Form-v0.3 

	PSEUDO  CR

	
	

	(

	Spec. number:
	29.817
	Current version:
	0.1.0
	(



	Title:                     
(

	Session Management for XML based Rx

	
	

	Source:            
    (

	Huawei, Verizon, ZTE

	
	

	Work item code:  
(

	XML_AF_PCRF
	

	
	

	Reason for           (
   

change:

	During CT3 #73 meeting, the discussion paper C3-130493 made a detailed analysis on session management for XML based Rx. In the current 3GPP TS 29.214, when traffic plane events happen, the PCRF informs the AF by ASR or RAR messages, and then the AF makes corresponding actions. However, XML based protocols such as SOAP or RESTful are one-way protocols, that only one network element can initiate a Rx procedure, the traffic plane event cannot be reported from the server (i.e. PCRF) to the client (i.e. AF). So the traffic plane events reporting mechanism should be adapted to XML based protocols.

	
	

	Summary of 
change:                (

	This p-CR proposes several candidate solutions to the session management for XML based Rx interface, to enable a two-way communication so that the PCRF can notify the AF traffic plane events which happen in the RAN/Core network.

	
	

	Consequences    (
  
if not agreed:
	For XML based Rx interface, the current procedures cannot fulfil the requirement of traffic plane events reporting.

	
	

	Other specs         (

	

	affected(if any):
	

	
	 

	
	

	Other comments (

	This pCR is the merge of C3-130985 and C3-131027.


Additional discussion(if needed):
…
Proposed changes:
*** 1st Change ***
2
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-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 23.203: "Policy and Charging Control architecture".

[3]
3GPP TS 29.212: "Policy and Charging Control (PCC); Reference points".

[4]
3GPP TS 29.213: "Policy and Charging Control signalling flows and QoS parameter mapping".
[5]
3GPP TS 29.214: "Policy and Charging Control over Rx reference point ".
[x]
IETF RFC 6202: "Known Issues and Best Practices for the Use of Long Polling and Streaming in Bidirectional HTTP". 
*** 2nd Change ***

7.3
Session management
7.3.1
General
For the Diameter based Rx interface, both the PCRF and the AF can initiate an Rx procedure. However, XML based protocols such as SOAP or RESTful are a one-way protocols, which means only one network element can initiate a Rx procedure. In this case, the AF acts as the client and the PCRF acts as the server and the interaction request can only be initiated by the client AF.

In the 3GPP TS 29.214 [5], when the traffic plane events happen, PCRF needs to inform the AF by ASR or RAR messages, and then the AF takes corresponding actions. However, in context of XML based Rx, the behaviour that the server (i.e. PCRF) sends requests to the client (i.e. AF) doesn’t fulfil the rules of SOAP or is treated as un-RESTful. Therefore, the traffic plane events reporting mechanism should be adapted to XML based protocols.

The keep-alive technology should be applied for messages pushing from the PCRF. Depending on different pushing mechanism, there are several candidate solutions to traffic plane events reporting.
7.3.2
HTTP streaming

For the stream based solution, the PCRF (or the PC in case the PC is involved) and the AF are connected by HTTP based protocol (such as SOAP), and the stream based keep-alive technology is applied for messages pushing from the PCRF/PC. The client sends a request firstly, and then the server replies multiple messages as responses. Those responses for the same request can be treated as a stream without terminating the HTTP connection. The responses will stop when the connection is released. The one request-multiple responses mode is in favour of the scenario that the PCRF can detect multiple traffic plane events and report them to the AF under one HTTP connection without requesting it for multiple times. The procedure is shown in figure 7.3.1:

[image: image1.emf]PCRF/PC AF

PCEF/

BBERF

4. Traffic plane events 

reporting Ack

7.Repeat step 5 to 6

3. Traffic plane events 

reporting Request

5. Keep the HTTP 

connection, and detect traffic 

planeevent reporting trigger

6. Traffic plane events 

reporting

2. Subscribe traffic plane 

events reporting

1.AFsession is 

established


 Figure 7.3.1. Procedure of stream based solution
In case that the keep-alive stream based AF session has been established, the AF initiates traffic plane events reporting procedure by sending a Traffic plane event reporting request to the PCRF/PC. The PCRF/PC acknowledges the AF after it receives the request. The PCRF/PC subscribes to the corresponding event and waits for the occurrence of corresponding traffic plane events. When the PCRF/PC detects one of the traffic plane events, it responds corresponding parameters to the AF. After that, the PCRF/PC will keep the connection and repeat the steps 5 to 6 of traffic plane event reporting. In the end, the connection is released when the AF session terminates.
7.3.3
HTTP long polling
For the solution of long-polling, the PCRF(or the PC in case the PC is involved) and the AF are connected by HTTP based protocol (such as SOAP), and the long-polling based keep-alive technology is applied for PCRF messages pushing. The client sends a request firstly, and the server doesn’t reply the request immediately, but keeps the connection for a while and then responds until the preconfigured events happened. The response will stop when the connection is released. The procedure is shown in figure 7.3.2:
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Figure 7.3.2. Procedure of long-polling based solution.
In case that the keep-alive based AF session has been established and the AF has subscribed to the required traffic plane events, the PCRF/PC will subscribe to the corresponding traffic plane events in the PCEF/PCRF. The AF optionally sends HTTP Connection Availability Request to the PCRF/PC, to check whether the long-polling based HTTP connection between the AF and the PCRF/PC is available. The PCRF/PC responds the AF by a HTTP Connection Availability Response message. The AF initiates traffic plane events reporting procedure by sending a Traffic plane events reporting Request message to the PCRF/PC, and the PCRF/PC keeps the connection. When the PCRF/PC detects one of the traffic plane events, it reports corresponding event to the AF. After that, the steps 5 to 7 repeat until the connection is released when the AF session terminates.
NOTE:
The mechanism of stream based solution is the same as “HTTP Streaming” mentioned in IETF RFC 6202 [x] section 3, and the mechanism of long-polling based solution is the same as “HTTP Long Polling” mentioned in IETF RFC 6202 [x] section 2.
7.3.4
Two TCP connections
The PCRF/PC and AF both support the HTTP client and HTTP server role.  There are two TCP connections between the PCRF/PC and the AF. One is initiated by the AF, while the other is initiated by the PCRF/PC. If the AF establishes an AF session (i.e. initiates the initial provisioning of session information), the AF sends the HTTP request to the PCRF/PC. The HTTP request can re-use the existing TCP connection. The AF assigns an AF session id which is used to identify the AF session. The PCRF/PC stores the AF session id and service information, and then responds to the AF. After this transaction, the HTTP connection can be released but the TCP connection is kept. When the AF modifies the AF session (i.e. initiates modification of session information), the AF sends an HTTP request including the AF session id assigned in the AF session establishment procedure. The PCRF/PC updates stored session information according to the AF session id. When the PCRF/PC reports the traffic plane event corresponding to the AF session, the PCRF/PC sends an HTTP request to the AF. The HTTP request can re-use current existing TCP connections. The request includes the AF session id assigned by the AF and stored by the PCRF/PC during AF session establishment.
*** End of Changes ***
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