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Annex x (informative):
Use cases for Multimedia Priority Service
Purpose of this Annex is to illustrate some possible use cases for MPS traffic handling by a TrGW. It should be noted that this Annex provides only a qualitative consideration. Quantitative estimations about e.g. their likelihood in real network deployments scenarios is out of scope of this document.
X.1
General

Regarding transport of priority traffic in the packet bearer networks, it is useful to highlight the case of networks having different technologies of service support, technologies such as "QoS marking", "tunneling" and "VPN" (virtual private network) respectively. The consideration of use cases is required due to the fact that the TrGW should basically support the interworking with other, non-3GPP packet bearer networks. Such networks could vary in terms of service support technologies or/and network architecture.
X.2
Use cases due to QoS technologies (examples)
The set of considered use cases is exemplary, not exhaustive.
X.2.1
Use case #1: "DiffServ - DiffServ"
This use case is intended to illustrate an interworking scenario between two packet bearer network using both Differentiated Services (briefly DiffServ, abbreviated as DS) as QoS support technology (according clause 10.2.7), see Figure X.2.1.
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Figure X.2.1: Use case #1: "DiffServ - DiffServ" 
and TrGW provides DiffServ pre-marker function (two separate DiffServ domains)
Some observations: 

-
DiffServ domain (see clause 2 in [31]) concept: the TrGW is located between two DiffServ domains in this use case, however, both interconnected IP networks might be also part of the same DiffServ domain as a variation of this use case. The DiffServ domain concept affects typically the TrGW role as DiffServ entity.

-
Possible TrGW DiffServ roles:

· TrGW provides DiffServ edge router (DER) function, i.e., the TrGW is located at the boundary of a DiffServ domain (boundary node); 
· TrGW provides DiffServ pre-marker function, i.e., the TrGW is located in front of the actual DER, but providing already the wished DiffServ marking for egress IP traffic entering the DiffServ domain;

· TrGW provides DiffServ translator function, i.e., the TrGW provides the DiffServ translation function between two DiffServ domains with different DSCP value allocations; or

· TrGW provides DiffSer router function with PHB for forwarded traffic (NOTE: not supported by TrGW).

The role distinction is also relevant concerning the TrGW internal forwarding of packet bearer traffic. Only the fourth DiffServ role imposes a DiffServ compliant PHB, whereas the forwarding behaviour is unspecified in the first three roles.
X.2.2
Use case #2: "DiffServ – IPv4 VPN"

Using a dedicated virtual private network (VPN) is another option for MPS traffic support. There are then basically at least two VPNs, for MPS and non-MPS traffic respectively. VPNs may be realized at various protocol layers (LxVPN). Figure X.2.2 illustrates the example of an L3VPN, which might be just a specific private address space in case of IPv4.
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Figure X.2.2: Use case #2: "DiffServ – IPv4 VPN"
Some observations: 

-
MPS traffic is forwarded/routed to a specific IP realm for the non-3GPP network side
-
DiffServ-based QoS marking is only used at the 3GPP IM CN, but not at the non-3GPP network side.

X.2.3
Use case #3: "DiffServ – Ethernet CoS"

Figure X.2.3 illustrates the example of an Ethernet-based core network at non-3GPP side (see e.g., ITU-T Recommendation Y.2113 for Ethernet-based NGNs). 
NOTE – Background: the geographical dimension is typically much smaller than for IP networks. The TrGW provides typically an IP-over-Ethernet host function (which might be again e.g. a so-called customer edge function in case of Y.2113).
MPS traffic is supported by a specific Ethernet class of service, given by a 3-bit priority field at the Ethernet header. This is again a QoS marking technology.
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Figure X.2.3: Use case #3: "DiffServ – Ethernet CoS"
Some observations: 

-
Typically might be a 1:1 mapping between a DiffServ and Ethernet CoS codepoint for MPS traffic between the two interconnected packet bearer network domains.

X.2.4
Use case #4: "DiffServ – Ethernet VPN"

An Ethernet-based core network at non-3GPP side could be e.g. also operated as network-based layer 2 virtual private network (NB L2-VPN, see e.g. ITU-T Recommendation Y.1311). MPS traffic could be then transported via a dedicated Ethernet virtual LAN (VLAN), see Figure X.2.4.
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Figure X.2.4: Use case #4: "DiffServ – Ethernet VPN"
Some observations: 

-
Typically might be a 1:1 mapping between the DiffServ codepoint and VLAN identifier (VID) for MPS traffic between the two interconnected packet bearer network domains.

X.3
Use cases due to network architecture (examples)
The TrGW is basically providing the interconnection between two connectionless IPv4/IPv6 network domains (in case of two interconnected IP network domains). There might be variations of this principle.
X.3.1
Use case #5: "Interim L2 domain"

Figure X.3.1 illustrates a variant with a L2-based aggregation network at non-3GPP side. Such an architecture is typicall for scenarios when the (IP) border gateway (i.e., the IP border router terminating the autonomous system) would be remotely located with regards to the TrGW. The TrGW is acting as a "front/end" element from IP router perspective and connected via a L2 network.
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Figure X.3.1: Use case #5: "Interim L2 domain"
Some observations: 

-
The TrGW is not located at the border of the IP network domain (autonomous system) at non-3GPP network side. MPS traffic would need L2-specific support towards the "first hop" of the IP network (which would then provide e.g. a L2-to-"IP DS" mapping). 
X.3.2
Use case #6: "II-NNI variants"

The TrGW provides the Izi interface as Inter-IMS Network to Network Interface (II-NNI) in case that the other network would be again a 3GPP IMS core network. The II-NNI might be a pure physical connection (L1), a point-to-point link (L2 link), a L2 local area network, a point-to-point network route, etc from network architectural perspective. Support of MPS traffic may be dependent on the particular network architecture. However, this specification makes the assumption that the usage of DiffServ-based QoS marking would be the default technology at Izi.
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