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1. Introduction

CT4 has been tasked by CT plenary and SA2 to provide stage 2 proposals related to SIRIG to SA2.
CT4 has involved CT3 for PCC related SIRIG impacts.
CT3 aims to endorse a CR against TS 23.203 adding PCC procedures for the support of SIRIG, which will then be suggested to SA2.
It is proposed that CT3 in addition endorses the present discussion paper providing architectural considerations that motivated the suggested PCC procedures for the support of SIRIG in the CR. The discussion paper can then be sent to SA2 together with the CR.

There will also be a CT4 discussion paper covering fundamental design choices for SIRIG, such as the usage of a GTP-U header extension to transport the Service Class Indicator between PCEF and SGSN, and the usage of DSCP between TDF and PCEF. Those aspects are therefore not discussed in the present contribution.
2. Assumed Requirements
SIRIG service class indicators are assigned based on extended packet inspection either by the PCEF or a TDF.
Based upon CT4 decisions:
· Usage of a GTP-U header extension to transport the Service Class Indicator between PCEF and SGSN: The PCEF adds GTP-U header extension to transport the Service Class Indicator to the SGSN either based on extended packet inspection or received DSCP values.
· Usage of DSCP between TDF and PCEF: The TDF marks applications requiring a specific Service Class Indicator with a specific DSCP value within the IP header.
3. How is a PCEF with extended packet inspection capabilities configured to provide SIRIG application marking?

CT3 considered several alternatives:
3A: ADC rules have preconfigured information about applicable SIRIG Service Class Indicator.
CT3 agreed this solution. 
ADC rules make use of extended packet inspection as required for SIRIG.

The PCRF can influence if SIRIG marking is applied by activating suitable ADC rules, e.g. dependent on user profile. ADC rules also allow bandwidth limitation, gating, redirection and usage monitoring for the detected application; although this functionality is not required for basic SIRIG operations, operators might desire to use it the same applications for reasons unrelated to SIRIG.
Specific charging for SIRIG cannot be applied, as such functionality is related to PCC rules, but there are no charging impacts according to the SIRIG WID.
3B: The PCRF provides information about Applicable SIRIG Service Class Indicators when activating ADC rules
CT3 could not reach consensus to add this solution. 

This is a variant that could be used in addition to 3A. As an advantage, the PCRF could request that several different SIRIG markings are applied for the same application in an optimised way, e.g. dependent on user profile. (3A would require several almost identical ADC rules for such a policy). However, it was unclear how frequent use cases where the same application requires several different SIRIG Service Class Indicators really are.

There was also a desire to keep PCC impacts as small as possible.
3C: Predefined PCC rules have preconfigured information about applicable SIRIG Service Class Indicator.

CT3 did not reach consensus whether to add this solution in addition to the solution in 3A. CT3 asks SA2 to continue the related discussions and decide whether to also use predefined PCC rules with preconfigured information about applicable SIRIG Service Class Indicators as a mechanism to configure the PCEF to supply SIRIG Service Class Indicators .
Predefined PCC rules allow for extended packet inspection.

Although this functionality is included in TS 23.203 since Rel-6 (see Note 3 in Clause 6.3.1 and Clause 6.3.2), some companies in CT3 expressed the view that this functionality might no longer be required with the introduction of ADC rules.

Usage of PCC rules has the advantage that extended PCC functionality such as separate charging or placing flows in secondary PDP contexts is available when required by operators. It also allows taking advantage of current PCC procedures without the need to support the optional ADC feature.
A potential disadvantage of predefined PCC rules compared to ADC rules was discussed: Some companies argued that uplink traffic from the UE on a bearer, which does not comply with the bearer binding of that PCC rule, would by-pass the PCC rule, and would thus not be detected unless similar predefined PCC rules are installed in all IP CAN bearers. This problem would also affect downlink traffic subject to SIRIG marking if an application detection algorithm inspects traffic in both directions to detect an application. Other companies argued that, TS 23.203 would allow predefined PCC rules with deep packet inspection capabilities and no service data flow filters to be activated in multiple IP CAN bearers (See Clause 6.3.2: "A predefined PCC rule that contains downlink service data flow filters can only be activated once per IP‑CAN session. A predefined PCC rule that contains only uplink service data flow filters can be activated for multiple IP‑CAN bearers of the same IP‑CAN session (deactivation of such a predefined PCC rule would remove this PCC rule from every IP‑CAN bearer)."). In any case, this problem does not occur when only a single dedicated bearer is used, as expected for SIRIG in GERAN, but may gain importance in future releases should solutions similar to SIRIG be applied to other RAT types.
3D: The PCRF provides information about Applicable SIRIG Service Class Indicators when activating predefined PCC rules
CT3 could not reach consensus to add this solution. 

This is a variant that could be used in addition to 3C. As an advantage, the PCRF could request that several different SIRIG markings are applied for the same application in an optimised way, e.g. dependent on user profile. (3A would require several almost identical predefined PCC rules for such a policy). However, it was unclear how frequent use cases where the same application requires several different SIRIG Service Class Indicators really are. There was also a desire to keep PCC impacts as small as possible.

3E: The PCRF provides information about Applicable SIRIG Service Class Indicators when installing dynamic PCC rules

CT3 left the applicability of dynamic services for study in future releases. 

Dynamic PCC rules do not allow for extended packet inspection as required for SIRIG. There was also a desire to keep PCC impacts as small as possible.

As an advantage, this solution could also be applied for mapping between DSCP values to and SIRIG Service Class Indicators, if existing ToS filters within PCC rules are used (see 5). It would also give the PCRF close control.
On the other hand there can be dynamic services (e.g. IMS services) that can benefit for the support of SIRIG. This however would require further analysis.

3F:  Predefined or dynamic PCC rules contain a QCI. The PCEF is configured to provide SIRIG Service Class Indicators for specific QCI values.
CT3 did not reach consensus on this solution. 

This is a variant of 3E, and the points raised there apply.
The QCI is used as a reference to node specific parameters that control packet forwarding treatment (e.g. scheduling weights, admission thresholds, queue management thresholds, link layer protocol configuration, etc.). SCI could be derived at the PCEF using the QCI included in the PCC rule.

SIRIG Service Class Indicators identify applications according to operator´s policies, with corresponding RAN procedures also depending on the policies of operators. 
Known policies include the allocation of appropriate time slots for the application in GERAN, which is understood by some companies to relate to bandwidth allocation (as controlled by bandwidth parameters in PCC) rather than QoS class (as controlled by the QCI in PCC).
There were also concerns that using QCI at the PCEF to determine SIRIG Service Class Indicators in addition to bearer binding might render the PCEF behaviour unpredictable.
QCIs are also not part of ADC rules.

3G:  The configuration of the PCEF to provide SIRIG Service Class Indicators for specific Extended Deep Packet Inspection results is outside any ADC or PCC rule .

CT3 did not agree this solution. 

It would not allow any control about applicable SIRIG Service Class Indicators by the PCRF and introduce a third variant of Extended Packet Inspection in the PCEF.

4. How is a TDF configured to provide SIRIG application marking?

CT3 considered several alternatives:

4A: ADC rules have preconfigured information about applicable DSCP marking.
CT3 agreed this solution. 

ADC rules make use of extended packet inspection as required for SIRIG.

The PCRF can influence if SIRIG marking is applied by activating suitable ADC rules, e.g. dependent on user profile. ADC rules also allow bandwidth limitation, gating, redirection and usage monitoring for the detected application; although this functionality is not required for basic SIRIG operations, operators might desire to use it the same applications for reasons unrelated to SIRIG.
4B: The PCRF provides information about applicable DSCP marking when activating ADC rules
CT3 could not reach consensus to add this solution. 

This is a variant that could be used in addition to 3A. As an advantage, the PCRF could request that several different DSCP markings are applied for the same application in an optimised way, e.g. dependent on user profile. (4A would require several almost identical ADC rules for such a policy). However, it was unclear how frequent use cases where the same application requires several different SIRIG Service Class Indicators really are.

There was also a desire to keep PCC impacts as small as possible.
4C:  The configuration of the TDF to provide SIRIG Service Class Indicators for specific Extended Deep Packet Inspection results is outside any ADC.

CT3 did not agree this solution. 

It would not allow any control about applicable SIRIG Service Class Indicators by the PCRF and introduce a second variant of Extended Packet Inspection in the TDF.

5. How is a PCEF configured to map DSCP values to SIRIG application marking?

CT3 considered several alternatives:

5A: There is a preconfigured mapping between DSCP values and SIRIG Service Class Indicators in the PCEF independent of ADC and PCC rules.
CT3 agreed this solution. 

For more details on this solution see 6.

This solution was regarded as the simplest matching the SIRIG requirements.

No PCRF control was seen necessary, as the PCRF can rather influence DSCP marking at the TDF (see 4).
It was also expected that DSCP values and SIRIG Service Class Indicators used in a network will not change frequently as they need to be configured in many network elements (also e.g. IP routers and RAN nodes). As the meaning of SIRIG Service Class Indicators is configured in RAN nodes, it cannot depend on user profiles.
5B: PCC rules with ToS filters can be used to provide extended PCC functionality for specific DSCP values and thus SIRIG applications.
This is existing PCC functionality. 

This can be applied in addition to 5A depending on operator policies.

For instance, specific charging for SIRIG could be applied (there are no charging impacts according to the SIRIG WID).

5C: The PCRF provides information about Applicable SIRIG Service Class Indicators in dynamic PCC rules with TOS filters
CT3 did not agree this solution. 

This would allow a close control of the PCRF, but the PCRF can also influence DSCP marking at the TDF (see 4).

It was expected that DSCP values and SIRIG Service Class Indicators used in a network will not change frequently as they need to be configured in many network elements (also e.g. IP routers and RAN nodes). As the meaning of SIRIG Service Class Indicators is configured in RAN nodes, it cannot depend on user profiles.

Extended PCC functionality for SIRIG applications would become possible, but this can also be achieved with existing PCC protocol means (5B) if desired by operators.

5D:  PCC rules contain a QCI. The PCEF is configured to provide SIRIG Service Class Indicators for specific QCI values.
CT3 did not reach consensus on this solution. 

This is a variant of 5C, and the points raised there apply. In addition, the points raised under 3F apply.
6. How can it be avoided that untrusted DSCP values are converted to Service Class Indicators?

Normal IP traffic is likely to be offloaded to external networks close to the PCEF, and in many deployments DSCP markings from external networks might thus be received at the PCEF (and forwarded on to the UE, as 3GPP did not assign any significance to DSCP markings in the "inner" IP layer transported by GTP-U in the PS domain). In such a deployment scenario, DSCP markings cannot be trusted unless they are provided by a TDF in front of the PCEF.

It is not standardised how downlink traffic is routed through a standalone TDF. However, such a standalone TDF does not modify the IP addresses of traffic it passes. It is thus very likely that the TDF is inserted by means of IP routeing, i.e. that all traffic towards a given range of IP address destinations (assigned to UEs by the PCEF) is routed through the TDF. Deployments with and without TDF may still be used at the same PCEF; the PCEF would assign separate IP address ranges and/or connect to different IP address domains (e.g. external network or operator controlled IP domain). Selection of the address domain for a new IP CAN session at the PCEF could e.g. be based upon APN. However, it is very likely that either all or none of the downlink traffic of a given IP CAN session passes a TDF. The CR therefore proposes that it depends on the APN if the PCEF converts received DSCP marks to Service Class Indicators within GTP-U.
For downlink traffic from untrusted networks only TDF supplied DSCP marks should be mapped at the PCEF. However for traffic passing a TDF, a PCEF can hardly decide if the TDF applied DSCP marking or passed received DSCP marks, unless the TDF behaviour is well defined and the PCEF behaviour is aligned. The CR therefore proposes that the TDF can be configured to mark all IP packets not matching any ADC rule with specific DSCP values or not matching any rule with a default DSCP value, which is not interworked at the PCEF.
An alternative, which is not included in the CR, would be that the TDF only replaces incoming IP packets not matching any ADC rule with specific DSCP values or not matching any rule with a default DSCP value, which is not interworked at the PCEF, if the DSCP value of the incoming IP packet has a value which is also used for the purpose of SIRIG Service Class Indicators. A TDF could then pass such IP packets with other DSCP values unmodified. That might have advantages if IP routers performing differentiated service scheduling based on standard IETF DSCP values are inserted between TDF and PCEF. 
