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Abstract of the contribution: This is a discussion of the Tsp interface protocol choice and its corresponding CT3 specific requirements. 
1. Introduction

This is a discussion paper for the Tsp interface protocol choice with help of defining Tsp interface specific requirements and analyse if and how candidate protocols meet these requirements. 
2. Specific CT3 specific Tsp protocol requirements
In the attached Excel worksheet the results in forms of a comparison of the three protocol candidates for the Tsp interface can be found. This work was performed during the ongoing CT3 meeting in forms of an offline discussion. 
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3. Analysis result of CT3 specific Tsp protocol requirements
The outcome of the discussion can be found in the attached Excel worksheet.
Conclusions
There was no decision on the protocol choice during the discussions; it is still an open question. The intention is to spread this discussion paper to a bigger audience, Orange will arrange discussions with interested operators to have their view. This is planned for week 17. 

In week 18 a Telco will be arranged to further discuss the protocol choice. The aim is to have as a minimal result a working assumption of the protocol choice decided at this Telco. This in order to be able to prepare contributions already for the Kyoto meeting.
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		Tsp protocol requirement				Diameter over SCTP		HTTP over TCP/IP		SMPP		Remark

		Deployment

				Connection of a MTC-IWF to one or more SCS		yes		yes		yes

				Same protocol on Tsp and T4 used (not decided end of March 2012)		yes		no		no		CT4 working assumption: DIAMETER

				Is the protocol suitable for an SCS outside the operators network?		yes		yes		yes

				Supports high traffic load		++		+		++

				Adopted by ETSI on the M2M management function level		no		yes		no		Not a decison criterion, but ETSI could give a hint for the protocol that could selected

		Device request with confirmation and report possible (one request with two replies)										SA2 requirement

				Support of Device Trigger Request		yes		yes		yes

				Report of acceptance or non-acceptance of the Device Trigger Request		yes		yes (e.g. with HTTP 102 provisional response)		yes

				Report of success or failure of the message delivery to the MTC Device		yes		yes (with HTTP 200 OK)		yes		TCP connection timeout could be a problem for HTTP during request/response.

				Report of congestion and load information to the SCS		yes		yes (can probably be included in XML the definition)		yes

		In which community is the protocol known

				Well known in the IP application developers community		no (?)		yes		yes

				Well known in the 3GPP community		yes		yes		yes

		Expandability										Seems highly important for MTC communication

				Easy to extend for future requirements		yes		yes		yes (?)		Ownership of SMPP

		Security, privacy, integrity, reliability										SA3 should give guidelines for security, privacy and integrity

				Reliability transport by connection oriented protocol		yes (SCTP)		yes (TCP)		yes (TCP)

				Security protection possible		yes		yes		yes		Has to be analysed in detail (open ports with IPSec, usage of HTTPS seems more secure, ...), but could probably solved by configuration, …

				Privacy protection possible		yes		yes		yes		Has to be analysed in detail (open ports with IPSec, usage of HTTPS seems more secure, ...), but could probably solved by configuration, …

				Integrity protection possible		yes		yes		yes		Has to be analysed in detail (open ports with IPSec, usage of HTTPS seems more secure, ...), but could probably solved by configuration, …

				Firewall transition possible		yes		yes		yes

				Is the protocol not sensibility to attacks		yes		no (firewalls/routers can solve the problem)		yes (although this is quite a claim)		Has to be analysed in detail

		Flexibility of communication										Seems highly important for MTC communication

				Network boundary transition possible		yes		yes		yes

				Flexible (e.g. transport of content to the application located at the MTC Device)		yes, new AVPs free to be designed as requested		yes (any MIME content can be included in the body parts)		yes (data/port can be transported)		See SA2: Tsp payload may be transported in the request

				Client server architecture		yes		yes		yes

				Scalability of applications (distribution of requests to different entities)		yes		yes		yes

				Triggering of many devices in one request		yes		yes		yes (though limited with existing operations)

				Is there no upper limit on the amount of data that can be sent		yes		yes (HTTP Post)		yes		Transport of content for the application hosted in the MTC device

				Communication with a large number of devices possible		yes		yes		yes

				Capability exchange (Feature negotiation)		limited		limited		limited		Application level meachanisms required for all (diameter already related experience in 3GPP)

		Failure  handling

				High failure tolerance		yes		yes		yes
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