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-------------------------------------------- 1st change --------------------------------------------
3.2
Symbols

For the purposes of the present document, the following symbols apply:

Mm
Reference Point between a CSCF/BGCF/IMS-ALG and an IP multimedia network. 

Mx
Reference Point between a CSCF/BGCF/MSC Server enhanced for ICS and IBCF. 
Mb 
Reference Point defined in 3GPP TS 23.002 [5] and is IP based.
Ix 
Reference Point between IBCF and TrGW or CS-IBCF and CS-TrGW.
-------------------------------------------- 2nd change --------------------------------------------
9.1.1.2
Receipt of the first SDP answer

At the receipt of the first SDP answer from network B the IMS-ALG shall:

-
Provide to the TrGW the address(es) and port number(s) as received in the c-line(s) and m-line(s) in the SDP answer as destinations for the termination towards answering network B, 

-
Request the TrGW to allocate a termination towards the offering network A and provide IP address(es) and port number(s) from its pool for this termination, and provide the IP address and port number received in the first SDP offer from network A as destination for this termination, unless this step has already been executed earlier, e.g. at the receipt of the SDP offer, and

-
Requests the TrGW to bind the termination towards network A and the the termination towards network B to enable the routing of user plane traffic towards the IPv4 SIP network through the TrGW.

NOTE:
The binding request will be combined with the request to create terminations in the H.248 protocol.
When the IMS-ALG has received the requested information, the IMS-ALG shall send an SDP answer to the network A. The IMS-ALG shall create the SIP message in accordance with the rules for the IMS-ALG described in subclause 9.1.4 with the following clarification:

-
The IP address(es) and port number(s) received from the TrGW for the termination towards network A shall replace the received IP address(es) and port number(s) in the SDP.

-------------------------------------------- 3rd change --------------------------------------------
9.1.3
Change of connection information

After the dialog is established it is possible for both ends of the session to change the connection data for the session. When the IMS-ALG/TrGW receives a SDP offer/answer where port number(s) or IP address(es) is included., there are four different possibilities:

1) IP address(es) or/and port number(s) have been added. In this case additional binding(s) shall be provided by the IMS-ALG/TrGW as detailed for the first SDP offer in the clauses above;

2) IP address(es) or/and port number(s) have been deleted. In this case binding(s) shall be made free by the IMS-ALG/TrGW;

3) IP address(es) and port number(s) have been reassigned of the users. In this case the binding(s) shall reflect the reassignment; and
4) No change has been made to the IP address(es) and port number(s). In this case no change shall be made to the existing binding(s).

-------------------------------------------- 4th change --------------------------------------------
9.1.4
Interworking of SIP messages

The IMS-ALG behaves as a SIP B2BUA when interworking SIP messages. The IMS-ALG shall forward all SIP messages transparently with respect to all methods, result codes, headers and attachments except as follows:

-
The IMS-ALG modifies SDP according to subclauses 9.1.1, 9.1.2 and 9.1.3;

-
When forwarding an incoming SIP request, the IMS-ALG should perform UAC procedures towards the intended target according to IETF RFC 3261 [2], by modifying those headers necessary to ensure that all transactions within the dialog pass through the IMS-ALG;

-
When forwarding an incoming SIP response, the IMS-ALG should perform UAS procedures towards the originator of the corresponding request according to IETF RFC 3261 [2], by modifying those headers necessary to ensure that all transactions within the dialog pass through the IMS-ALG; and

-
The IMS-ALG may perform any appropriate error recovery procedures in the event that an incoming message contains errors inconsistent with the forwarding procedures above
NOTE:
The IBCF can perform screening of SIP request and SIP responses based on local policy as described in subclause 5.10.6 of 3GPP TS 24.229 [1].
At the receipt of a BYE request, CANCEL request or non-200 final response, the IMS-ALG shall release the session and request the TrGW to release the bindings established for the session.
-------------------------------------------- 5th change --------------------------------------------
9.2.1
Payload transport

The TrGW shall use the established bindings described above to transport the messages between the network A and the network B in the following way.

At the receipt of a payload message the TrGW shall:

-
replace the received destination IP address(es) and port number(s) in the payload message with the corresponding IP address(es) and port number(s) that have been signalled by the IBCF; and

-
replace the received source IPaddress(es) and port number(s) in the payload message with the corresponding IPaddress(es) and port number(s) the TrGW allocated at its own terminations.
-------------------------------------------- 6th change --------------------------------------------
9.2.2.1
IPv4 to IPv6

When the TrGW receives an IPv4 message the following codings shall be set in the IPv6 headers of the message sent to the IPv6 network.

-
If the DF bit is set and the packet is not a fragment (i.e., the MF flag is not set and the Fragment Offset is zero) The IPv6 headers shall be set as described in table 1;

-
If the DF bit is not set or the packet is a fragment the IPv6 headers shall be set as described in table 2.

Table 1: Derivation of IPv6 Header from IPv4 header (no fragmentation)

	IPv6 field
	Value

	Version
	6

	Traffic Class:
	The default behaviour is that the value of the IPv6 field Traffic Class field is the value of the IPv4 Type Of Service field (all 8 bits are copied). An im​plementation of a TrGW should also provide the ability to ignore the value of the IPv4 Type of Service and always set the IPv6 traffic class field to zero.

	Flow label
	The Ipv6 Flow Label Field is set to 0 (all zero bits)

	Payload Length
	The IPv6 Payload Length field value is the IPv4 Total length field value minus the size of the IPv4 header and IPv4 options field length, if present.

	Next Header
	The Ipv6 Next Header value is copied from IPv4 Protocol field

	Hop Limit:
	The IPv6 Hop Limit value is The value of IPv4 field Time To Live minus 1

	Source Address 


	Shall be handled as the addresses of the payload message as described in subclause 9.2.1.

	Destination Address 
	Shall be handled as the addresses of the payload message as described in subclause 9.2.1.


Table 2: Derivation of IPv6 Header from IPv4 Header (fragmentation)

	IPv6 field
	Value

	Version
	6

	Traffic Class:
	The default behaviour is that the value of the IPv6 field Traffic Class field is the value of the IPv4 Type Of Service field (all 8 bits are copied). An im​plementation of a TrGW should also provide the ability to ignore the value of the IPv4 Type of Service and always set the IPv6 traffic class field to zero.

	Flow label
	The Ipv6 Flow Label Field is set to 0 (all zero bits)

	Payload Length
	The IPv6 Payload Length field value is the IPv4 Total length field value plus 8 for the fragment header minus the size of the IPv4 header and IPv4 options field length, if present.

	Next Header
	The IPv6 Next header field is set to Fragment header (44).

	Hop Limit:
	The IPv6 Hop Limit value is The value of IPv4 field Time To Live minus 1

	Source Address 


	Shall be handled as the addresses of the payload message as described in subclause 9.2.1.

	Destination Address 
	Shall be handled as the addresses of the payload message as described in subclause 9.2.1.

	Fragments headers
	

	a) next header
	Copied from IPv4 Protocol field

	b) fragment Offset
	Copied from the IPv4 Fragment offset field

	c) More fragment bit
	Copied from the value of the more fragment bit in the IPv4 flags field

	d) Identification
	The value of this field should be mapped from the triple of the source address, destination address and IPv4 identification field of the incoming packet/fragments to a unique value for the source and destination address of the outgoing IPv6 packet/fragments.


-------------------------------------------- 7th change --------------------------------------------
9.2.3
Fragmentation

If the DF flag is not set and the IPv4 packet will result in an IPv6 packet larger than 1280 bytes the TrGW shall prior to transferring it in the IPv6 network:
-
Add the fragment header to the message: and
-
fragment the IPv4 packets so that their length, excluding the IPv4 header, is at most 1232 bytes (1280 minus 40 for the IPv6 header and 8 for the Fragment header).

-------------------------------------------- 8th change --------------------------------------------
10.1.3.1.1
Call Establishment
Figure 10.1.3.1.1.1 depicts the signalling flow for a call setup either from or toward an external network.
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1.
The IBCF receives an SDP offer in SIP signalling.

2.
The IBCF detects that one of the CS-TrGW functions is required, e.g. NAPT/NAT.
3.
The IBCF sends a H.248 ADD command to create the outgoing termination and to request resources to execute TrGW function.
4.
The TrGW creates the outgoing termination. 

5.
The TrGW replies to IBCF with a H.248 Add reply command and provides the local address and port of the outgoing termination.
6.
The IBCF replaces the IP address inside the SDP using the information coming from TrGW.
7.
SDP offer is sent to the network at the outgoing side.
8.
SDP answer is received by IBCF.
9.
The IBCF sends a H.248 MOD command to configure the outgoing termination with address and port information received in the SDP answer.
10.
The TrGW configures the outgoing termination. 

11.
The TrGW replies to IBCF with a H.248 MOD reply command. 
12. 
The IBCF sends a H.248 ADD command to create the incoming termination and to request resources to execute TrGW function.
13.
The TrGW creates the incoming termination.
14.
The TrGW replies to the IBCF with a H.248 Add reply command and provides the local address and port of the incoming termination.
NOTE:
Steps 12 to 14 may also be executed after step 2.
15.
The IBCF replaces the IP address inside the SDP using the information coming from TrGW.
16.
SDP answer is sent to the network at the incoming side.

Figure 10.1.3.1.1.1: IBCF and TrGW interaction at Call establishment.
When creating the termination towards the IMS network or towards external networks, the IBCF may also indicate that the IP Interface Type is "MboIP".

NOTE:
Other values may be indicated by a CS-IBCF, as detailed in 3GPP TS 29.235 [29].
The IP Interface Type allows the TrGW to collect statistics per interface type associated with the RTP bearer termination. The provision of these statistics is outside of the scope of this specification.
-------------------------------------------- 9th change --------------------------------------------
10.1.3.1.2
Call Release

Figure 10.1.3.1.2.1 depicts the signalling flow for a call release.


[image: image2.emf]   

1   Event causing release  

2 .   H.248  SUB  req    C=   C1 , T=   T1 )  

4 .  H.248  SUB  resp.   (C=C1, T=T1 )  

  3 .   Destroy  outgoing termination T1  

TrGW  

IBCF  

Release   TrGW  Termination  

5 .   H.248  SUB  req    C=   C1 , T=   T2 )  

7.  H.248 SUB resp.   (C=C1, T=T2 )  

 6.   Destroy incoming termination T2  

Release  TrGW  Termination  


1.
The IBCF identifies that the call is to be release. Typically this will be by the receipt of a SIP BYE request.
2.
The IBCF sends a H.248 SUB command to release the outgoing termination
3.
The TrGW destroys the outgoing termination 

4.
The TrGW replies to IBCF with a H.248 SUB reply command

5.
The IBCF sends a H.248 SUB command to release the incoming termination
6.
The TrGW destroys the incoming termination 

7.
The TrGW replies to IBCF with a H.248 SUB reply command

NOTE 1:
Steps 5 to 7 may also be executed before steps 2 to 4 or in parallel with steps 2 to 4.
NOTE 2:
Rather than releasing the two terminations separately, the IBCF may request the TrGW to release both terminations in a single request.
Figure 10.1.3.1.2.1: IBCF and TrGW interaction at Call release
-------------------------------------------- 10th change --------------------------------------------
10.2.0
Introduction

The following functions shall be supported by the TrGW:

-
Gate Management including:

o
Opening/closing of gates;

o
Remote source address filtering; and

o
Remote source port filtering;

-
QoS packet marking (differentiated services);

-
NAPT and IP Version Interworking;

-
Bandwidth policing;

-
Hanging termination detection;

-
IP Realm Indication

-
Media Control; and
-
Through-Connection.

Additionally, the following functions may be supported by the TrGW:

-
Resource allocation per flow;

-
Media Inactivity Detection;

-
IP Realm Availability,
-
Optimal Media Routeing;
-
Explicit Congestion Notification support;
-
Emergency Call; and

-
IMS end-to-end media plane security.

10.2.1
NAPT and IP version interworking

NAPT and IP version interworking is documented in clause 9.

The IP Address and port conversion is configured by the standard Ix interactions at call setup depicted in figure 10.1.3.1.1.1. 

IP address and port conversion is mandatory every time a TrGW is inserted into the path for any reason to guarantee that all IP packets are routed through this entity.
-------------------------------------------- 11th change --------------------------------------------
10.2.5
Media Control

The transcoding functionality, where the TrGW processes and possibly converts application / media data (like e.g. RTP payload) is optional for the TrGW and IBCF to support. 

The IBCF shall determine the TrGW transcoding capability through provisioning and MGW selection, outside the scope of this specification. 

IBCF procedures to offer transcoding in SIP/SDP signalling are described in 3GPP TS 23.228 [8] and in 3GPP TS 24.229 [1]. The IBCF shall only apply those transcoding procedures if an attached TrGW supports transcoding. For media with "RTP/SAVP" (see IETF RFC 3711 [34]) or "RTP/SAVPF" (see IETF RFC 5124 [35]) as transport protocol, the IBCF shall not offer or apply transcoding.

If the IBCF and available TrGW support transcoding, the IBCF may add codecs to a SDP offer within a SIP request.

If the IBCF and available TrGW do not support transcoding, or if the IBCF chooses not to offer transcoding, the IBCF shall pass SDP offers without adding codecs to the SDP offer and the IBCF shall pass SDP answers without modification to the contained codecs.
If the IBCF does not offer or apply transcoding procedures (as described above) but inserts the TrGW for any other reason, the IBCF shall either not signal media related information to the TrGW, or it shall signal the same media related information for all interconnected terminations (i.e. identical media configurations for the two connected H.248 stream endpoints).

If the IBCF does not offer or apply transcoding but signals media attributes to a TrGW that does not support transcoding without having seized the peer termination (see figure 10.2.5.3, Step 3) the TrGW' shall accept this request even though it cannot reserve any transcoding resources related to this media. When the peer termination is seized and configured it shall be configured with the same media related sub-fields in the media descriptor as for the first termination. If the selected codec is not the same as the codec configured at the first termination then this termination shall be modified before the peer termination is seized.

NOTE 1:
The signalling of such codec related information by an IBCF to a TrGW not supporting transcoding is an implementation decision.
NOTE 2:
A TrGW not supporting transcoding can use such codec related information to learn that RTCP ports need to be reserved, and to derive information about packet size and frequency useful for internal resource reservation.
If the IBCF and available TrGW support transcoding and the IBCF includes in a SDP offer additional codecs, the following procedures apply:

-
The IBCF may seize a termination towards the terminating user, using the "Reserve TrGW Connection Point" procedure before sending an SDP offer with added codecs to the terminating user. The IBCF may signal media related information to the TrGW or omit media when adding the IP termination at this stage.

NOTE 3: The signalling of media related information to a MGW requires that it reserve the indicated resources before returning a positive response to the H.248 command, by omitting media related information the TrGW does not need to reserve any associated resources at this stage.
-
When the IBCF receives the SDP answer from the terminating user, the IBCF shall check if any of the codecs offered by the originating side are contained in the answer.
-
If only the codecs inserted by the IBCF are contained in the answer, the IBCF shall configure the TrGW to transcode. If it previously performed a "Reserve TrGW Connection Point" procedure it shall configure the TrGW using the "Configure TrGW Connection Point" procedure towards the termination on the terminating user side by supplying the media returned in the answer from the terminating user, otherwise it shall perform a "Reserve and Configure TrGW Connection Point" procedure. Within those procedures, the IBCF shall supply the media returned in the answer from the terminating user. If the IBCF seized the termination only at this point in time, it shall send the IP address and port information received from the TrGW in the acknowledment to the "Reserve and Configure TrGW Connection Point" procedure towards the terminating user in a new SDP offer. The IBCF shall perform the "Reserve and Configure TrGW Connection Point" procedure towards the termination on the originating user side, supplying the preferred media offered by the originating side.
-
If the returned SDP contains media offered by the originating user no transcoding at the TrGW is required. If the IBCF previously performed the "Reserve TrGW Connection Point" procedure the IBCF shall configure the TrGW accordingly by either either supplying the same media related information for all interconnected terminations or by omitting the media related information.

Some basic use cases are depicted in figures 10.2.5.1, 10.2.5.2, and 10.2.5.3.
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1.
The IBCF receives an SDP offer in SIP signalling.

2.
The IBCF adds additional codecs to the subsequent SDP offer, giving priority to those offered by the preceding node/network.

3.
In this example the IBCF seizes a TrGW prior to sending the new SDP offer; as this scenario is preparing for a possible transcoding in the TrGW then a TrGW supporting media shall be seized. The IBCF sends a H.248 ADD request command to create the outgoing termination and to request IP resources to execute TrGW function. As no media transcoding is yet known to be needed this may be indicated by omitting media related sub-fields in the media descriptor (i.e.signalling "-"). Alternatively the preferred codec (e.g. codec 1) may be signalled in order to reserve this resource in the event that transcoding was required.

4.
The TrGW creates the outgoing termination.

5.
The TrGW replies to IBCF with a H.248 ADD reply command and provides the local address and port of the outgoing termination.

6.
The IBCF replaces the IP address inside the SDP offer using the information coming from TrGW

7.
The IBCF forwards the new SDP offer to the succeeding node. 
8.
The SDP answer is received by IBCF. In this example the codec1 received in the original SDP offer in step1 has been selected by the succeeding network/terminating UE and the IBCF determines that transcoding is not required.
9.
The IBCF sends a H.248 MOD request command to configure the outgoing termination with address and port information received in the SDP answer. As no media transcoding is needed this may be indicated by omitting media related sub-fields in the media descriptor (i.e. signalling "-"). Alternatively the selected codec (codec 1) may be signalled.
10.
The TrGW configures the outgoing termination.
11.
The TrGW replies to IBCF with a H.248 MOD reply command.
12. 
The IBCF sends a H.248 ADD request command to create the incoming termination to configure this termination with remote address and port information and to request resources to execute TrGW function. As no media transcoding is needed this may be indicated by omitting media related sub-fields in the media descriptor (i.e. signalling "-"). Alternatively the selected codec received in step 8 (Codec 1) may be signalled
13.
The TrGW creates the incoming termination.
14.
The TrGW replies to the IBCF with a H.248 ADD reply command and provides the local address and port of the incoming termination.
15.
The IBCF replaces the IP address inside the SDP using the information coming from TrGW.
16.
The SDP answer is sent to the network at the incoming side.

Figure 10.2.5.1: IBCF and TrGW interaction when the IBCF offers additional codecs but no transcoding is required, and the TrGW is seized in advance.
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1.
The IBCF receives an SDP offer in SIP signalling.

2.
The IBCF adds additional codecs to the subsequent SDP offer, giving priority to those offered by the preceding node/network.

3.
In this example the IBCF seizes a TrGW prior to sending the new SDP offer; as this scenario is preparing for a possible transcoding in the TrGW then a TrGW supporting media shall be seized. The IBCF sends a H.248 ADD request command to create the outgoing termination and to request IP resources to execute TrGW function. As no media transcoding is yet known to be needed this may be indicated by omitting media related sub-fields in the media descriptor (i.e.signalling "-"). Alternatively the preferred codec (e.g. Codec 1) may be signalled in order to reserve this resource in the event that transcoding was required.

4.
The TrGW creates the outgoing termination.
5.
The TrGW replies to IBCF with a H.248 ADD reply command and provides the local address and port of the outgoing termination.
6.
The IBCF replaces the IP address inside the SDP offer using the information coming from TrGW.

7.
The IBCF forwards the new SDP offer to the succeeding node.
8.
The SDP answer is received by IBCF. In this example the codec 3 added by the IBCF to the SDP offer has been selected. Transcoding is therefore required.
9.
The IBCF sends a H.248 MOD request command to configure the outgoing termination with address and port information received in the SDP answer and the selected media attibutes (codec 3).
10.
The TrGW configures the outgoing termination. 

11.
The TrGW replies to IBCF with a H.248 MOD reply command.
12. 
The IBCF sends a H.248 ADD request command to create the incoming termination to configure this termination with remote address and port information and to request resources to execute TrGW function. As media transcoding is required it indicates this explicitly with a codec selected by the IBCF for the incoming termination from the offered codec(s) received in step1.

13.
The TrGW creates the incoming termination.
14.
The TrGW replies to the IBCF with a H.248 ADD reply command and provides the local address and port of the incoming termination..
15.
The IBCF replaces the IP address inside the SDP using the information coming from TrGW and replaces the codec with the codec it selected for the incoming termination.
16.
The SDP answer is sent to the network at the incoming side.

Figure 10.2.5.2: IBCF and TrGW interaction when IBCF offers additional codecs and transcoding is required, and the TrGW is seized in advance.
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1.
The IBCF receives an SDP offer in SIP signalling.

2.
The IBCF requires a TrGW for another use case but does not offer transcoding.
3.
The IBCF sends a H.248 ADD request command to create the outgoing termination and to request IP resources to execute TrGW function. As no media transcoding is required this may be indicated by signalling "-". Alternatively any codec (e.g. codec 1) can be signalled. If the IBCF selects a TrGW that does not support transcoding, the IBCF may signal media related sub-fields in the media descriptor to the TrGW if the TrGW supports media encoding. The TrGW shall accept the ADD request even though it cannot reserve any transcoding resources for the indicated media.

4.
The TrGW creates the outgoing termination.
5.
The TrGW replies to IBCF with a H.248 ADD reply command and provides the local address and port of the outgoing termination.
6.
The IBCF replaces the IP address inside the SDP using the information coming from TrGW.

7.
The IBCF forwards the new offer to the succeeding node.

8.
The SDP answer is received by IBCF. In this example the codec 1 received in the original SDP offer in step 1 has been selected.
9.
The IBCF sends a H.248 MOD request command to configure the outgoing termination with address and port information. As no media transcoding is needed this may be indicated by signalling "-" .Alternatively the selected codec (codec 1) can be signalled.

10.
The TrGW configures the outgoing termination.
11.
The TrGW replies to IBCF with a H.248 MOD reply command.
12. 
The IBCF sends a H.248 ADD command to create the incoming termination to configure this termination with remote address and port information and to request resources to execute TrGW function. As no media transcoding is needed this may be indicated by signalling "-" .Alternatively media related sub-fields in the media descriptor for the codec indicated to the incoming termination may be signalled (e.g. the selected codec received in step 8 (codec 1).
13.
The TrGW creates the incoming termination.
14.
The TrGW replies to the IBCF with a H.248 ADD reply command and provides the local address and port of the incoming termination.
15.
The IBCF replaces the IP address inside the SDP answer using the information coming from TrGW.
16.
The SDP answer is sent to the network at the incoming side.

Figure 10.2.5.3: IBCF and TrGW interaction when IBCF does not offer transcoding 
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