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* * * First Change * * * 
3.2
Abbreviations

For the purpose of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply:

ADC
Application Detection and Control

AF
Application Function
ARP
Allocation and Retention Priority

AVP
Attribute-Value Pair

CSG
Closed Subscriber Group

CSG ID
Closed Subscriber Group IDentity
BBERF
Bearer Binding and Event Reporting Function

CoA
Care of AddressDRA
Diameter Routing Agent

GBR
Guaranteed Bitrate
H-AF
Home AF

H-DRA
Home DRA

H-PCRF
Home PCRF

HPLMN
Home PLMN

MBR
Maximum Bitrate 
MPS
Multimedia Priority Service
PA
Proxy Agent
PCC
Policy and Charging Control

PCEF
Policy and Charging Enforcement Function

PCRF
Policy and Charging Rule Function

PGW
PDN-Gateway

QCI
QoS Class Identifier

SDF
Service Data Flow 
TDF
Traffic Detection Function
UDC
User Data Convergence

UDR
User Data Repository
V-AF
Visited AF

V-DRA
Visited DRA

V-PCRF
Visited PCRF

VPLMN
Visited PLMN

* * * End of First Change * * * 
* * * Second Change * * * 
4.3.1.2.1
AF Session Establishment
4.3.1.2.1.1 
AF located in HPLMN
The following signalling flow describes the AF session establishment when the AF is located in the HPLMN. This signalling flow is also applicable, replacing AF by TDF, when a TDF, working in unsolicited service reporting mode (and for non-roaming or home-routed case scenarios), reports the start of a service. Sponsor data connectivity functionality does not apply for the TDF.
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Figure 4.3.1.2.1.1.1: AF session establishment triggers PCRF-Initiated IP-CAN Session Modification (AF in HPLMN)
1.
The AF receives an internal or external trigger to set-up a new AF session and provides Service Information.  The AF identifies the Service Information needed (e.g. IP address of the IP flow (s), port numbers to be used, information on media types, etc). 

2.
The AF provides the Service Information to the H-PCRF by sending a Diameter AAR for a new Rx Diameter session. If this AF session is associated with a sponsor, Sponsor-Identity AVP and the Application-Service-Provider-Identity AVP are included in Sponsored-Connectivity-Data AVP. If usage thresholds are to be associated with this sponsored AF session, then Granted-Service-Unit AVP is included in Sponsored-Connectivity-Data AVP.

3.
The H-PCRF stores the received Service Information.

4.
If the H-PCRF requires subscription related information and does not have it, the PCRF sends a request to the SPR in order to receive the information.

5.
The SPR replies with the subscription related information containing the information about the allowed service(s), QoS information and PCC Rules information.
NOTE: 
For steps 4 and 5: The details associated with the Sp reference point are not specified in this Release. The SPR’s relation to existing subscriber databases is not specified in this Release. 
6.
If the AF session is associated with a sponsor, the H-PCRF authorizes the request based on sponsored data connectivity profile obtained from the SPR. The H-PCRF identifies the affected established IP-CAN Session(s) using the information previously received from the PCEF/V-PCRF and the Service Information received from the AF.

7.
The H-PCRF sends a Diameter AAA to the AF.

8. 
The H-PCRF interacts with the PCEF/BBERF/V-PCRF according to figure 4.3.1.1.1 (Interactions between BBERF/PCEF and PCRF for PCRF-Initiated IP-CAN Session Modification).
4.3.1.2.1.2 
AF located in VPLMN
 The following signalling flow describes the AF session establishment when the AF is located in the VPLMN. This signalling flow is also applicable, replacing AF per TDF, when a TDF, working in unsolicited service reporting mode (and for visited-access roaming scenario), reports the start of a service. Sponsor data connectivity functionality does not apply for the TDF.
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Figure 4.3.1.2.1.2.1: AF session establishment triggers PCRF-Initiated IP-CAN Session Modification (AF in VPLMN)
1.
The AF receives an internal or external trigger to set-up a new AF session and provides Service Information.  The AF identifies the Service Information needed (e.g. IP address of the IP flow (s), port numbers to be used, information on media types, etc). 
2. 
The AF provides the Service Information to the V-PCRF by sending a Diameter AAR for a new Rx Diameter session. If the AF session is associated with a sponsor, Sponsor-Identity AVP and Application-Service-Provider-Identity are included in Sponsored-Connectivity-Data AVP. If usage thresholds are to be associated with this sponsored AF session, then Granted-Service-Unit AVP is included in Sponsored-Connectivity-Data AVP.

3.
The V-PCRF stores the Service Information.

NOTE:  
The V-PCRF may employ operator policies and reject the AAR from the AF if the provided Service Information is not acceptable. If this happens, the V-PCRF replies immediately to the AF, includes an unsuccessful Result-Code or Experimental-Result-Code in the AAA, and the remaining steps of this call flow are not carried out.

4.
The V-PCRF forwards the Diameter AAR to the H-PCRF.

5.
The H-PCRF stores the received Service Information.
6.  If the H-PCRF requires subscription-related information and does not have it, the H-PCRF sends a request to the SPR in order to receive the information.
7.
The SPR replies with the subscription related information containing the information about the allowed service(s), QoS information and PCC Rules information.
NOTE:
For steps 6 and 7: The details associated with the Sp reference point are not specified in this Release. The SPR’s relation to existing subscriber databases is not specified in this Release.
8. 
If the AF session is associated with a sponsor, the H-PCRF authorizes the request based on sponsored data connectivity profiles obtained from the SPR. H-PCRF stores the Service Information and identifies the affected established IP-CAN Session (s) using the information previously received from the PCEF via the V-PCRF and the Service Information received from the AF. 
Editor's note:
(CR 0286) It is FFS if a sponsored data connection can be established without using the sponsored data connectivity profiles obtained from the SPR.

9. 
The H-PCRF responds to the V-PCRF with a Diameter AAA.
10. The V-PCRF forwards the Diameter AAA to the AF.
11. The H-PCRF interacts with the PCEF/BBERF via the V-PCRF according to figure 4.3.1.1.1 (Interactions between BBERF/PCEF and PCRF for PCRF-Initiated IP-CAN Session Modification).
* * * End of First Change * * * 
* * * Second Change * * * 
4.3.1.2.3
AF session termination
4.3.1.2.3.1
AF located in the HPLMN
The following signalling flow describes the AF session termination when the AF is located in the HPLMN. This signalling flow is also applicable, replacing AF by TDF, when a TDF, working in unsolicited service reporting mode (and for non-roaming or home-routed case scenarios), reports the stop of a service.

[image: image3.emf]4.  Diameter STA

2.  Diameter STR

AF

H-PCRF

PCEF

1.  Trigger

3.

Identify affected IP CAN 

session where PCC/QoS 

rules need to be 

removed.

V-PCRF BBERF

5.  Interactions in Figure 4.3.1.1.1


Figure 4.3.1.2.3.1.1: Removal of PCC/QoS Rules at AF session release (AF in HPLMN)
1.
The AF receives an internal or external trigger for a session release.
2.
The AF sends a session termination request, Diameter STR, to the H-PCRF to request the removal of the session.

3.
The H-PCRF identifies the affected IP-CAN Session where PCC Rules and, if available, QoS Rules for the IP flow(s) of this AF session are installed. These PCC/QoS Rules need to be removed.
If the PCC rules are related to an AF session associated with a sponsor, usage thresholds were provided by AF earlier, and the H-PCRF has usage data that has not yet been reported to the AF, then step 4 is performed after step 5 is completed, so that the Diameter STA includes information about the resources that have been consumed by the user since the last report.
4.
The H-PCRF sends Diameter STA, session termination answer, to the AF.

5.
The H-PCRF interacts with the BBERF/PCEF/V-PCRF according to figure 4.3.1.1.1.
4.3.1.2.3.2
AF located in the VPLMN
The following signalling flow describes the AF session termination when the AF is located in the VPLMN. This signalling flow is also applicable, replacing AF by TDF, when a TDF, working in unsolicited service reporting mode (and for visited-access roaming scenario), report the stop of a service. Sponsor data connectivity functionality does not apply for the TDF
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Figure 4.3.1.2.3.2.1: Removal of PCC/QoS Rules at AF session release (AF in VPLMN)

1.
The AF receives an internal or external trigger for a session release.
2.
The AF sends a session termination request, Diameter STR, to the V-PCRF to request the removal of the session.

3.
The V-PCRF forwards the Diameter STR to the H-PCRF.
4.
The H-PCRF identifies the affected IP-CAN Session where PCC Rules and, if available, QoS Rules for the IP flow(s) of this AF session are installed. These PCC/QoS Rules need to be removed. 
If the PCC rules are related to an AF session associated with a sponsor, usage thresholds were provided by AF earlier, and the H-PCRF has usage data that has not yet been reported to the AF, then step 5 and step 6 are performed after step 7 is completed, so that the Diameter STA includes information about the resources that have been consumed by the user since the last report.
5.
The H-PCRF sends Diameter STA, session termination answer, to the V-PCRF.

6.
The V-PCRF forwards the Diameter STA to the AF.
7.
The H-PCRF interacts with the BBERF/PCEF via the V-PCRF according to figure 4.3.1.1.1.
* * * End of Second Change * * * 
* * * Third Change * * * 
5.2
Session Binding

Session binding is the association of the AF session information to an IP-CAN session. Session binding is also the association of the TDF session information to an IP-CAN Session for a TDF deployed in unsolicited service reporting mode.
NOTE 1: Functionality applicable to AF sessions in this clause is also applicable for TDF sessions in this clause. 
When the PCRF accepts an AA-Request from the AF over the Rx interface with service information, the PCRF shall perform session binding and associate the described service IP flows within the AF session information (and therefore the applicable PCC rules) to an existing IP-CAN session. This association is done comparing the user IP address received via the Rx interface in either the Frame-IP-Address AVP or the Framed-IPv6-Prefix AVP with the IPv4 address or IPv6 prefix received via the Gx interface. The UE Identity if present in the Subscription-Id AVP and the PDN information if available in the Called-Station-ID AVP may also assist on this association.

The PCRF will determine that the UE has an IP-CAN session if the IP address (IPv4 or IPv6) received over the Rx interface matches the IPv4 address or IPv6 prefix received via one or more of the following interfaces: Gx interface and S9 interface, and if the UE identity is used to assist the association, the UE identity received over the Rx interface matches the UE identity received via one or more of the following interfaces: Gx interface and S9 interface.
NOTE 2:
In case the UE identity in the IP-CAN and the application level identity for the user are of different kinds, the PCRF needs to maintain, or have access to, the mapping between the identities. Such mapping is not subject to specification within this TS.
NOTE 3: An IPv6 address provided over Rx matches an IPv6 prefix provided over Gx or S9 if the IPv6 address belongs to the IPv6 (sub-)network prefix.
As a result from the session binding function, the PCRF identifies what IP-CAN session the current AF session is related with. If the PCRF is not capable of executing the Session Binding, the PCRF shall issue an AA-Answer command to the AF with a negative response.
* * * End of Changes * * * 
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