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*** 1st change ***
4.5.2.1
S9 Session/Subsession establishment/modification

The V-PCRF interacts with the H-PCRF in the following instances:

1)
Upon Gateway Control Session establishment over Gxx:


When the V-PCRF receives a CCR command with a CC-Request-Type AVP set to "INITIAL_REQUEST" from the BBERF over Gxx, the V-PCRF determines whether case 2a or case 2b applies as defined in 3GPP TS 29.213 [4]. If more than one Gateway Control Session corresponding to the PDN connection exists, the V-PCRF shall follow the procedure described for Multiple BBERF Handling in clause 4.5.2.5; otherwise the following procedures apply:

-
If case 2a applies, 
-
If there is not an already established S9 session for this roaming user, the V-PCRF shall send to the H-PCRF a CCR command with the CC-Request-Type AVP set to the value "INITIAL_REQUEST" to establish a new S9 session. The CCR command from the V-PCRF to the H-PCRF shall include those attributes provided by the BBERF to the V-PCRF at the Diameter CCR command level, defined in clause 4a.5.1 of 3GPP TS 29.212 [3].
-
Otherwise, if there is an already established S9 session for this roaming user, the procedures in clause 4.5.2.5 shall be applied.
-
If case 2b applies, 
-
If there is not an already established S9 session for this roaming user, the V-PCRF shall send to the H-PCRF a CCR command with the CC-Request-Type AVP set to the value "INITIAL_REQUEST" to establish a new S9 session. The V-PCRF shall include the Subsession-Enforcement-Info AVP within the CCR command with a new S9 subsession identifier assigned by the V-PCRF within the Subsession-Id AVP, the Subsession-Operation AVP set to the value "ESTABLISHMENT". The V-PCRF shall map the Gxx session-id(s) to the corresponding subsession-id(s) in the S9 session. In addition, the V-PCRF shall include those attributes provided by the BBERF that allows the H-PCRF to identify the Subsession as defined in 3GPP TS 29.212 [3]. 
-
If an existing S9 session for the roaming user is already established with the H-PCRF, the V-PCRF shall update the existing session by sending a CCR with the CC-Request-Type AVP set to the value “UPDATE_REQUEST” to the H-PCRF. 
-
If an S9 subsession does not exist for the PDN connection corresponding to the gateway control session establishment, the V-PCRF shall include the Subsession-Enforcement-Info AVP within the CCR command with a new S9 subsession identifier assigned by the V-PCRF within the Subsession-Id AVP, the Subsession-Operation AVP set to the value "ESTABLISHMENT". The V-PCRF shall map the Gxx session-id(s) to the corresponding subsession-id(s) in the S9 session.  
-
In all cases, the CCR command from the V-PCRF to the H-PCRF shall include, at subsession level, those attributes provided by the BBERF to the V-PCRF, as defined in clause 4a.5.1 of 3GPP TS 29.212 [3].
-
If the V-PCRF detects that an S9 subsession already exists for a particular PDN connection linked to a different gateway control session (i.e. different Gxx session-id), the V-PCRF shall follow the procedures in clause 4.5.2.5. 

2)  Upon Gateway Control Session modification over Gxx by receiving a Gateway Control and QoS rules request


When the V-PCRF receives a CCR command with a CC-Request-Type AVP set to "UPDATE_REQUEST" from the BBERF over Gxx, the V-PCRF shall send a CCR command with a CC-Request-Type AVP set to "UPDATE_REQUEST" to the H-PCRF including the updated information.


In case 2a, the V-PCRF shall include the attributes provided by the BBERF at the CCR command level. 

In case 2b, the V-PCRF shall modify the corresponding S9 subsession by including the Subsession-Enforcement-Info AVP within the CCR command that contains the allocated S9 subsession identifier within the Subsession-Id AVP, the Subsession-Operation AVP set to the value "MODIFICATION". In addition, the V-PCRF shall provide the Subsession-Id AVP to allow the H-PCRF to identify the subsession for which QoS Rules are requested. The V-PCRF shall include the attributes provided by the BBERF within the Subsession-Enforcement-Info AVP. 

The QoS rules are provisioned by the H-PCRF as follows:

-   
In case 2a, the H-PCRF shall provision QoS Rules in the CCA command by the QoS-Rule-Install AVP at the command level. 

-   
In case 2b, the H-PCRF shall provision QoS Rules within the corresponding S9 subsession by issueing the CCA command and including the Subsession-Decision-Info AVP for the S9 subsession within the S9 session. Each S9 Subsession-Decision-Info AVP contains the QoS-Rule-Install AVP.

If the H-PCRF is, due to incomplete, erroneous or missing information (e.g. subscription related information not available or authorized QoS exceeding the subscribed bandwidth) not able to:

1)
Provision a policy decision to a specific subsession as response to the request sent by the V-PCRF, the H-PCRF shall send a CCA command including the Experimental-Result AVP at the command level with the Experimental-Result-Code AVP set to DIAMETER_ERROR_SUBSESSION (5470), including the Subsession-Decision-Info AVP with the rejected Subsession-Id(s) within the Subsession-Id AVP and the appropriate error within either the Experimental-Result-Code AVP or Result-Code AVP.

2)
Provision a policy decision to any of the S9 subsession(s) or provision a policy decision at the command level, the H-PCRF shall reject the request using a CCA command with the DIAMETER_ERROR_INITIAL_PARAMETERS (5140) within the Experimental-Result-Code AVP.

When the V-PCRF receives a CCA command where S9 specific subsession(s) contain a specific Result-Code or Experimental-Result-Code AVP from the H-PCRF, the V-PCRF shall reply to the BBERF over the respective Gxx with a CCA command including the same result code.

When the V-PCRF receives a CCA command with an error code within the Experimental-Result-Code AVP or Result-Code AVP at the command level, the V-PCRF shall reply to the BBERF over the respective Gxx interface with a CCA command including the same result code.

The V-PCRF shall validate the QoS Rules contained in the CCA. If the QoS validation fails the V-PCRF shall perform the following:

1) 
Reply to the BBERF over Gxx with a CCA command including the Gx experimental result code DIAMETER_ERROR_INITIAL_PARAMETERS (5140).
2)
If the CCR request related to the Gateway Control Session Establishment from the BBERF is rejected and either the S9 session or the S9 subsession(s) needs to be terminated, send a CCR command to the H-PCRF following the procedures specified in clause 4.5.2.3.

3) 
Otherwise, send a CCR command to the H-PCRF with the CC-Request-Type AVP set to “UPDATE_REQEST” and 
a)
In case 2a, include the QoS-Rule-Report AVP to indicate the QoS Rules that were not accepted, including Rule-Failure-Code AVP set to UNSUCCESSFUL-QOS-VALIDATION value and the QoS-Information AVP to indicate the acceptable QoS.  

b)
In case 2b, include the QoS-Rule-Report AVP within the Subsession-Enforcement-Info AVP to indicate the QoS Rules that were not accepted, including Rule-Failure-Code AVP set to UNSUCCESSFUL-QOS-VALIDATION value and the QoS-Information AVP to indicate the acceptable QoS.  The V-PCRF shall include the S9 subsession specific information within the CCR command that includes the S9 subsession identifier within the Subsession-Id AVP. The Subsession-Operation AVP set to the value "TERMINATION" if the CCR used to request the rules was creating a new subsession.
*** 2nd change ***
4.5.2.3
S9 Session/Subsession Termination Initiated by the V-PCRF

This procedure is triggered by a Gateway Control Session Termination procedure over Gxx interface. When the V-PCRF receives a CCR command with a CC-Request-Type AVP set to “TERMINATION_REQUEST” from the BBERF over Gxx, it shall acknowledge this message by sending the CCA command to the BBERF as defined in 3GPP TS 29.212 [3]. If in addition to the Gateway Control Session being terminatd, one or more Gateway Control Sessions corresponding to the PDN connection exist the V-PCRF shall follow the procedures for Multiple BBERF Handling described in clause 4.5.2.5; otherwisethe V-PCRF shall do the following:
1) 
Terminate the S9 session, if as a consequence of the Gateway Control Session Termination over Gxx, the last S9 subsession for that roaming user is terminated. In order to do that, the V-PCRF shall terminate the related S9 session by sending a CCR command with a CC-Request-Type AVP set to “TERMINATE_REQUEST” to the H-PCRF.  

When the H-PCRF receives the CCR, it shall acknowledge this message by sending a CCA to the V-PCRF.

2) 
Update the S9 session, if there are remaining S9 subsessions for the roaming user. The V-PCRF shall modify the related S9 session by sending a CCR with a CC-Request-Type AVP set to “UPDATE_REQUEST” to the H-PCRF. The V-PCRF shall include in the CCR the Subsession-Enforcement-Info and set the Subsession-Operation AVP to “TERMINATION” for each S9 subsession of a particular UE that is terminated.

When the H-PCRF receives the CCR, it shall acknowledge this message by sending a CCA to the V-PCRF. The H-PCRF shall include the Subsession-Decision-Info AVP within the CCA command with the removed Subsession-Id AVP and the Result-Code AVP.  

On receipt of the CCA command, the V-PCRF shall remove the session information stored for that Gateway Control Session.
*** 3rd change ***
4.5.2.5
Multiple BBERF Handling 

The H-PCRF distinguishes two types of BBERFs: primary and non-primary according to 3GPP TS 29.212 [3].  The V-PCRF interacts with the H-PCRF in the following instances:

1)
Upon Gateway Control Session establishment over Gxx:


When the V-PCRF has received a CCR for Gateway Control Session Establishment from a new BBERF that is related with an existing gateway control session, the V-PCRF modifies the S9 session by sending a CCR command to inform the H-PCRF of the new Gateway Control Session. The V-PCRF shall include the Multiple-BBERF-Action AVP set to the value "ESTABLISHMENT" and the AN-GW-Address AVP to distinguish the information from the new BBERF and to allow the H-PCRF operating on any of the BBERF separately. 

-
If case 2a applies, the Multiple-BBERF-Action AVP and the AN-GW-Address AVP are included at command level.
-
If case 2b applies, the Multiple-BBERF-Action AVP and the AN-GW-Address AVP are included in the Subsession-Enforcement-Info AVP that contains the allocated S9 subsession identifier within the Subsession-Id AVP and the Subsession-Operation AVP set to the value "MODIFICATION".

When the H-PCRF receives the CCR command, the H-PCRF shall apply the procedures defined in 3GPP TS 29.212 [3] to detect if the new BBERF is primary or not and will act accordingly by answering with a CCA command. Within the CCA command the H-PCRF may include new decisions at either the command level for case 2a or at the subsession level for case 2b for the affected BBERF. 


If the same changes are applied to all BBERFs, the H-PCRF shall not include AN-GW-Address AVP within the CCA command. If different decisions are applied to different BBERFs, the H-PCRF shall include, in the CCA command, the AN-GW-Address AVP that was included in the CCR command and the associated QoS rules and event triggers for that BBERF. The H-PCRF shall provide the updated QoS rules and event triggers to the remaining BBERF(s) within RAR command(s) by initiating the QoS rule provision procedure for each of the remaining BBERF(s).  In each RAR command, the H-PCRF shall include the AN-GW-Address AVP in order to identify the target BBERF.

2)
Upon Gateway Control Session modification over Gxx:

When the V-PCRF receives a CCR command from any of the BBERFs for Gateway Control Session modification, the V-PCRF shall follow the same procedures as described above for Gateway Control Session Establishment case and include AN-GW-Address AVP within the CCR command to the H-PCRF. The H-PCRF also follows the same procedures in determining whether to include AN-GW-Address AVP or not in the CCA command.
3)  Upon QoS rule provisioning:

When provisioning different QoS rules, the H-PCRF shall include the different QoS rules within separate RAR commands, and shall also include the AN-GW-Address AVP with the value set to the BBERF address to indicate the actual BBERF where the rules are to be applied. The H-PCRF may also include subscription for any event trigger by including the Event-Trigger AVP with the corresponding value. For case 2a, the AN-GW-Address AVP is included at the command level; for case 2b, the AN-GW-Address AVP is included at the subsession level.

When provisioning the same QoS rules to all the BBERFs, the H-PCRF shall include the QoS rules within the same RAR command without including the AN-GW-Address AVP. 
4) Upon Gateway Control Session termination over Gxx:

When the V-PCRF receives a CCR command from any of the BBERFs for Gateway Control Session Termination, the V-PCRF shall modify the S9 session by sending CCR command to inform the H-PCRF the Gateway Control Session terminated.  The V-PCRF shall include the Multiple-BBERF-Action AVP set to the value "TERMINATION" and the AN-GW-Address AVP to identify the BBERF initiating the termination. 
· For case 2a, the Multiple-BBERF-Action AVP and the AN-GW-Address AVP are included at the command level. 
· For case 2b, the Multiple-BBERF-Action AVP and the AN-GW-Address AVP are included in the Subsession-Enforcement-Info AVP that contains the allocated S9 subsession identifier within the Subsession-Id AVP and the Subsession-Operation AVP set to the value "MODIFICATION".
When the H-PCRF receives the CCR command, the H-PCRF shall delete the QoS rules related to the BBERF identified by the AN-GW-Address AVP. 
NOTE: 
For case 2b the old BBERF always initiates the termination of the Gateway Control Session.
*** 4th change ***
5.3
S9 specific AVPs 

Table 5.3.1 describes the Diameter AVPs defined for the S9 reference point, their AVP Code values, types, possible flag values, whether or not the AVP may be encrypted and the applicability of the AVPs to charging control, policy control or both. The Vendor-Id header of all AVPs defined in the present document shall be set to 3GPP (10415).

Table 5.3.1: S9 specific Diameter AVPs 

	
	AVP Flag rules (note 1)
	
	
	

	Attribute Name
	AVP Code
	Clause defined
	Value Type (note 2)
	Must
	May
	Should not
	Must not
	May Encr.
	Acc. type
	Applicability (note 3)

	Multiple-BBERF-Action
	xxxx
	5.3.x
	Enumerated
	M,V
	P
	
	
	Y
	All 
	PC

	Subsession-Decision-Info
	xxxx
	5.3.1
	Grouped
	M,V
	P
	
	
	Y
	All
	Both

	Subsession-Enforcement-Info
	xxxx
	5.3.2
	Grouped
	M,V
	P
	
	
	Y
	All 
	Both

	Subsession-Id
	xxxx
	5.3.3
	Unsigned32
	M,V
	P
	
	
	Y
	All
	Both

	Subsession-Operation
	xxxx
	5.3.4
	Enumerated
	M,V
	P
	
	
	Y
	All 
	Both

	NOTE 1:
The AVP header bit denoted as 'M', indicates whether support of the AVP is required. The AVP header bit denoted as 'V', indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see RFC 3588 [4].

NOTE 2:
The value types are defined in RFC 3588 [4].

NOTE 3:
AVPs marked with “CC” are applicable to charging control, AVPs marked with “PC” are applicable to policy control and AVPs marked with “Both” are applicable to both charging control and policy control.


*** 5th change ***
5.3.x
Multiple-BBERF-Action
The Multiple-BBERF-Action AVP (AVP code xxxx) is of type Enumerated, and it indicates that the Gateway Conrol Session in the VPLMN is established or terminated in the multiple BBERFs scenario.
The following values are defined:
      ESTABLISHMENT (0)

This value shall be used to indicate that the Gateway Conrol Session in the VPLMN is established in the multiple BBERFs scenario.
 
TERMINATION (1)
This value shall be used to indicate that the Gateway Conrol Session in the VPLMN is terminated in the multiple BBERFs scenario.
*** 6th change ***
5.3.2
Subsession-Enforcement-Info

The Subsession-Enforcement-Info AVP (AVP code xxxx) is of type Grouped, and it is used to set up and tear down  subsessions, provide information about the subsession, request PCC/QoS rules and report on PCC/QoS rules and related events. This information is sent from the V-PCRF to the H-PCRF.The information contained within this grouped AVP pertains only to the subsession identified by the Subsession-Id AVP.

The following AVPs are only applicable when the Subsession-Enforcement-Info AVP is provided within a CCR: Subsession-Operation AVP, Bearer-Identifier AVP, Bearer-Operation AVP, Packet-Filter-Information AVP, Packet-Filter-Operation AVP, QoS-Information AVP, Framed-IP-Address AVP, Framed-IPv6-Prefix AVP, Called-Station-ID AVP, Bearer-Usage AVP, TFT-Packet-Filter-Information AVP, Online AVP and Offline AVP.

The following AVPs are only applicable when the Subsession-Enforcement-Info AVP is provided within an RAA: Result-Code AVP and Experimental-Result-Code AVP. 

The other AVPs are applicable when the Subsession-Enforcement-Info AVP is provided in either a CCR or RAA.

The Result-Code AVP or Experimental-Result-Code AVP may be provided to inform the H-PCRF of possible errors when processing subsession information that was provided in a corresponding RAR command.

Subsession-Enforcement-Info ::= < AVP Header: xxxx >

               
                { Subsession-Id }

                                [ Subsession-Operation ]

                             0*2[ AN-GW-Address ]

                                [ Bearer-Identifier ]

                                [ Bearer-Operation ]

                               *[ Packet-Filter-Information ]
                                [ Packet-Filter-Operation ]
                                [ QoS-Information ]

                                [ Framed-IP-Address ]

                                [ Framed-IPv6-Prefix ]

                               *[ CoA-Information ]

                                [ Called-Station-ID ]

                                [ Bearer-Usage ]

                               *[ TFT-Packet-Filter-Information ]

                                [ Online ]

                                [ Offline ]

                                [ Result-Code ]

                                [ Experimental-Result-Code ]

                               *[ Charging-Rule-Report ]

                               *[ QoS-Rule-Report ]








[ Default-EPS-Bearer-QoS ]








[ Multiple-BBERF-Action ]
                               *[ Event-Trigger ]

                               *[ Access-Network-Charging-Identifier-Gx ] 






           *[ AVP ]
*** 7th change ***
5.5.2
CC-Request (CCR) Command

The CCR command, indicated by the Command-Code field set to 272 and the 'R' bit set in the Command Flags field, is sent by the V-PCRF to the H-PCRF in order to request PCC or QoS rules. The CCR command is also sent by the V-PCRF to the H-PCRF in order to indicate bearer or PCC/QoS rule related events.

Message Format:
<CC-Request> ::= < Diameter Header: 272, REQ, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 { CC-Request-Type }





 { CC-Request-Number }





 [ Destination-Host ]





 [ Origin-State-Id ]





*[ Subscription-Id ]

                 [ Framed-IP-Address ]

                 [ Framed-IPv6-Prefix ]





*[ Supported-Features ]
                 [ QoS-Information ]

                *[ TFT-Packet-Filter-Information ]

                *[ QoS-Rule-Report ]
             0*2 [ AN-GW-Address ]





 [ Network-Request-Support ]





*[ Packet-Filter-Information ]




 [ Packet-Filter-Operation ]
                *[ Subsession-Enforcement-Info ]





 [ IP-CAN-Type ]





 [ RAT-Type ]





 [ Termination-Cause ]





 [ User-Equipment-Info ]

                 [ QoS-Negotiation ]

                 [ QoS-Upgrade ] 




 [ 3GPP-SGSN-MCC-MNC ]





 [ 3GPP-SGSN-Address ]





 [ 3GPP-SGSN-IPv6-Address ]





 [ RAI ]





 [ 3GPP-User-Location-Info]





 [ 3GPP2-BSID ]





*[ Event-Trigger]





[ Multiple-BBERF-Action ]




*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]
***End of change ***
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