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*** 1st Change ***

2
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*** 2nd Change ***

4a.1
Overview
The Gxx reference point is located between the Policy and Charging Rules Function (PCRF) and the Bearer Binding and Event Reporting Function (BBERF). Gxc applies when the BBERF is located in the S-GW and Gxa applies when the BBERF is located in a trusted non-3GPP access. The Gxx reference point is used for:

· Provisioning, update and removal of QoS rules from the PCRF to the BBERF
· Transmission of traffic plane events from the BBERF to the PCRF.
· Transmission of events reported by the PCEF to the BBERF via the PCRF.  

The stage 2 level requirements for the Gxx reference point are defined in 3GPP TS 23.203 [7] and 3GPP TS 23.402 [x].

Signalling flows related to Rx, Gx and Gxx interfaces are specified in 3GPP TS 29.213 [8].

*** 3rd Change ***

4a.4.2
BBERF
The BBERF (Bearer Binding and Event Reporting Function) is a functional element located in the S-GW when Gxc applies and in a trusted non-3GPP access when Gxa applies. It provides control over the user plane traffic handling and encompasses the following functionalities:

· Bearer binding: For a service data flow that is under QoS control, the Bearer Binding Function (BBF) within BBERF shall ensure that the service data flow is carried over the bearer with the appropriate QoS class.
· Uplink bearer binding verification.

· Event reporting: The BBERF shall report events to the PCRF based on the event triggers installed by the PCRF.
· Service data flow detection for tunnelled and untunelled SDFs: The BBERF uses service data flow filters received from the PCRF for service data flow detection.
· Service data flow detection for tunnelled SDFs: For the selection of the service data flow filters to apply the BBERF shall use a match with the tunnelling associated tunnelling header information received from the PCRF as a prerequisite.

If requested by the PCRF, the BBERF shall report to the PCRF when the status of the related service data flow changes.

*** 4th Change ***

5.3.34
Tunnel-Header-Filter AVP (All access types)
The Tunnel-Header-Filter AVP (AVP code 1036) is of type IPFilterRule, and it defines the tunnel (outer) header filter information of a MIP tunnel where the associoated QoS rules apply for the tunnel payload.

The Tunnel-Header-Filter AVP shall include the following information:

-
Action shall be set to "permit";
-
Direction (in or out);
-
Protocol 

-
Source IP address;.
-
Source port (single value) for UDP tunneling;
-
Destination IP address;
-
Destination port (single value) for UDP tunneling.
The IPFilterRule type shall be used with the following restrictions:


-
Options shall not be used.

-
The invert modifier "!" for addresses shall not be used.

The direction "out" refers to downlink direction. 

The direction "in" refers to uplink direction. 

*** 5th Change ***

5.3.36
Tunnel-Information AVP (All access types)
The Tunnel-Information AVP (AVP code 1038) is of type Grouped, and it contains the tunnel (outer) header information from a single IP flow. The Tunnel-Information AVP is sent from the PCEF to the PCRF and from the PCRF to the BBERF.  

The Tunnel-Information AVP may include a Tunnel-Header-Length AVP, which provides the length of the tunnel header and identifies the offset where the tunneled payload starts. BBERF may use the length value provided in Tunnel-Header-Length AVP to locate the inner IP header and perform service data flow detection and related QoS control.
The Tunnel-Information AVP shall include the Tunnel-Header-Filter AVP to identify the tunnel (outer) header information in the downlink and uplink directions.
AVP Format:

Tunnel-Information ::= < AVP Header: 1033 >








 [ Tunnel-Header-Length ]







2{ Tunnel-Header-Filter }







 *[ AVP ]
*** End of Changes ***
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