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A.5
Procedures at the CS-IBCF

A.5.1
General
Border control functions may be applied between two SIP-I based CS domains subsystems or between an SIP-I based CS domains and other SIP-I based networks based on operator preference. The CS-IBCF may act both as an entry point and as an exit point for a network. If it processes a SIP request received from other network it functions as an entry point (see subclause A.5.3) and it acts as an exit point whenever it processes a SIP request sent to other network (see subclause A.5.2).

Depending on its rule, the functionalities of the CS-IBCF include:

-
network configuration hiding (described in subclauses A.5.2.1 and A.5.3.1);

-
application level gateway (in subclauses A.5.2.2 and A.5.3.2);

-
screening of SIP signalling (in subclauses A.5.2.3 and A.5.3.3);
-
charging (in subclauses A.5.2.4 and A.5.3.4). 

NOTE:
The functionalities performed by the CS-IBCF are configured by the operator, and they are network specific.

A.5.2
CS-IBCF as an exit point
A.5.2.0a
Initial requests

Upon receipt of any request, the CS-IBCF shall:

1)
if the request is an INVITE request, respond with a 100 (Trying) provisional response;

2)
if the request is an INVITE request and the CS-IBCF is configured to perform application level gateway and/or transport plane control functionalities, save the Contact, CSeq and Record-Route header field values received in the request such that the CS-IBCF is able to release the session if needed;
Editor's Note: It is FFS whether similar procedures apply when a response to an initial INVITE is received.

3)
if network topology hiding is required, apply the procedures as described in subclause A.5.2.1;

4)
if screening of SIP signalling is required, apply the procedures as described in subclause A.5.2.3;

5)
select an entry point of the destination network and forward the request to that entry point;

NOTE :
The list of the entry points can be either obtained as specified in RFC 3263 [z] or provisioned in the CS-IBCF. The entry point can be an CS-IBCF or an (G)MSC server.
When the CS-IBCF receives an INVITE request, the CS-IBCF may require the periodic refreshment of the session to avoid hung states in the CS-IBCF. If the CS-IBCF requires the session to be refreshed, the CS-IBCF shall apply the procedures described in RFC 4028 [x] clause 8.
RFC 3325 [y] provides for the existence and trust of an asserted identity within a trust domain. A CS-IBCF at the boundary of the trust domain will need to determine whether to remove the P-Asserted-Identity header according to RFC 3325 [y] when SIP signalling crosses the boundary of the trust domain.
When the CS-IBCF receives a response to the initial request and network topology hiding is required, then the CS-IBCF shall apply the procedures as described in subclause A.5.2.1.

When the CS-IBCF receives a response to the initial request and screening of SIP signalling is applied, then the CS-IBCF shall apply the procedures as described in subclause A.5.2.3.  
A.5.2.0b
Subsequent requests

Upon receipt of any request, the CS-IBCF shall:

1)
if the request is an INVITE request, respond with a 100 (Trying) provisional response;

2)
if the request is a target refresh request and the CS-IBCF is configured to perform application level gateway and/or transport plane control functionalities, save the Contact and CSeq header field values received in the request such that the CS-IBCF is able to release the session if needed;

3)
if the subsequent request is other than a target refresh request (including requests relating to an existing dialog where the method is unknown) and the CS-IBCF is configured to perform application level gateway and/or transport plane control functionalities, save the Contact and CSeq header field values received in the request such that the CS-IBCF is able to release the session if needed;

4)
if network topology hiding is required, apply the procedures as described in subclause A.5.2.1;

5)
if screening of SIP signalling is required, apply the procedures as described in subclause A.5.2.3; 
When the CS-IBCF receives a response to the subsequent request and network topology hiding is required, then the CS-IBCF shall apply the procedures as described in subclause A.5.2.1.

When the CS-IBCF receives a response to the subsequent request and screening of SIP signalling is required, then the CS-IBCF shall apply the procedures as described in subclause A.5.2.3.
A.5.2.0c
CS-IBCF-initiated call release

If the CS-IBCF provides transport plane control functionality and receives an indication of a transport plane related error the CS-IBCF may:

1)
generate a BYE request for the terminating side based on information saved for the related dialog; and

2)
generate a BYE request for the originating side based on the information saved for the related dialog.

NOTE 1:
Transport plane related errors can be indicated from TrGW. 
NOTE 2:  Since the CS-IBCF does not handle the encapsulated ISUP, the BYE message(s) generated by the CS-IBCF will not contain any encapsulated ISUP REL message.

NOTE 3:  If the CS-IBCF is able to determine an appropriate Q.850 cause value, then this may be included in a Reason header in the BYE message(s).

Upon receipt of the 2xx responses for both BYE requests, the CS-IBCF shall release all information related to the dialog and the related session.
Editor's Note: It is FFS if the use of CANCEL must also be included.
Editor's Note: It is FFS if the use of unsuccessful final responses to the initial INVITE  must also be included
A.5.2.1
THIG functionality in the CS-IBCF

A.5.2.2
ALG functionality in the CS-IBCF

A.5.2.3
Screening of SIP-I signalling

Editor’s Note: This section relates to the screening of the SIP headers and SDP of the SIP-I signalling for policing purposes. Inspection of ISUP MIME bodies is out of the scope of this specification.

A.5.2.4
Charging functionality in the CS-IBCF

Editor’s Note: This section relates to the charging/accounting functionality based on information included in the SIP headers and/or in SDP of the SIP-I signalling. 
A.5.3
CS-IBCF as an entry point
A.5.3.0a
Initial requests

Upon receipt of any request, the CS-IBCF shall:

1)
if the request is an INVITE request, then respond with a 100 (Trying) provisional response;

2)
if the request is an INVITE request and the CS-IBCF is configured to perform application level gateway and/or transport plane control functionalities, then the CS-IBCF shall save the Contact, CSeq and Record-Route header field values received in the request such that the CS-IBCF is able to release the session if needed;
Editor's Note: It is FFS whether similar procedures apply when a response to an initial INVITE is received.

3)
if network topology hiding is required, then apply the procedures as described in subclause A.5.3.1; 

4)
If CS-IBCF receives an initial request for a dialog or standalone transaction, that contains a single Route header pointing to itself, and it is co-located with an (G)MSC server, or it has a preconfigured (G)MSC server to be contacted, then forward the request to that (G)MSC server. Otherwise select an (G)MSC server and forward the request to that (G)MSC server. 
When the CS-IBCF receives an INVITE request, the CS-IBCF may require the periodic refreshment of the session to avoid hung states in the CS-IBCF. If the CS-IBCF requires the session to be refreshed, the CS-IBCF shall apply the procedures described in RFC 4028 [x] clause 8. 

When the CS-IBCF receives a response to an initial request (e.g. 183 or 2xx), the CS-IBCF shall:

1) if network topology hiding is required, then the CS-IBCF shall apply the procedures as described in subclause A.5.3.1.
A.5.3.0b
Subsequent requests

Upon receipt of any request, the CS-IBCF shall:

1)
if the request is an INVITE request, then respond with a 100 (Trying) provisional response;

2)
if the request is a target refresh request and the CS-IBCF is configured to perform application level gateway and/or transport plane control functionalities, then the CS-IBCF shall save the Contact and CSeq header field values received in the request such that the CS-IBCF is able to release the session if needed;

3)
if the subsequent request is other than a target refresh request (including requests relating to an existing dialog where the method is unknown) and the CS-IBCF is configured to perform application level gateway and/or transport plane control functionalities, then the CS-IBCF shall save the Contact and CSeq header field values received in the request such that the CS-IBCF is able to release the session if needed; 
4)
if network topology hiding is required, then apply the procedures as described in subclause A.5.3.1;

When the CS-IBCF receives a response to the subsequent request and network topology hiding is required, then the CS-IBCF shall apply the procedures as described in subclause A.5.3.1.

A.5.3.0c
CS-IBCF-initiated call release

If the CS-IBCF provides transport plane control functionality and receives an indication of a transport plane related error the CS-IBCF may:

1)
generate a BYE request for the terminating side based on information saved for the related dialog; and

2)
generate a BYE request for the originating side based on the information saved for the related dialog.

NOTE 1:

Transport plane related errors can be indicated from e.g. TrGW. 
NOTE 2:  Since the CS-IBCF does not handle the encapsulated ISUP, the BYE message(s) generated by the CS-IBCF will not contain any encapsulated ISUP REL message.

NOTE 3:  If the CS-IBCF is able to determine an appropriate Q.850 cause value, then this may be included in a Reason header in the BYE message(s).

Upon receipt of the 2xx responses for both BYE requests, the CS-IBCF shall release all information related to the dialog and the related multimedia session.
Editor's Note: It is FFS if the use of CANCEL must also be included.

Editor's Note: It is FFS if the use of unsuccessful final responses to the initial INVITE  must also be included

A.5.3.1
THIG functionality in the CS-IBCF

A.5.3.2
ALG functionality in the CS-IBCF

A.5.3.3
Screening of SIP-I signalling

Editor’s Note: This section relates to the screening of the SIP headers and SDP of the SIP-I signalling for policing purposes. Inspection of ISUP MIME bodies is out of the scope of this specification.
A.5.3.4
Charging functionality in the CS-IBCF

Editor’s Note: This section relates to the charging/accounting functionality based on information included in the SIP headers and/or in SDP of the SIP-I signalling. 
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