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1. Introduction
As new clauses are needed to support the SGi, the skeleton should be provided.
2. Reason for Change
In order to provide more clear view of the shadow TS 29.061 to support SGi enhencement, the skeleton is provided.
3. Conclusions

The skeleton of the shadow TS 29.061 supporting SGi is provided.
4. Proposal

It is proposed to agree the following changes:
* * * First Change * * * *

1
Scope
2
References

3.1
Definitions
3.2
Abbreviations

3.3
Symbols
4
Network characteristics
4.1
Key characteristics of PLMN
4.2
Key characteristics of PSDN

4.3
Key characteristics of IP Networks

5
Interworking Classifications

5.1
Service Interworking
5.2
Network Interworking

5.3
Numbering and Addressing
6
Access reference configuration
6.1        Access Interfaces and Reference Points for non-EPC based Packet Domain
6.2        Access Interfaces and Reference Points for EPC based Packet Domain 
7
Interface to Packet Domain Bearer Services

7.1
A/Gb mode
7.2
Iu mode

7.3
Interface to EPC-based Packet Domain Bearer Services
8
Subscription checking

8A
Prevention of IP spoofing
9
Message Screening

10
Interworking with PSDN (X.75/X.25)

11
Interworking with PDN (IP)

11.1
General

11.2
PDN Interworking Model

11.2.1
Access to Internet, Intranet or ISP through Packet Domain
11.2.1.1
Transparent access to the Internet
11.2.1.2
IPv4 Non Transparent access to an Intranet or ISP
11.2.1.2.1            non-EPC based IPv4 Non Transparent access
11.2.1.2.2            EPC based IPv4 Non Transparent access
11.2.1.3
IPv6 Non Transparent access to an Intranet or ISP

11.2.1.3.1
IPv6 PDP Context Activation

11.2.1.3.1a
IPv6 EPC based Bearer Activation

11.2.1.3.2
IPv6 Stateless Address Autoconfiguration

11.2.1.3.3
IPv6 Stateful Address Autoconfiguration

11.2.1.3.4
IPv6 Router Configuration Variables in the GGSN
11.2.1.4
Access to Internet, Intranet or ISP with Mobile IPv4

11.3
Numbering and Addressing

11.4
Charging

11.5
Domain Name System Server (DNS Server)

11.6
Screening

11.7
IP Multicast access

12
Interworking with PDN (PPP)

12.1
General

12.2
PDN Interworking Model

13
Interworking with PDN (DHCP)

13.1
General

13.2
PDN Interworking Model for DHCP
13.3
EPS PDN Interworking Model for DHCP
13.3.1
Serving GW functions as the DHCP relay agent
13.3.2
PDN GW functions as the DHCP relay agent

13.3.3
Address allocation by the Intranet or ISP for EPS

13.3.3.1
IPv4 address allocation via default bearer activation
13.3.3.2
IPv6 prefix allocation via IPv6 stateless address autoconfiguration
13.3.3.3
IPv6 parameter configuration via stateless DHCPv6
13.3.3.4
IPv4 address allocation and IPv4 parameter configuration via DHCPv4
13.3.3.5
IPv6 prefix delegation via DHCPv6
13.3.3.6
IP Address Allocation in Trusted Non-3GPP IP Access using PMIPv6 on S2a
13.3.3.7
IP Address Allocation using S2c
13a
Interworking with IMS

13a.1
General

13a.2
IMS Interworking Model

14
Internet Hosted Octet Stream Service (IHOSS)

15
Interworking between Packet Domains

15.1
Security Agreements

15.2
Routing protocol agreements

15.3
Charging agreements

16
Usage of RADIUS on Gi/SGi interface

16.1
RADIUS Authentication

16.2
RADIUS Accounting
16.3
Authentication and accounting message flows

16.3.1
IP PDP type
16.3.2
PPP PDP type

16.3.3
Accounting Update

16.3.4
AAA-Initiated PDP context termination
16.3.5
Authentication and accounting message flows on SGi interface
16.4
List of RADIUS attributes
16a
Usage of Diameter on Gi/SGi interface
16a.1
Diameter Authentication

16a.2
Diameter Accounting

16a.3
Authentication and accounting message flows

16a.3.1
IP PDP type
16a.3.2
PPP PDP type

16a.3.3
Accounting Update

16a.3.4
Server-Initiated PDP context termination
16a.3.5
Authentication and accounting message flows on SGi interface
16a.4
Gi Diameter messages

16a.4a
SGi Diameter messages

16a.5
Gi/SGi specific AVPs

17
Usage of Diameter on Gmb interface

17.1
MBMS user authorisation

17.2
MBMS service registration / de-registration

17.3
MBMS session start / update/ stop

17.4
MBMS user deactivation

17.5
Message flows
17.6
Gmb Messages

17.7
Gmb specific AVPs

17.8
Gmb specific Experimental-Result-Code AVP values

18
Usage of RADIUS at the Pk Reference Point
18.1
General

18.2
Radius Profile for Pk Reference Point

18.3
Interconnecting the Presence Network Agent and the GGSN

19
Usage of Diameter on Mz interface

19.1
Introduction

19.2
Call flows in roaming scenarios

19.3
Mz messages

19.4
Mz specific AVPs

19.5
Mz specific Experimental-Result-Code AVP values

* * * End of Change * * * *















































































































































































































































































