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Introduction

This proposal documents the use of Application ID in 3GPP PCC. 3GPP CT3 has been assigning a new Application ID for each release. Application IDs are a limited resource controlled through [INA] registration. Additionally, assigning different application IDs is disruptive as it does not guarantee there is no support of backward compatibility or seamless migration. This paper provides an alternative to assigning new Application IDs as the basis for further discussion. 
Discussion

In the current schema, the Application ID is negotiated during the CER/CEA negotiation. The Application ID is forwarded in the CER message from the client to the server. If the server does not support the Application ID, the server returns a failure in the CEA message. There is always a possibility that the server may be supporting the previous release but it was not negotiated. Therefore the current architecture does not support backward compatibility. Here is a proposal for solving the issue.
The proposal is to discuss the use of a Feature number. This Feature number can be negotiated at –

· Application layer ( in every command)
· Stack layer ( Once at establishment of peer connection)
If the Feature number is negotiated at the application layer, then every message will have to support the new AVP. In contrast at the stack layer, it can be negotiated once during connection setup which is similar to the Supported Vendor Id concept already in the CER/CEA message. 

Advantages of negotiating the feature ID at the stack layer –

· Latency reduced (only done once)

· Application layer message size does not increase

· Application layer processing is simple

· PCRF needs to support different logic based on the version of the interface therefore it is best if the PCRF knows at connection establishment.

The use of Supported Feature ID is documented in TS 29.229 at the application layer. The same Supported Feature ID can be added to the stack layer in the CER/CEA negotiation. Notice that the Supported-Feature-Id can only be used for optional extra features; new mandatory features will have to be supported with an Application ID upgrade.
The following recommendation solves the issue of identifying Application-Ids and features supported on a hop-by-hop routing schema.
The following changes to TR 29.909 are proposed. 
Changes to 3GPP TR 29.909
5.4.5 
Proposal 5
5.4.5.1
General
New functionality, i.e., functionality beyond the Rel-7 standard, shall be introduced by post-Rel-7 versions of this specification to the Diameter applications as follows:

1. If possible, the new functionality shall be defined optional.

2. If backwards incompatible changes can not be avoided, the new functionality should be introduced as with a new Supported-Feature-Id. 

3. If the change would be backwards incompatible, even as if it was defined as a feature, a new version of the interface shall be created by changing the application identifier of the Diameter application per release.
5.4.5.2
Defining new functionality
X.2.1 General

The base functionality for the Rx/Gx is the 3GPP Release 7 standard and a feature is an extension to that functionality. A new feature is a functional entity that has a significant meaning to the operation of a Diameter application, i.e., defining new optional capabilities. A new Supported Feature ID will be defined for each post-Rel-7 versions of the specification.  This supported Feature ID will be defined on a per Application ID.

Table X.2.1-1: Features of Feature-List-ID for the Rx interface
	Feature bit
	Feature
	M/O
	Description

	0
	Rel8-Rx
	O
	The Rx+ reference point resides between the AF and the PCRF.


Table X.2.1-1: Features of Feature-List-ID for the Gx interface
	Feature bit
	Feature
	M/O
	Description

	1
	Rel8-Gx
	O
	This interface provides transfer of QoS policy and charging rules from PCRF to Policy and Charging Enforcement Point (PCEF) in the PDN GW.

	2
	Rel8-Gxa
	O
	This interface provides transfer of QoS policy information from PCRF to the Trusted Non-3GPP accesses

	3
	Rel8-Gxc
	O
	This interface provides transfer of QoS policy information from PCRF to the Serving Gateway.


5.4.5.2.2
Changing the version of the interface

The version of an interface shall be changed by a future release of this specification only if there is no technically feasible means to avoid backwards incompatible changes to the current release of the interface. The versioning of an interface shall be implemented by assigning a new application identifier for the interface. This procedure is in line with the Diameter base protocol (see IETF RFC 3588) which states that if an incompatible change is made to a Diameter application, a new application identifier shall be assigned for the Diameter application.

The following table shall apply to the PCC interfaces. The Application identifier column lists the current application identifiers assigned on 3GPP PCC.

Table X.2.2-1: Application identifiers used 

	PCC Interface
	Application identifier
	First applied

	Rx
	16777236
	3GPP Rel-7

	Gx
	16777238
	3GPP Rel-7


5.4.5
.2.3
Capabilities Exchange Request 

Message Format

      <CER> ::= < Diameter Header : 257, REQ >

                { Origin-Host }

                { Origin-Realm }

             1* { Host-IP-Address }

                { Vendor-Id }

                { Product-Name }

                [ Origin-State-Id ]

              * [ Supported-Vendor-Id ]

              * [ Supported-Feature-Id ]

              * [ Auth-Application-Id ]

              * [ Inband-Security-Id ]

              * [ Acct-Application-Id ]

              * [ Vendor-Specific-Application-Id ]

                [ Firmware-Revision ]

              * [ AVP ]

5.4.5.2.4
Capabilities Exchange Answer

Message Format

      <CEA> ::= < Diameter Header: 257 >

                { Result-Code }

                { Origin-Host }

                { Origin-Realm }

             1* { Host-IP-Address }

                { Vendor-Id }

                { Product-Name }

                [ Origin-State-Id ]

                [ Error-Message ]

              * [ Failed-AVP ]

              * [ Supported-Vendor-Id ]

              * [ Supported-Feature-Id ]

              * [ Auth-Application-Id ]

              * [ Inband-Security-Id ]

              * [ Acct-Application-Id ]

              * [ Vendor-Specific-Application-Id ]

                [ Firmware-Revision ]

              * [ AVP ]

5.4.5.2.5
AVPs

5.4.5.2.5.1 General

The following table describes the Diameter AVPs defined for the Cx interface protocol will be reused, their AVP Code values, types, possible flag values and whether or not the AVP may be encrypted. The Vendor-ID header of all AVPs defined in this specification shall be set to 3GPP (10415).
Table X.2.5.1-1: Diameter Multimedia Application AVPs

	
	AVP Flag rules
	

	Attribute Name
	AVP Code
	Section defined
	Value Type
	Must
	May
	Should not
	Must not
	May Encr.

	Supported-Features
	628
	6.3.29
	Grouped
	V
	M
	
	
	No

	Feature-List-ID
	629
	6.3.30
	Unsigned32
	V
	
	
	M
	No

	Feature-List
	630
	6.3.31
	Unsigned32
	V
	
	
	M
	No


5.4.5.2.5.2
Supported-Features AVP

The Supported-Features AVP is of type Grouped. If this AVP is present it may inform the destination host about the features that the origin host supports. The Feature-List AVP contains a list of supported features of the origin host. The Vendor-Id AVP and the Feature-List AVP shall together identify which feature list is carried in the Supported-Features AVP.
Where a Supported-Features AVP is used to identify features that have been defined by 3GPP, the Vendor-Id AVP shall contain the vendor ID of 3GPP. Vendors may define proprietary features, but it is strongly recommended that the possibility is used only as the last resort. Where the Supported-Features AVP is used to identify features that have been defined by a vendor other than 3GPP, it shall contain the vendor ID of the specific vendor in question. 

If there are multiple feature lists defined by the same vendor, the Feature-List-ID AVP shall differentiate those lists from one another. The destination host shall use the value of the Feature-List-ID AVP to identify the feature list. 

AVP format
Supported-Features ::= 
< AVP header: 628 10415 >

{ Vendor-Id }

{ Feature-List-ID }

{ Feature-List }


      *[AVP]
End of Changes to 3GPP TR 29.909












